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256Mb/512Mb/1Gb SEMPER™ Flash

Octal interface, 1.8V/3.0V

Features
+ CYPRESS™ 45-nm MIRRORBIT™ technology that stores two data bits in each memory array cell

« Sector architecture options
- Uniform: Address space consists of all 256KB sectors
- Hybrid:
« Configuration 1 - Address space consists of thirty-two 4KB sectors grouped either on the top or the bottom
while the remaining sectors are all 256KB

« Configuration 2 - Address space consists of thirty-two 4KB sectors equally split between top and bottom
while the remaining sectors are all 256KB

+ Page programming buffer of 256 or 512 bytes
« OTP secure silicon array of 1024 bytes (32 x 32 bytes)

« Octal interface (85-8S-8S, 8D-8D-8D)
- JEDEC eXpanded serial peripheral interface (SPI) (JESD251) compliant
- SDR option runs up to 200-MBps (200MHz clock speed)
- DDR option runs up to 400-MBps (200MHz clock speed)
- Supports Data Strobe (DS) to simplify the read data capture in high-speed systems

« SPI (15-15-1S)
- JEDEC eXpanded SPI (JESD251) compliant
- SDR option runs up to 21-MBps (166MHz clock speed)

+ Functional safety features
- Functional safety 1S026262 ASIL B compliant and ASIL D ready
- Infineon® Endurance Flex architecture provides High-Endurance and Long Retention Partitions

- Interface CRC detects errors on communication interface between host controller and
SEMPER™ Flash device

Data integrity CRC detects errors in memory array
SafeBoot reports deviceinitialization failures, detects configuration corruption and provides recovery options

- Built-in Error Correcting Code (ECC) corrects Single-bit Error and detects Double-bit Error (SECDED) on mem-
ory array data

- Sector erase status indicator for power loss during erase

« Protection features
- Legacy block protection (LBP) for memory array and device configuration
- Advanced sector protection (ASP) for individual memory array sector based protection

+ AutoBoot enables immediate access to the memory array following power-on

+ Hardware reset through CS# Signaling method (JEDEC) OR individual RESET# pin

« Serial flash discoverable parameters (SFDP) describing device functions and features
« Device identification, manufacturer identification and unique identification

« Data integrity
- 256Mb devices
+ Min. 640,000 program-erase cycles for the main array
- 512Mb devices
+ Min. 1,280,000 program-erase cycles for the main array
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Performance summary

- 1Gb devices

« Min. 2,560,000 program-erase cycles for the main array

- All devices

« Min. 300,000 program-erase cycles for the 4KB sectors

« Minimum 25 years data retention

+ Supply voltage
- 1.7Vto 2.0V (HS-T)
- 2.7Vt0 3.6V (HL-T)

+ Grade / temperature range
- Industrial (—40°C to +85°C)
- Industrial plus (—40°C to +105°C)
- Automotive AEC-Q100 grade 3 (—40°C to +85°C)
- Automotive AEC-Q100 grade 2 (—40°C to +105°C)
- Automotive AEC-Q100 grade 1 (—40°C to +125°C)

+ Packages
- 256Mb and 512Mb: 24-ball BGA 6 x 8 mm
- 1Gb: 24-ball BGA 8 x 8 mm

Performance summary

Maximum read rates

Transaction Initial access latency (Cycles) Clock rate (MHz) MBps
SPI Read 0 50 6.25
SPI Read Fast 10 166 20.75
Octal Read SDR (HS-T) 16 200 200
Octal Read SDR (HL-T) 14 166 166
Octal Read DDR (HS-T) 23 200 400
Octal Read DDR (HL-T) 20 166 332
Typical Program and Erase rates
Operation KBps
256B Page Programming (4KB Sector / 256KB Sector) 595 /533
512B Page Programming (4KB Sector / 256KB Sector) 753 /898
256KB Sector Erase 331
4KB Sector Erase 95
Typical current consumption
Operation HL-T current (mA) HS-T current (mA)
SDR Read 50MHz 10 10
SDR Read (Octal) 75 (166MHz) 156 (200MHz)
DDR Read (Octal) 75 (166MHz) 156 (200MHz)
Program 50 50
Erase 50 50
Standby 0.014 0.011
Deep Power Down 0.0022 0.0013
Datasheet 20f138 002-18216 Rev. *W
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Data integrity

Data integrity

Program [ Erase (PE) endurance - High endurance (256KB sectors)

Sectors in partition Minimum PE cycles Mlnlmu:|i1n|":tentlon Unit
512 (Default for 1Gb devices) 2,560,000
508 2,540,000
504 2,520,000
256 (Default for 512Mb devices) 1,280,000
252 1,260,000 2 Years
128 (Default for 256Mb devices) 640,000
28 140,000
24 120,000
20 100,000
Note Minimum cycles is for entire High Endurance Partition.
Program [ Erase endurance - Long retention partition (256KB sectors)
Minimum PE cycles Minimum retention time Unit
500 25 Years
Note Minimum cycles is for each sector.
Program [ Erase endurance 4KB sector and nonvolatile register array
Flash memory type Minimum cycles Unit retl\:;nr::zznnu:?me Unit
500 25
300,000
Program/Erase cycles per 4KB sector Note Itis required to restrict the power loss events
to 300 times per sector during program or erase 2
operation to achieve the mentioned endurance
cycles. PE cycles Years
Program/Erase cycles per Persistent Protection
Bits (PPB) array or nonvolatile register array
Note Each write transaction to a nonvolatile 500 25
register causes a PE cycle on the entire
nonvolatile register array.
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Pinout and signal description

1 Pinout and signal description
1 2 3 4 5
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Figure 1 24-ball BGA pinout configuration!!!
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Pinout and signal description

Table1 Signal description
Mandatory / A
Symbol Type optional Description

Chip Select (CS#). All bus transactions are initiated with a HIGH to LOW transition on CS# and
terminated with a LOW to HIGH transition on CS#. Driving CS# LOW enables the device, placingitin

cs# Inbut Mandator the active mode. When CS# is driven HIGH, the device enters standby mode, unless an internal

P y embedded operation is in progress. All other input pins are ignored and the output pins are putin

high impedance state. On parts where the pin configuration offers a dedicated RESET# pin, it
remains active when CS# is HIGH.
Clock (CK). Clock provides the timing of the serial interface. Transactions are latched on the rising
edge of the clock. In SDR protocol, command, address and data inputs are latched on the rising edge

CK Input Mandatory of the clock, while data is output on the falling edge of the clock. In DDR protocol, command,
address and data inputs are latched on both edges of the clock, and data is output on both edges
of the clock.

Read Data Strobe (DS). DS is used for data read operations only and indicates output data valid
DS Output Mandatory for SDR/DDR modes. During a read transaction while CS# is LOW, DS toggles to synchronize data
output until CS# goes High.

Serial Data (DQ[7:0]). Bidirectional signals that transfer command, address and data information.
DQ[7:0] Input/Output Mandatory Legacy (x1) SPI Interface: DQ[0] is an input (SI) and DQ[1] is an output (SO).
Octal (x8) Interface: DQ[7:0] are input and output.

Hardware Reset (RESET#). When LOW, the device will self initialize and return to the array read

RESET# Input (weak Optional state. DS and DQ[7:0] are placed into the high impedance state when RESET# is LOW. RESET#
pull-up) P includes aweak pull-up, meaning, if RESET# s left unconnected it will be pulled up to the HIGH state
on its own.
System Interrupt (INT#). When LOW, the device is indicating that an internal event has occurred.
INT# Output Optional This signal is intended to be used as a system level interrupt for the device to indicate that an
(Open Drain) P on-chip event has occurred. INT# is an open-drain output. The recommended pull-up resistor for
the INT# outputs is 5 kQ to 10 kQ.
Vee Power supply Mandatory Core Power Supply
Veeg Power supply Mandatory Input / Output Power Supply
Ves Ground Mandatory Core Ground
supply
Vsso Ground Mandatory Input / Output Ground
supply
DNU - - Do Not Use.
Note

1. Flash memory devices in BGA packages can be damaged if exposed to ultrasonic cleaning methods. The package, data integrity, or both may be
compromised if the package body is exposed to temperatures above 150°C for prolonged periods of time.
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Interface overview

2 Interface overview

2.1 General description

The CYPRESS™ SEMPER™ Flash Octal family of products are high-speed CMOS, MIRRORBIT™ NOR Flash devices
that are compliant with the JEDEC JESD251 eXpanded SPI (xSPI) specification. SEMPER™ is designed for
Functional Safety with development according to ISO 26262 standard to achieve ASIL-B compliance and ASIL-D
readiness.

SEMPER™ Flash with Octal Interface devices support both the Octal Peripheral Interface (OPI) as well as Legacy
x1 Serial Peripheral Interface (SPI). Both interfaces serially transfer transactions reducing the number of interface
connection signals. SPI supports SDR whereas OPI supports both SDR and DDR.

Read operations from the device are burst oriented. Read transactions can be configured to use either a wrapped
or linear burst. Wrapped bursts read from a single page whereas linear bursts can read the whole memory array.

The erased state of each memory bit is a logic 1. Programming changes a logic 1 (HIGH) to a logic 0 (LOW). Only
an erase operation can change a memory bitfroma 0to a 1. An erase operation must be performed on a complete
sector (4KBs or 256KBs).

SEMPER™ Flash provides a flexible sector architecture. The address space can be configured as either a uniform
256KB sector array, or a hybrid configuration 1 where thirty-two 4KB sectors are either grouped at the top or at
the bottom while the remaining sectors are all 256KB, or a hybrid configuration 2 where the thirty-two 4KB
sectors are equally split between the top and the bottom while the remaining sectors are all 256KB.

The Page Programming Buffer used during a single programming operation is configurable to either 256 bytes or
512 bytes. The 512 byte option provides the highest programming throughput.

I Power Management I
\J ‘ \
Address Register
- Embedded
cK o " | Microcontroller
cs# > v ECC
RESET# > _ | Control Logic (SECDED)
o (HIC/EAC)
SI/DQO0 = >
SO /DQ1 = > »| Program Buffer - MirrorBit
DQ2 - _ Memory Array
- - Input/
DQ3 = »| Output '“tgggce  E— -
Drivers -t Read Buffer -
DQ4 = > L |
DQ5 -« - Data Integrity
< : Check
DQ6 -« - - DS Generation
ba7 +—— I f
DS -« | | Secure Silicon Region
INT# - Clock SFDP and IDs
> > Registers
Reset Control
Figure 2 Logic block diagram
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Interface overview

The SEMPER™ Flash with Octal Interface family consists of multiple densities with, 1.8V and 3.0V core and I/O
voltage options.

The device control logicis subdivided into two parallel operating sections: the Host Interface Controller (HIC) and
the Embedded Algorithm Controller (EAC). The HIC monitors signal levels on the device inputs and drives outputs
as needed to complete read, program, and write data transfers with the host system. The HIC delivers data from
the currently entered address map on read transfers; places write transfer address and data information into the
EAC command memory, and notifies the EAC of power transition, and write transfers. The EAC interrogates the
command memory, after a program or write transfer, for legal command sequences and performs the related
Embedded Algorithms.

Changing the nonvolatile data in the memory array requires a sequence of operations that are part of embedded
algorithms (EA). The algorithms are managed entirely by the internal EAC. The main algorithms perform
programming and erase of the main flash array data. The host system writes command codes to the flash device.
The EAC receives the command, performs all the necessary steps to complete the transaction, and provides
status information during the progress of an EA.

In addition to the mandatory SPI signals CK, CS#, SI/DQO, SO/DQ1, and DQ[7:2], the SEMPER™ Flash with Octal
Interface device also includes RESET#, DS and INT# signals. The RESET# transition from LOW to HIGH returns the
device to the default state that occurs after an internal power-on reset (POR). The Data Strobe (DS) is synchro-
nized with the output data during read transactions enabling host system to capture data at high clock frequency
operation. The INT# is an open-drain output that can provide an interrupt to the device master to indicate when
the device transitions from busy to ready at the end of a program or erase operation or to indicate the detection
of an error (ECC) during read.

Infineon” Endurance Flex architecture provides system designers the ability to customize the NOR Flash
endurance and retention for their specific application. The host defines partitions for high endurance or long
retention, providing up to 1+ million cycles or 25 years of data retention.

The SEMPER™Flash with Octal interface device supports error detection and correction by generating an
embedded Hamming error correction code during memory array programming. This ECC code is then used for
single-bit and double-bit error detection and single-bit correction during read.

The SEMPER™ Flash with Octal Interface device has built-in diagnostic features providing the host system with
the device status.

« Program and Erase Operation: Reporting of program or erase success, failure and suspend status

error detection and correction: 1-bit and/or 2-bit error status with address trapping and error count

Data Integrity Check: Error detection over memory array contents

Interface CRC: Error detection over device interface

SafeBoot: Reporting of proper flash device initialization and configuration corruption recovery

+ Sector Erase Status: Reporting of erase success or failure status per sector

Sector Erase Counter: Counts the number of erase cycles per sector
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2.2 Signal protocols
2.2.1 SEMPER™ Flash octal and SPI clock modes

The SEMPER™ Flash with Octal interface device can be driven by an embedded microcontroller (bus master) in
either of the following two clocking modes:

+ Mode 0 with Clock Polarity LOW at the fall of CS# and staying LOW until it goes HIGH at capture input.

+ Mode 3 with Clock Polarity HIGH at the fall of CS# then going LOW to HIGH at capture input.

For these two modes, data is latched into the device on the rising edge of the CK signal in SDR protocol and both
edges of the CK signal in DDR protocol. The output data in SDR protocol is available on the falling edge of the CK
clock signal and the output data in DDR protocol is available on the rising edge of the CK clock signal.

The difference between the two modes is the clock polarity when the bus master is in Standby mode and not
transferring any data.

Capture Drive
Input Output

Mode 0 CK
Mode 3 CK
cs# _/_\ /
(C
)Y

HInputHH—%ﬁL?—HHOutpulH\

Figure 3 SPI SDR mode support

Capture Drive
Input Output
Mode 0 CK S il \ / \ / \ /
Mode 3 CK \ / \ / \ / \ /
cs# _/_\ /
((
)Y

}¢———Input———m|tLatency Cyclesl————Output————»|

Figure 4 Octal SDR mode support
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Interface overview

For SEMPER™ Flash Octal DDR mode operation, only clock Mode 0 is supported.

Drive
Output

wowook ] \_%y A

Capture

Input
Cs# \ ¢ /

(
))

DQ[7:0] —< Byte mX X >—g<,—<1 Byte omX X >_

e input———— LY g Output——— |

Cycles

Figure 5 Octal DDR mode support

2.3 Transaction protocol
Transaction

+ During the time that CS# is active (LOW), the clock signal (CK) is toggled while command information is first
transferred on the data (DQ) signals followed by address and data from the host to the flash device. The clock
continues to toggle during the transfer of read data from the flash device to the host or write data from the host
to the flash device. When the host has transferred the desired amount of data, the host drives the CS# inactive
(HIGH). The period during which CS# is active is called a transaction on the bus.

« While CS# is inactive, the CK is not required to toggle.

« The command transfer occurs at the beginning of every transaction. The address, latency cycles, and data
transfer phases are optional and their presence depends on the protocol mode or command transferred.

Transaction capture

+ CKmarks the transfer of each bit or group of bits between the host and memory. Command, address and write
data bits transfer occurs on CK rising edge in SDR transactions, or on every CK edge, in DDR transactions.

Note

+ All attempts to read the flash memory array during a program or erase (embedded operations) are ignored. The
embedded operation will continue to execute without any effect. A very limited set of commands are accepted
during an embedded operation. These are discussed in Suspend and resume embedded operation on page
64.

Protocol terminology

+ The number of DQ signals used during the transaction depends on the current protocol mode or command
transferred. The latency cycles do not use the DQ signals for information transfer. The protocol mode options
are described by the data rate and the DQ width (number of DQ signals) used during the command, address,
and data phases in the following format:

WR-WR-WR, where:

- The first WR is the command bit width and rate.
- The second WR is the address bit width and rate.
- The third WR is the data bit width and rate.

+ The bitwidth value may be 1, or 8. Rhas avalue of S for SDR or D for DDR. SDR has the same transfer value during
the rising and falling edge of a clock cycle. DDR can have different transfer values during the rising and falling
edges of each clock.

Datasheet 11 0f 138 002-18216 Rev. *W
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« Examples:

- 1S-1S-1S means that the command is 1 bit wide SDR, the address is 1 bit wide SDR, and the data is one bit
wide SDR.

- 8D-8D-8D means that the command, address, and data transfers are always 8 bits wide DDR.

Protocols definition

« Protocol modes defined for the SEMPER™ Flash Octal Interface:

1.1S-1S-1S: One DQ signal used during command transfer, address transfer, and data transfer. All phases are
SDR.

2.85-8S-8S: Eight DQ signals used during command transfer, address transfer, and data transfer. All phases are
SDR.

3.8D-8D-8D: Eight DQ signals used during command transfer, address transfer, and data transfer. All phases are
DDR.

1S-1S-1S protocol

+ The 1S-1S-1S mode is the preferred default protocol following Power-On-Reset (POR), but flash devices can be
configured to reset into the Octal mode.

+ Each transaction begins with an 8-bit (1-byte) command. The command selects the type of information transfer
or device operation to be performed.

« This protocol uses SI/DQI0] to transfer information from host to flash device and SO/DQ[1] to transfer infor-
mation from flash device to host. On each DQ, information is placed on the DQ line in Most Significant bit (MSb)
to Least Significant bit (LSb) order within each byte. Sequential address bytes are transferred in highest order
to lowest order sequence. Sequential data bytes are transferred in lowest address to highest address order.

+ In 1S-1S-1S, DQ[7:2] are not used for data transfer period. Hence, the DQ[7:2] signals will be high impedance.

1S-1S-8S protocol (HL256T /| HS256T Only)

+ Each transaction begins with an 8-bit (1-byte) command. The command selects the type of information transfer
or device operation to be performed.

n This protocol uses DQ[7:0] signals. The 8-bit command and address placed on the DQ[0] in MSb to LSb order.
Sequential data bytes in SDR are transferred in lowest address to highest address order on DQ[7:0].

1S-8S-8S protocol (HL256T / HS256T Only)

+ Each transaction begins with an 8-bit (1-byte) command. The command selects the type of information transfer
or device operation to be performed.

n This protocol uses DQ[7:0] signals. The 8-bit command is placed on the DQ[0] in MSb to LSb order. The LSb of
address byte is placed on DQ[0] with each higher order bit on the successively higher numbered DQ signals.
Sequential address bytes are transferred in highest order to lowest order sequence. Sequential data bytes in
SDR are transferred in lowest address to highest address order on DQ[7:0].

8S-8S-8S and 8D-8D-8D protocols

« Eachtransaction begins with a 16-bit (two same bytes) command. The command selects the type ofinformation
transfer or device operation to be performed.

+ Supports 4-byte addressing only.

+ This protocol uses DQ[7:0] signals. The LSb of each byte is placed on DQ[0] with each higher order bit on the
successively higher numbered DQ signals. Sequential address bytes are transferred in highest order to lowest
order sequence. Sequential data bytes in SDR are transferred in lowest address to highest address order.
Sequential data bytes in DDR are transferred only in byte pairs (words) where the byte order depends on the
orderinwhich the bytes are written or programmed in that protocol mode. Sequential data bytes are transferred
in lowest address to highest address order.
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+ In this protocol, during the period of data transfer in a read transaction, the Data Strobe (DS) signal is driven by
the flash device and transitions are synchronized (Edge aligned in DDR and center aligned in SDR protocol) with
the DQ signal data transitions. DS is used as an additional output signal with the same timing characteristics as
other data outputs but with the guarantee of transitioning with every data bit transferred.

Serial peripheral interface (SPI, 15-1S-1S) on page 13 and SPI program transaction with command and
octal address, data input (1S-85-8S) on page 17 show all transaction formats by protocol mode.

2.3.1 Serial peripheral interface (SPI, 1S-1S-1S)

CS# / \ /
MSb LSb
DQ[oy/sl 4< CMD [7] X CMD [6] X CMD [5] X CMD [4] X CMD [3] X CMD [2] X CMD [1] X CMD [0] )—

High-Impedance

DQ[1]/SO
- Command >
Figure 6 SPI transaction with command input
WA S WAWAN WA
cs# _/_\ ()() ()() /
MSb LSb MSb LSb
sawes —— (e Y on ) s )Y\
DQ}/SO High-Impedance (( ()()
|-«———Command———}«¢————Address———]
Figure7 SPI transaction with command and address input

( (
)) ))

LSb MSb LSb MSb LSb
ADDR 1 ADDR 1 ADDR 2 ADDR 2

CS#

High-Impedance

DQ[1]/SO ()() ) ) ()()
Input Data Input Data
- Command > Start Address) ™% (End Address)
Figure 8 SPI transaction with command and two input addresses
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CS# (
))

LSb MSb LSb MSb LSb
ADDR ADDR DnA DnA Din A+1 D A+n

High-Impedance
bafryso 5 $ 5 $5

}¢———Command——»|-¢———Address

Input Data—————————————————p»

Figure 9 SPI Program transaction with command, address, and data input

:JUMMM
1\

LSb MSb LSb
DQ[OYS 4< oMb DEX . [O]X Pu DEX D[.S]A DWA+1 DU Dw[olTn

High-Impedance

pAyso Y 55 55
«———Command
Figure 10 SPI program transaction with command and data input
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o u —

(¢ (¢
) ) pl) D)

MSb LSb
(C 1( I(
(( (¢ / Dour A Dour A D A+ DuA+n

«——Command——m}¢——

Note 1: In case of Register or Unique ID read operation, flash device outputs Most Significant Byte (MSB) first
Note 2: In case of SFDP and Identification read operation, flash device outputs Least Significant Byte (LSB) first

Cycles

Figure 11 SPI read transaction with command input (output latency)
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) )

LSb MSb LSb
—-‘U e ;
(( Dour A Dour A+n
; » — O

\HCommandHHAddressﬂh—lé;i{;y—»}diRead Data——|

~
T
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Figure 12 SPI read transaction with command and address input (output latency)

cs# _/_\ « « ’) /_
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MSb LSb MSb LSb
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(( (( Dour A D, TA»fn
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l«——Command——m|«¢————Address——m|-¢———Read Data———»|

r

Figure 13 SPI read transaction with command and address input (no output latency)
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SPI transaction with output data sequence (AutoBoot)

Figure 14
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2.3.2 Octal output interface (Octal, 1S-15-8S and 1S-8S-8S) (HL256T and
HS256T only)

VA AVAWAS AVAWAWAW RWAN

(¢ (( /
) M)
MSb LSb
CMD CMD ADDR ADDR Din A Din A+l Din Atn
DQ[0] —< m EU 0] Max] Dtx [ >< 0] >< 0] ><j
(« Din A Din A+1 Din Atn
par) 5 T S O\
(¢ Din A Din A+l Din Atn
bap) 5 e X))
(( Din A Din A+1 Din A+n
ba § B ES AN D
(( Din A Din A+l Din Atn
ba § a ) )
g TS
(( Din A Din A+1 Din Atn
bae 5 D ESANED

(( Din A Din A+l Din Atn
bar) 5 B ES AN D

|¢——Command——|«———Address——»|¢————Input Data——————p»|

Figure 15 SPI read transaction with command, address and octal output (1S-1S-8S)
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pay] « o o thx ) -
DQ[2] ()() ( DE;]A X Dir[\zljﬂ DEX Dir}zl?m >_
Pa) 5 e N ><jD( i
DQ[4] S() < D[\;\]A x D\r[\AI;U mtx Din[ﬁ" )_
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l¢«——Command——m|¢———Address——»[¢————Input Data———————|

Figure 16 SPI program transaction with command, address and octal data input (1S-1S-8S)
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((
))
MSb LSb
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(( ADDR ADDR DinA Din A+1 Din A+n
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(( ADDR ADDR DinA Din A+l Din Atn
DQ[2] )y < Max-5] >< )tx 2] 2] 2 DEX 2]
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Figure 17 SPI program transaction with command and octal address, data input (1S-8S-8S)

2.3.3 Octal peripheral interface (octal, 85-8S-8S and 8D-8D-8D)

WA
CS# /_\ /_

MSb LSb

) CMD CmMD
oarr

|<—Command—»-|

Figure 18 Octal SDR transaction with command input
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CS# /_\ /_

MSb_LSb
. cMD CMD
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Figure 19 Octal DDR transaction with command input
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o« AN\
o 7\ I
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DQJ7:0] [7:0] >< (7:0] >< [31:24] X [23:16])( [15:8] X [7:0]

H*Command—*iAdd ress——————»|

Figure 20 Octal SDR transaction with command and address input
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Figure 21 Octal DDR transaction with command and address input!Z
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Figure 22 Octal SDR transaction with command and two input addresses

S S VY e VY e VY A WY i W
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. cMD cMD ADDR 1 aoor1 \/ AppR2 \{ ADDR2
DQ[7:0] 4< [7:0] X [7:0] X 00h >< 00h X 00h >< 00h >< [31:24] “ [7:0] >< (31:24] “ [7:0]

Input Data Input Data
l«—Command—w<«———Address (0x00000000h)—— <& (Start Ad dress)* (End Ad dress)>\

Figure 23 Octal DDR transaction with command and two input addresses

Note
2. The LSb of the address always be zero in any Octal DDR transactions with the address input.
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cs# J—\ (¢ ()() /

))
MSb LSb MSB LSB  MSb LSb

) < V) oMb ADDR ADDR Diw A DA+ D An

DQ[7:0] 17:0] X [7:0] X 31:24] BEX [7:0] >< [7:0] >< [7:0] ><j

|«—Command—»}«¢————Address——»}<¢—————Input Data————————— |

Figure 24 Octal SDR program transaction with command, address, and data input
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Figure 25 Octal DDR program transaction with command, address, and data input[3]
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DQ[7:0] —< 7:01 >< [7:0) >< (31:24) >< 23:16] >< [15:8) >< (7:0] >< [7:0) >—

Command—w-——Addre 554>}<|npm
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Figure 26 Octal DDR program transaction with command, address, and single byte data input[3]

Note
3. The LSb of the address always be zero in any Octal DDR transactions with the address input.
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342.5 Cyclest
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Figure 27 Octal SDR read transaction with command and address input (output latency)
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Figure 28 Octal DDR read transaction with command and address input (output Iatency)[4’ 5]
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Figure 29 Octal DDR single byte read transaction with command and address input (output latency)[e]

Notes

4. The LSb of the address always be zero in any Octal DDR transactions with the address input.
5. Read Interface CRC Transaction is supported with Octal DDR only.
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Figure 30 Octal SDR transaction with output data sequence (AutoBoot)

MSb LSb

I
I
I
! (( Dour A Doyr A+1 Doyr A+n
; )) [7:0] [7:0] [7:0]
I
I
I
I
DS ————— / \ / \ —
1 5

| |
la»- 4 Start Dely—— w4 Read Data—————|

tesps

DQ[7:0]

Figure 31 Octal DDR transaction with output data sequence (AutoBoot)

Note
6. The LSb of the address always be zero in any Octal DDR transactions with the address input.
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2.4 Register naming convention

Infineon

ABC#_N_[#:#]

—I_—> Register Bit Location (e.g. [7:0])

Register Type
N = Nonvolatile
V = Volatile

O =0TP

L——— 4 Characters Register Name

Figure 32 Register naming convention

ABCDEF#
T—»Number (if applicable)

L—» 6 Characters Register Bit Name

Figure 33 Register bit naming convention
2.5 Transaction naming convention
ABCDE_# #
L Data

0 = Transaction without Input Data
1 = Transaction with Input Data

Address Bytes

0 = Transaction without Address Input

3 = Transaction with 3-byte Address Input

4 = Transaction with 4-byte Address Input

C = Transaction with Configurable (3- or 4-byte) Address Input

— 5 Character Transaction Name Abbreviation

Figure 34 Transaction naming convention

Datasheet 22 of 138

002-18216 Rev. *W
2022-01-18



o _.
256Mb/512Mb/1Gb SEMPER™ Flash 1
Octal interface, 1.8V/3.0V I n fl n eon .

Address space maps

3 Address space maps

The HL-T/HS-T family supports 32-bit (4-Byte) addresses only to enable 256Mb or 512Mb or 1Mb density devices.
4-Byte addresses allow direct addressing of up to 4Mb (32Mb) address space. Besides Flash memory array,
HL-T/HS-T family includes separate address spaces for Manufacturer ID, Device ID, Unique ID, Serial Flash
Discoverable Parameters (SFDP), Secure Silicon Region (SSR), and Registers.

SEMPER™ flash
Memory Array
(256Mb / 512Mb / 1Gb)

IDs

SFDP

Secure Silicon Region

Registers
Figure 35 HL-T/HS-T address space map overview
3.1 SEMPER™ Flash memory array

The main flash array is divided into units called physical sectors.
The HL-T/HS-T family sector architecture supports the following options:

« 256Mb, 512Mb, 1Gb supports 256KB Uniform sector options

+ 256Mb, 512Mb, 1Gb Hybrid sector options
- Physical set of thirty-two 4KB sectors and one 128KB sector at the top or bottom of address space with all
remaining sectors of 256KB
- Physical set of sixteen 4KB sectors and one 192KB sector at both the top and bottom of the address space with
all remaining sectors of 256KB

The combination of the sector architecture selection bits in Configuration Register-1 and Configuration
Register-3 support the different sector architecture options of the HL-T/HS-T family. See Registers on page 75
for more information.

Table 2 256KB uniform sector address map!”!
S28HLO1GT and S28HS01GT S28HL512T and S28HS512T S28HL256T and S28HS256T
Sector Byte Address Range Byte Address Range
Byte Address Range (Sector Starting (Sector Starting

Sector | Sector

Count | Range Address -

Sector Ending

Address -

Size Sector | Sector | (Sector StartingAddress | Sector | Sector
. Sector Ending

(KB) Count Range Count Range

Sector Ending Address) Address) Address)
SA00 00000000h-0003FFFFh SA00 00000000h-0003FFFFh SA00 00000000h-0003FFFFh
256 512 : : 256 : : 128 : :
SA511 07FC0000h-07FFFFFFh SA255 | 03FC0000h-03FFFFFFh SA127 | 01FC0000h-01FFFFFFh

Note
7. Configuration: CFR3N[3] = 1.
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Table 3 Bottom hybrid configuration one thirty-two 4KB sectors and 256KB uniform sectors address
S28HLO1GT and S28HS01GT S28HL512T and S28HS512T S28HL256T and S28HS256T
Sector Byte address range Byte address range Byte address range
oy | Socor | Secor | BfGainess | Setor [ sector | POGHIES | secor | secor | PO G
Sector endi-ng address) Sector endi-ng address) Sectorendi-ngaddress)
SA00 00000000h-00000FFFh SA00 00000000h-00000FFFh SA00 00000000h-00000FFFh
4 32 32 32
SA31 0001F000h-0001FFFFh SA31 0001F000h-0001FFFFh SA31 0001F000h-0001FFFFh
128 1 SA32 00020000h-0003FFFFh 1 SA32 00020000h-0003FFFFh 1 SA32 00020000h-0003FFFFh
SA33 00040000h-0007FFFFh SA33 00040000h-0007FFFFh SA33 00040000h-0007FFFFh
256 511 255 127
SA543 07FC0000h-07FFFFFFh SA287 03FC0000h-03FFFFFFh SA159 | 01FC0000h-01FFFFFFh
Note

8. Configuration: CFR3N[3] =0, CFRIN[6] =0, CFRIN[2] = 0.

Table 4 Top hybrid configuration one thirty-two 4KB sectors and 256KB uniform sectors address
map[g]
S28HLO1GT and S28HS01GT S28HL512T and S28HS512T S28HL256T and S28HS256T
Sector Byte address range Byte address range B)ztseeggoc:r;;sr:iar:\gge
size Sector | Sector (Sector starting Sector | Sector (Sector starting Sector | Sector address
(KB) count | range add_ress count | range add_ress count | range -
Sector ending address) Sector ending address) Segt(;)(;rir;(si)ing
SA00 00000000h-0003FFFFh SA00 00000000h-0003FFFFh SA00 00000000h-0003FFFFh
256 511 255 127
SA510 07F80000h-07FBFFFFh SA254 03F80000h-03FBFFFFh SA126 | 01F80000h-01FBFFFFh
128 1 SA511 07FC0000h-07FDFFFFh 1 SA255 03FC0000h-03FDFFFFh 1 SA127 | 01FC0000h-01FDFFFFh
SA512 07FE0000h-07FEOFFFh SA256 03FE0000h-03FEOFFFh SA128 | 01FE0000h-01FEOFFFh
4 32 32 32
SA543 07FFFO00h-07FFFFFFh SA287 03FFFO00h-03FFFFFFh SA159 | 01FFFO00h-01FFFFFFh
Note

9. Configuration: CFR3N[3] =0, CFRIN[6] =0, CFRIN[2] = 1.

Table 5 Hybrid Configuration 2 Bottom Sixteen and Top Sixteen 4KB Sectors Address Map/'¥
S28HLO1GT and S28HS01GT S28HL512T and S28HS512T S28HL256T and S28HS256T
Sector Byte address range Byte address range Byte address range
oy | Socr | Secor | BtGoiness | Setor | sector | POQHIETS | secor | secor | BOGE
Sector endi-ng address) Sector endi-ng address) Sectorendi-ngaddress)
SA00 00000000h-00000FFFh SA00 00000000h-00000FFFh SA00 00000000h-00000FFFh
4 16 16 16
SA15 0000F000h-0000FFFFh SA15 0000F000h-0000FFFFh SA15 0000F000h-0000FFFFh
192 1 SA1l6 00010000h-0003FFFFh 1 SA16 00010000h-0003FFFFh 1 SAl6 00010000h-0003FFFFh
SA17 00040000h-0007FFFFh SAL17 00040000h-0007FFFFh SA17 00040000h-0007FFFFh
256 510 254 126
SA526 07F80000h-07FBFFFFh SA270 03F80000h-03FBFFFFh SA142 | 01F80000h-01FBFFFFh
192 1 SA527 | 07FC0000h-07FEFFFFh 1 SA271 03FC0000h-03FEFFFFh 1 SA143 | 01FCO000h-01FEFFFFh
SA528 07FF0000h-07FFOFFFh SA272 03FF0000h-03FFOFFFh SAl44 | 01FF0000h-01FFOFFFh
4 16 16 16
SA543 07FFFO00h-07FFFFFFh SA287 03FFF000h-03FFFFFFh SA159 | 01FFFO00h-O1FFFFFFh
Note
10. Configuration: CFR3N[3] =0, CFRIN[6] = 1.
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These are condensed tables that use a couple of sectors as references. There are address ranges that are not
explicitly listed. All 4KB sectors have the pattern xxxxx000h-xxxxxFFFh. All 256KB sectors have the pattern
Xxxx00000h-xxx3FFFFh, xxx40000h-xxx7FFFFh, xx80000h-xxxCFFFFh, or xxD0O000Oh-xxxFFFFFh.

3.2 ID address space
This particular region of the memory is assigned to manufacturer, device, and unique identification:

+ The manufacturer identification is assigned by JEDEC. (see Table 90)
+ The device identification is assigned by Infineon®. (see Table 90)

« A64-bit unique number is located in 8 bytes of the Unique Device ID address space. This Unique ID can be used
as a software readable serial number that is unique for each device. (see Table 91)

Thereis no address space defined for these IDs as they can be read by providing the respective transactions only.
The transactions do not need the address to read these IDs. The data in this address space is read-only data.

3.3 JEDEC JESD216 SFDP space

The SFDP standard provides a consistent method of describing the functional and feature capabilities of this
serial flash device in a standard set of internal parameter tables. These parameter tables can be interrogated by
host system software to enable adjustments needed to accommodate divergent features. The SFDP address
space has a header starting at address zero that identifies the SFDP data structure and provides a pointer to each
parameter. The SFDP address space is programmed by CYPRESS™ and read-only for the host system. (see
Table 86 through Table 89).

Table 6 SFDP overview address map
Byte address Description
0000h Location zero within JEDEC JESD216D SFDP space - start of SFDP header

- Remainder of SFDP header followed by undefined space
0100h Start of SFDP parameter tables The SFDP parameter table data starting at 0100h

Remainder of SFDP parameter tables followed by either more parameters or undefined space

3.4 SSR address space

Each HS/L-T family memory device has a 1024-byte SSR which is OTP address space. This address space is
separate from the main flash array. The SSR area is divided into 32 individually lockable, 32-byte aligned and
length regions.

In the 32-byte region starting at address zero:

« The sixteen lowest bytes contain a 128-bit random number. The random number cannot be written to, erased
or programmed and any attempts will return an PRGERR flag.

+ The next four bytes are used to provide one bit per secure region (32 bits in total) to permanently protect once
set to “0” from writing, erasing or programming.
« All other bytes are reserved.

The remaining regions are erased when shipped from CYPRESS™, and are available for programming of
additional permanent data.
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Table 7 SSR address map
Region Byte address range Contents Initial delivery state
000h LSB of CYPRESS™ Programmed Random Number
CYPRESS™ Programmed Random Number
00Fh MSB of CYPRESS™ Programmed Random Number
. Region Locking Bits
Region 0 Byte 10h [bit 0] locks region 0 from programming
010hto013h | When=0
Byte 13h [bit 7] locks region 31 from programming
when=0
014h to 01Fh Reserved for Future Use (RFU) All Bytes = FFh
Region 1 020h to 03Fh
Region 2 040h to 05Fh .
Available for User Programming
Region 31 3EOh to 3FFh
3.5 Registers

Registers are small groups of memory cells used to configure how the HS/L-T family memory device operates, or
to report the status of device operations. The registers are accessed by specific commands and addresses.
Table 8 shows the address map for every available register in this flash memory device.

Table 8 Register address map
. . . Volatile component Nonvolatile compo-
Function Register type Register name address (I':ex) nent address (hgx)
Status Register 1 STR1N[7:0], STR1V[7:0] 0x00800000 0x00000000
Device status -
Status Register 2 STR2V[7:0] 0x00800001 N/A
Configuration Register 1 CFR1N[7:0], CFR1V[T:0] 0x00800002 0x00000002
Configuration Register 2 CFR2N([7:0], CFR2V[T:0] 0x00800003 0x00000003
Device configuration | Configuration Register 3 CFR3N([7:0], CFR3V[T:0] 0x00800004 0x00000004
Configuration Register 4 CFR4N[7:0], CFR4V[T:0] 0x00800005 0x00000005
Configuration Register 5 CFR5N[7:0], CFR5V[T:0] 0x00800006 0x00000006
Interface CRC Interface CRC Enable Register ICEV[7:0] 0x00800008 N/A
Infineon® Endurance Flex Architecture Selection i
Register 0 [1:0] EFX00[7:0] 0x00000050
Infineon® Endurance Flex Architecture Selection .
Register 1 [7:0] EFX10[7:0] 0x00000052
Infineon® Endurance Flex Architecture Selection .
Register 1 [10:8] EFX10[10:8] 0x00000053
Infineon® Endurance Flex Architecture Selection X
Register 2 [7:0] EFX20[7:0] 0x00000054
Infineon® Endurance | Infineon® Endurance Flex Architecture Selection .
Flex architecture Register 2 [10:8] EFX20[10:8] N/A 0x00000055
Infineon® Endurance Flex Architecture Selection i
Register 3 [7:0] EFX30[7:0] 0x00000056
Infineon® Endurance Flex Architecture Selection .
Register 3 [10:8] EFX30[10:8] 0x00000057
Infineon® Endurance Flex Architecture Selection X
Register 4 [7:0] EFX40[7:0] 0x00000058
Infineon® Endurance Flex Architecture Selection .
Register 4 [10:8] EFX40[10:8] 0x00000059
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Table 8 Register address map (Continued)
Function Register type Register name V°l:5i(lif_ec:s"(‘ﬁ::)e nt ":“;:‘ézl:;i:: scsomg;)'
. Interrupt Configuration Register INCV[7:0] 0x00800068
Interrupt pin
Interrupt Status Register INSV[7:0] 0x00800067
ECC Status Register ESCV[7:0] 0x00800089
ECC Error Detection Count Register [7:0] ECTV[7:0] 0x0080008A
ECC Error Detection Count Register [15:8] ECTV[15:8] 0x0080008B N/A
Error correction ECC Address Trap Register [7:0] EATV[7:0] 0x0080008E
ECC Address Trap Register [15:8] EATV[15:8] 0x0080008F
ECC Address Trap Register [23:16] EATV[23:16] 0x00800040
ECC Address Trap Register [31:24] EATV[31:24] 0x00800041
AutoBoot Register [7:0] ATBN[7:0] 0x00000042
AutoBoot Register [15:8] ATBN[15:8] 0x00000043
AutoBoot N/A
AutoBoot Register [23:16] ATBN[23:16] 0x00000044
AutoBoot Register [31:24] ATBN[31:24] 0x00000045
Sector Erase Count Register [7:0] SECV[T7:0] 0x00800091
Erase Count Sector Erase Count Register [15:8] SECV[15:8] 0x00800092
Sector Erase Count Register [23:16] SECV[23:16] 0x00800093
Data Integrity Check CRC Register [7:0] DCRV[7:0] 0x00800095 N/A
Data Integrity Check CRC Register [15:8] DCRV[15:8] 0x00800096
Data Integrity Check
Data Integrity Check CRC Register [23:16] DCRV[23:16] 0x00800097
Data Integrity Check CRC Register [31:24] DCRV[31:24] 0x00800098
Advanced Sector Protection Register [7:0] ASPO[7:0] N/A 0x00000030
Advanced Sector Protection Register [15:8] ASPO[15:8] 0x00000031
/E\SISOPCE)PB Lock Register (Persistent Protection PPLV[7:0] 0X0080009B N/A
Egztuerciglon and ASP Password Register [7:0] PWDO[7:0] 0x00000020
ASP Password Register [15:8] PWDO[15:8] 0x00000021
ASP Password Register [23:16] PWDO[23:16] N/A 0x00000022
ASP Password Register [31:24] PWDO[31:24] 0x00000023
ASP Password Register [39:32] PWDO[39:32] 0x00000024
ASP Password Register [47:40] PWDOQ[47:40] 0x00000025
Protection and Security | ASP Password Register [55:48] PWDO[55:48] N/A 0x00000026
ASP Password Register [63:56] PWDO[63:56] 0x00000027
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4 Features
4.1 Error detection and correction

HL-T/HS-T family devices support error detection and correction by generating an embedded Hamming error
correction code during memory array programming. This ECC code is then used for error detection and
correction during read operations. The ECC is based on a 16-byte data unit. When the 16-byte data unit is loaded
into the Program Buffer and is transferred to the 128-bits flash memory array Line for programming (after an
erase), an 8-bit Error Correction Code (ECC) for each data unit is also programmed into a portion of the memory
array thatis not visible to the host system software. This ECC information is then checked during each Flash array
read operation. Any 1-bit error within the data unit will be corrected by the ECC logic. The 16-byte data unitis the
smallest program granularity on which ECC is enabled.

When any amount of data is first programmed within a 16-byte data unit, the ECC value is set for the entire data
unit. If additional data is subsequently programmed into the same data unit, without an erase, then the ECC for
that data unit is disabled and the 1-bit ECC disable bit is set. A sector erase is needed to again enable ECC on that
data unit.

These are automatic operations transparent to the user. The transparency of the ECC feature enhances data
reliability for typical programming operations which write data once to each data unit while also facilitating
software compatibility with previous generations of products by still allowing for single-byte programming and
bit-walking (in this case, ECC will be disabled) in which the same data unit is programmed more than once.

Memory Array
Data Unit 0I (16 Bytes) ECC Colde(8-bit)
Programmin 01 14|15(0[1|2(3]4(5]|6|7]|0
gBuffer”‘:I -~ ||| |||||||||\r/
o ’ ! ECC
' ' Disable
ECC - > ' '
(] (]
(] (]
. Data Unit NI (16 Bytes) ECC Colde(s-bit)
Read -
Buff
uffer 0l1 14[15|0(1|2(3|4|5(6|7]|0
\.I./
ECC
Disable*|
* 9" ECC Code bit in case of 2-bit Error Detection Enabled

Figure 36 16-Byte ECC data unit example

SEMPER™ NOR Flash supports 2-bit error detection as the default ECC configuration. In this configuration, any
1-bit error in a data unit is corrected and any 2-bit error is detected and reported. The 16-byte unit data requires
a 9-bit Error Correction Code for 2-bit error detection. When 2-bit error detection is enabled, byte-programming,
bit-walking, or multiple program operations to the same data unit (without an erase) are not allowed and will
resultin a Program Error. Changing the ECC mode from 1-bit error detection to 2-bit error detection, or from 2-bit
error detection to 1-bit error detection will invalidate all data in the memory array. When changing the ECC mode,
the host must first erase all sectors in the device. If the ECC mode is changed without erasing programmed data,
subsequent read operations will result in undefined behavior.
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4.1.1 ECC error reporting

There are five methods for reporting to the host system when ECC errors are detected.

ECC Data Unit Status provides the status of 1-bit or 2-bit errors in data units.
+ ECC Status Register provides the status of 1-bit or 2-bit errors since the last ECC clear or reset.

+ The Address Trap Register captures the address location of the first ECC error encountered after POR or reset
during memory array read.

An ECC Error Detection counter keeps a tally of the number of 1-bit or 2-bit errors that have occurred in data
units during reads.

TheInterrupt (INT#) output can be enabled to indicate when either a 1-bit or 2-biterroris detected as datais read.

4.1.1.1 ECC data unit status (EDUS)
+ The status of ECC in each data unit is provided by the 8-bit ECC Data Unit Status.

» The ECC status transaction outputs the ECC status of the addressed data unit. The contents of the ECC Data
Unit status thenindicate, for the selected data unit, whether thereis a 1-bit error corrected, 2-bit error detected,
or the ECC is disabled for that data unit.

Table 9 ECC data unit status
Read/Write
Bits Fieldname Function N =Nonvolatile Fadégli‘x;:lref)ault Description
V =Volatile Y
R ForF .
EDUS[7:4] | RESRVD eserveisgr uture V=>R 0000 These bits are Reserved for future use.
This bitindicates whether a two bit error is detected in the data unit,
if two bit ECC error detection is enabled CFR4V[3] = 1.
When CFR4V[3] =0 and 2-bit error detection is disabled, ECC2BD bit
will always be ‘0’
Note: If 2 bit error detection is enabled (CFR4V([3] = 1), the ECCOFF
ECC Error 2-bit Error bit will not be set to 1b while performing single byte programming
EDUSI[3] ECC2BD b ion Fl V=>R 0 or bit walking in a data unit that was already partially programmed.
etection Flag An attempt to do such byte programming or bit walking will result
ina Program Error.
Selection Options:
1=Two Bit Error detected
0=No error
EDUS[2] RESRVD ReservecLlJz(e)r Future V=>R 0 This bit is Reserved for future use.
ECC Error 1-bit Error This bit indicates whether an error was corrected in the data unit.
- _ Selection Options:
EDUS[1] ECC1BC Detectl'on and V=R 0 1=Single Bit Error corrected in the addressed data unit
Correction Flag 0=No single bit error was corrected in the addressed data unit
This bit indicates whether the ECC syndrome is off in the data unit.
Data Unit ECC Selection Options:
ata Unit _ 1=ECC is OFFin the selected data unit
EDUS[0] ECCOFF Off/On Flag V=>R 0 0=ECCis ON in the selected data unit
Dependency: CFR4x(3]

Datasheet 29 0f 138 002-18216 Rev. *W
2022-01-18



o _.
256Mb/512Mb/1Gb SEMPER™ Flash 1
Octal interface, 1.8V/3.0V I n fl n eon .

Features

4.1.1.2 ECC status register (ECSV)

+ An 8-bit ECC Status Register provides the status of 1-bit or 2-bit errors during normal reads since last ECC clear
or reset. ECC Status Register does not have user programmable nonvolatile bits, all defined bits are volatile read
only bits. The default state of these bits are set by hardware.

+ ECC Status Register can be accessed through the Read Any Register transaction. The correct sequence for Read
Any Register based ECSV is read as follows:
- Read data from memory array using any of the Read transaction
- ECSVis updated by the device
- Read Any Register of ECSV provides the status of any ECC event since the last clear or reset.

+ ECSVis cleared by POR, CS# Signaling Reset, Hardware/Software reset, or a Clear ECC Status Register trans-
action.

4.1.1.3 ECC error address trap (EATV)

+ A32-bitregisteris provided to capture the ECC data unit address where an ECC error is first encountered during
aread of theflash array. Only the address of the first enabled error type (“2-bitonly” or “1-bit or 2-bit” as selected
in CFR4N[3]) encountered after POR, hardware reset, or the ECC Clear transaction is captured. The EATV Register
is only updated during Read transactions.

The EATV Register contains the address that was accessed when the error was detected. The failing bits may
not be located at the exact address indicated in the register, but will be located within the aligned 16-byte ECC
data unit where the error was detected. If errors are found in multiple ECC data units during a single read
operation, only the address of the first failing ECC unit address is captured in the EATV Register.

When 2-bit error detection is not enabled and the same ECC unit is programmed more than once, ECC error
detection for that ECC unit is disabled, therefore no error can be recognized to trap the address.

The Address Trap Register has a valid address when the ECC Status Register (ECSV) bit3or4=1.
+ The Address Trap Register can be read using the Read Any Register transaction.

+ Clear ECC Status Register transaction, POR, or CS# Signaling/Hardware/Software reset clears the Address Trap
Register.

4.1.1.4 ECC error detection counter (ECTV)

+ A16-bit register is provided to count the number of 1-bit or 2-bit errors that occur as data is read from the flash
memory array. Only errors recognized in the main array will cause the Error Detection Counter to increment.
ECTV Register is only updated during Read transaction. Read ECC Status transaction does not affect the ECTV
Register.

The 16-bit Error Detection Counter will not increment beyond FFFFh. However, the ECC continues to work.

Note that during continuous read operations, when a 1-bit or a 2-bit error is detected, the clock may continue
toggling and the memory device will continue incrementing the data address and placing new data on the DQ
signals; any additional data units with errors that are encountered will be counted until CS# is brought back
HIGH.

During a read transaction only one error is counted for each data unit found with an error. Each read transac-
tion will cause a new read of the target data unit. If multiple read transactions access the same data unit
containing an error, the error counter will increment each time that data unit is read.

When 2-bit error detection is not enabled and the same data unit is programmed more than once, ECC error
detection for that data unit is disabled so, no error can be recognized or counted.

+ The ECC Error Detection Counter Register can be read using the Read Any Register transaction.

« ECTV Register is set to 0 on POR, CS# Signaling/Hardware/Software Reset or with Clear ECC Status Register
transaction.
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4.1.1.5 INT# output

« HL-T/HS-T supports INT# output pin to indicate to the host system that an event has occurred within the flash
device. The user can configure the INT# output pin to transition to the active (LOW) state when:
- 2-bit ECC error is detected
- 1-bit ECC error is detected
- Transitioning from the Busy to the Ready state

The INT# pin is only available in BGA package. Operation is controlled with the Interrupt Configuration Register
(INCV) where the INT# output (normally HIGH) is enabled. The Interrupt Configuration Register determines
when an internal event is enabled to trigger a HIGH to LOW transition on the INT# output pin.

The Interrupt Status Register (INSV) indicates the enabled internal event(s) that have occurred since the last
time the INSV was cleared.

If enabled, the INT# output pin will then transition from HIGH to LOW upon the occurrence of an enabled event.
Once the host recognizes that INT# has transitioned to the LOW state the INSV Register can be read to deter-
mine which internal event was responsible. INT# output status during POR, Hardware Reset, Software Reset,
DPD Exit, or CS# Signaling Reset is not valid.

« The INCV and INSV can be accessed through Read Any Register transaction from the SPI and Octal interfaces.
Write Any Register transaction to INCV is only supported in the Octal interface.

« The INT# output can be forced to transition back to the HIGH state (returned HIGH by an external pull-up resis-
tance) using the following methods:

- Disable the INT# output by loading a 1 into bit 7 of the Interrupt Configuration Register.

- Reset the appropriate bit (by writing a 1) in the INSV bit that indicates which internal event occurred to cause
the output to go LOW. AlL INSV bits that are LOW and are also enabled in the INSV must be reset before the
INT# output will return HIGH.

- TheINT#outputwillalso bereturnedto the default (disabled, High-Z) state with CS# Signaling Reset, Hardware
Reset (RESET# = LOW) or a POR. Hardware Reset and POR disable all interrupts by setting the Interrupt Con-
figuration Register back to the default (all interrupts disabled) state.

- Clearing ECC Status Register after the ECC event forces the INT# output to HIGH state.

4.1.2 ECC related registers and transactions
Table 10 ECC related registers and transactions
. Related SPI transactions Related octal transactions
Related registers (see Table 75 on page 95) (see Table 78 on page 99)
Configuration Register - 4 (CFR4N, CFR4V) . -
(see Table 52 on page 83) Read Any Register (RDARG_C_0) Read Any Register (RDARG_4_0)
ECC Status Register (ECSV) (see Table 58 on page 86) Write Enable (WRENB_0_0) Write Enable (WRENB_0_0)
g
ECC Address Trap Register (EATV) (see Table 59 on page 87) Write Any Register (WRARG_C_1) Write Any Register (WRARG_4_1)
ECC Error Detection Counter Register (ECTV) Read ECC Status (RDECC_4_0) Read ECC Status (RDECC_4_0)
(see Table 60 on page 87)
Interrupt Configuration Register (INCV) (see Table 68 on page 91) (Céi‘grclécg Sg)atus Register Clear ECC Status Register (CLECC_0_0)
Interrupt Status Register (INSV) (see Table 69 on page 92)
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4.2 Infineon® Endurance Flex architecture (wear leveling)

Infineon® Endurance Flex architecture allows partitioning of the main memory array into regions which can be
configured as either high endurance or long retention. Endurance Flex implements wear leveling in high
endurance regions where program/erase cycles are spread evenly across all the sectors which are part of the wear
leveling pool. This greatly improves the reliability of the device by avoiding premature wear-out of an individual
sector.

Architecturally, Endurance Flex's wear leveling algorithm is based on a mapping of logical sectors to physical
sectors. During the lifetime of the part, this mapping is changed to maintain a uniform distribution of
program/erase cycles over all physical sectors. The logical to physical mapping information is stored in a
dedicated flash array which is updated when sectors are swapped. Sector swaps occur when an erase transaction
is given.

Endurance Flex’s high endurance region requires a minimum set of 20 sectors. To provide flexibility between
configuring long retention, high endurance, or both regions, a four pointer architecture is provided. The factory
default setting designates all sectors as high endurance as part of the wear leveling pool with all pointers
disabled. The four pointers can be used to form a maximum of five regions which can each be configured as long
retention or high endurance.

Figure 37 provides an overview of the Infineon® Endurance Flex architecture. It shows the five possible regions
based on different sector architecture.

Note 4KB sectors are not part of the Infineon® Endurance Flex architecture.
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Figure 37 Infineon® Endurance Flex architecture overview (Continued)
Table 11 Region definitions!; 12,13, 14]
Region Lower limit Upper limit
0 Sector 0 Address Pointer 1
1 Address Pointer 1 Address Pointer 2
2 Address Pointer 2 Address Pointer 3
3 Address Pointer 3 Address Pointer 4
4 Address Pointer 4 Highest Sector
Notes

11.The pointer addresses must obey the following rules:
Pointer#4 address > Pointer#3 address
Pointer#3 address > Pointer#2 address

Pointer#2 address > Pointer#1 address
12.4KB sectors are excluded.
13.1tis required that the high data endurance and long data retention regions are configured at the time the device is first powered-up by the customer.
Once configured, they can never be changed again.
14.The minimum size of any high endurance region is 20 sectors.
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4.2.1 Configuration 1: Maximum endurance - single high endurance region

Maximum endurance is achieved when all 256KB sectors are designated as high endurance. All sectors must be
designated as high endurance using the Infineon® Endurance Flex pointer architecture. Maximum endurance
pointer configuration is shown in Table 12.

Table 12 Endurance Flex pointer values for maximum endurance configuration!(*5!
Pointer # Pointer address Region type Pointer enable# Global rtei%i:n selec- Wear leveling enable
EPTADN[8:0] ERGNTn EPTEBn GBLSEL WRLVEN
0 N/A N/A N/A bl ’bl
1 9'b111111111
2 9'b111111111
bl bl N/A N/A
3 9'b111111111
4 9'b111111111
Note
15. This is also the default configuration of the device.
4,2.2 Configuration 2: Two region selection - one long retention region and

one high endurance region

Sectors for long retention or high endurance must be delineated using the Infineon® Endurance Flex pointer
architecture. Region 0 is defined as long retention and consists of 16 sectors. Region 1 is defined as high
endurance and has 240 sectors. The pointer setup for two region configuration is shown in Table 13. The number
of pointers defined is based on the number of regions configured.

Table 13 Endurance Flex pointer values for two region configuration
Pointer # Pointer address Region type Pointer enable# Global rfi%':" selec- Wear leveling enable
EPTADN[8:0] ERGNTn EPTEBn GBLSEL WRLVEN
0 N/A N/A N/A 1’b0 1’bl
1 9’b000010000 1’bl 1'b0
2
N/A N/A
3 9’b111111111 1’bl 1'bl
4
4,2.3 Endurance Flex related registers and transaction
Table 14 Endurance Flex related registers and transactions
. Related SPI transactions Related octal transactions
Related registers (see Table 75 on page 95) (see Table 78 on page 99)
Infineon® Endurance Flex architecture Selection | Read Any Register (RDARG_C_0) Read Any Register (RDARG_4_0)
Registers
(EFX40,EFX30,EFX20,EFX10,EFX00) . . . .
(see Infineon® Endurance Flex architecture Write Any Register (WRARG_C_1) Write Any Register (WRARG_4_1)
selection register (EFXx) on page 92)
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4.3 Interface CRC

Interface CRC performs a hardware accelerated CRC calculation on the communication between a host and the
device, ensuring the integrity of information transferred. A CRC is an error-detecting code commonly used in
devices to detect accidental changes to raw data. Interface CRC protection is a configuration option (ICEV[0] -
ITCRCE).

The Interface CRC method in HL-T/HS-T family devices relies entirely on the host to verify the CRC check-value
and take appropriate actions. The device calculates the CRC check-value which the host reads using the Read
Interface CRC transaction (RDCRC_4_0). The check-value calculated includes all transaction contents while CS#
is LOW, namely command, address and data. This CRC checksum can be generated across either a single trans-
action or a set of transactions. The only limitation is that the data size over which the slave is calculating the CRC
checksum must be less than 232 bits.

The host must also calculate the CRC check-value over the same transaction sequence. When ready, the host can
read the device's calculated CRC check-value and compare it with its own. If there is a mismatch, the host can
choose to repeat the complete transaction sequence.

e UMW LR
CS#_/—\ Read Transaction / \ Program Transaction /

DQ[7:0] Command Address Read Data Command Address Write Data
: (16 Bits) (32 Bits) (n Bits) (16 Bits) (32 Bits) (n Bits)

Every 32-bits of data is shifted into

CRC32 and the Checksum is updated

CRC32 - Equation

i

L X X N N X N N N N N N N ¥ N NN NN N NN XN
CRC Read

Figure 38 CRC calculation overview

Notes

+ At the end of the CRC read transaction, the device resets the CRC check-value and reinitializes the CRC
polynomial.

- CRC32 Polynomial: X32 + X28 + X271+ X2 + X2 + X233+ X2+ X204+ X194+ X 4 X144+ X134 XL+ X104 X2+ X8+ X0 + 1

The CRC polynomial between the host and the device must be identical.

Interface CRC is supported with Octal DDR protocol only.

The Interface CRC check-value will reset to OxFFFFFFFFh under the following conditions:
- POR

- Hardware Reset

- Software Reset

- CS# Signaling Reset

- Aread of the Interface CRC check-value

Exit from Deep Power Down
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Notes

« If a transaction is aborted before the command is legally received, i.e. the transfer length is cut short by CS#
de-asserting early - the transferred data will still be clocked into the CRC check-value, but it is no longer
guaranteed. When using Interface CRC, only valid, non-aborted transactions must be used.

« Itis required to read Interface CRC value before any Volatile Status Register read and Clear Interface CRC value
after any Volatile Status Register read(s).

« When Interface CRC is disabled, the interface CRC register value becomes indeterminate. It is recommended to
read the interface CRC register before disabling the interface CRC feature, and again after enabling the interface
CRC feature to re-initialize the CRC calculation.

4.3.1 Read

The read operation is performed when the host specifies the READ transaction while CS# is LOW. The device then
provides the data from the memory based on the address. Any number of bytes can be read (burst reads) to
consecutive addresses without issuing a new READ transaction.

For transaction protection, the device performs the CRC over the entire transaction sequence (CS# LOW state)
using the CRC32 polynomial. Once the CS# is brought HIGH, the CRC calculation is stopped and the check-value
latched into the CRC Register. If multiple READ transactions are executed by the host, the device continues
updating the CRC check-value between every CS# LOW cycle.

A YR W\ WAL .
CS# J—\ Read Transaction /
3 Command Address Read Data
DQ[7:0] < (16 Bits) >< (32 Bits) >< (n Bits) >

Every 32-bits of data is shifted into
CRC32 and the Checksum is updated

i

CRC32 - Equation
C N N N N W N W N J

CRC Read

Figure 39 Read CRC Protection

Note Back to back Interface CRC read transaction will not show the CRC checksum value being reset. At the end
of each read interface CRC register transaction, the interface CRC register will get reset and updates itself with
new CRC checksum value after getting a transaction with valid input data for at least three clock cycles.
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4.3.2 Program / erase

The program operation is performed when the host specifies a program transaction while CS# is LOW. Up to 256
bytes / 512 bytes can be written (burst writes) to consecutive addresses without issuing a new program trans-
action. The erase operation is performed when the host specifies an erase transaction while CS# is LOW. Either a
single sector or the complete device can be erased.

For transaction protection, the slave device will perform the CRC over the entire instruction sequence (CS# LOW
state) using the proposed CRC32 polynomial. Once the CS# is brought HIGH to complete the Program / Erase
transaction, the CRC calculation will be stopped and the checksum latched into the CRC Register. If multiple
Program / Erase transactions are executed by the host, the slave will continue updating the CRC checksum
between every CS# LOW cycle.

e M
CS# J—\ Program Transaction /
. Command Address Write Data
DQ[7:0] < (16 Bits) >< (32 Bits) (n Bits) >

Every 32-bits of data is shifted into
CRC32 and the Checksum is updated

i

CRC32 - Equation
L X N N N N N N N ]

Figure 40 Program CRC Protection

The host device will read the CRC checksum from the slave device using the Read Interface CRC transaction. The
slave device will include the RDCRC_4_0 transaction as part of the CRC checksum and then place the checksum
data on the data bus. If the host device upon receiving the slave’s CRC checksum finds a mismatch with its own
calculated CRC checksum, it can re-issue the Program / Erase transaction to the slave device. For Flash, multiple
Program / Erase to the same location due to CRC checksum errors will affect data endurance. Figure 41 shows
the solution to this issue.
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| Read Interface CRC Register |

| Send Program / Erase Transaction |

| Suspend Program / Erase within tps |

| Read Interface CRC Register |

Host and Flash device
CRC check-values are
CRC-Check Value Software / Hardware Reset
Verification
Host and Flash device CRC
check-values are matching
Resume Program / Erase
Resume
Program /
Read Erase
Suspend '“‘g:gce Or Software /
CS# Program / Program / Hardware
Erase Erase Register co:::es Reset
CRC-check
|‘ ‘| values
[~ tes 4
Figure 41 Interface CRC Flow for PROGRAM and ERASE Transactions
4.3.3 Interface CRC related registers and transaction
Table 15 Interface CRC related registers and transactions
. Related SPI transactions Related octal transactions
Related registers (see Table 75 on page 95) (see Table 78 on page 99)
Interface CRC Enable Register (ICEV) .
(see Table 55 on page 85) N/A Read Interface CRC Register (RDCRC_4_0)
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4.4 Data integrity CRC

HL-T/HS-T family devices have a group of transactions to perform a hardware accelerated CRC calculation over
auser defined address range in the memory array. The calculation is another type of embedded operation similar
to programming or erase in which the device is busy while the calculation is in progress. The CRC operation uses
the same CRC32 polynomial as Interface CRC to determine the CRC check-value.

CRC32 Polynomial: X32 + X28 + X27+ X26 + X2 + X2+ X2 + X204+ X0+ X184+ X1 4 X3+ X1+ X104 X2+ X8+ X0 + 1

The check-value generation sequence is started by entering the DICHK_4_1 transaction. The transaction includes
loading the beginning address into the CRC Start Address Register and identifying the beginning of the address
range that will be covered by the CRC calculation. The transaction also includes loading the ending address into
the CRC End Address Register. Bringing CS# HIGH starts the CRC calculation. The CRC process calculates the
check-value on the data contained at the starting address through the ending address.

During the calculation period the device goes into the Busy state (STR1V[0] - RDYBSY = 1). Once the check-value
calculation is completed, the device returns to the Ready state (STR1V[0] - RDYBSY = 0) and the calculated
check-value is available to be read. The check-value is stored in the Data Integrity CRC Register (DCRV[31:0]) and
can be read using Read Any Register transaction.

The check-value calculation can only be initiated when the device is in Standby State; and once started it can be
suspended with the CRC Suspend transaction (SPEPD_0_0) to read data from the memory array. During the
Suspended state the CRC Suspend Status Bit in the Status Register 2 will be set (STR2V[4] - DICRCS = 1). Once
suspended, the host can read the Status Register, read data from the array and can resume the CRC calculation
by using the CRC Resume transaction RSEPD_0_0.

The Ending Address (ENDADD) must be at least two addresses higher than the Starting Address (STRADD). If
ENDADD < STRADD + 3, the check-value calculation will abort and the device will return to the Ready state
(STR1V[O] - RDYBSY = 0). Data Integrity CRC abort status bit will be set (STR2V[3] - DICRCA = 1) to indicate the
aborted condition. The DICRCA bit can be cleared, once set, by Software reset or a valid subsequent CRC
command execution. If ENDADD < STRADD + 3, the check-value will hold indeterminate data.

Note Any invalid transaction during CRC check-value calculation can corrupt the check-value data.

4.4.1
Table 16

Data integrity check related registers and transactions
Data integrity CRC related registers and transactions

Related registers

Related SPI transactions
(see Table 75 on page 95)

Related octal transactions
(see Table 78 on page 99)

Status Register 1 (STR1N, STR1V)
(see Table 41 on page 76)

Data Integrity Check (DICHK_4_1)

Data Integrity Check (DICHK_4_1)

Status Register 2 (STR2V)
(see Table 44 on page 78)

Suspend Erase/Program/Data Integrity Check
(SPEPD_0_0)

Suspend Erase/Program/Data Integrity Check
(SPEPD_0_0)

Data Integrity CRC Check-Value Register (DCRV)
(see Table 57 on page 86)

Resume Erase/Program/ Data Integrity Check
(RSEPD_0_0)

Resume Erase/Program/ Data Integrity Check
(RSEPD_0_0)
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4.5 Data protection schemes

Data protection is required to safeguard against unintended changes to stored data and device configuration.
This includes inadvertent erasing or programming the memory array as well as writing to the configuration
registers, which can alter the functionality of the device. Three types of protection schemes are discussed which
range from protecting either a single or a group of sectors to either a portion or the complete memory array.
Figure 42 shows an overview of different protection schemes along with applicable data regions.

e Legacy Block Protection
e Advanced Sector Protection
e One Time Programmable Secure Silicon Region

Registers Secure Memory Region Main Memory Array

Status Register(s) Sector  Blookin-1]
Configuration Register(s) Region[3]

[ Region[2] ] Sector / Block[n-2]
[ Region[1] ]

Sector / Block[n-3]
Region[0]

J

A

Sector / Block[2]

Sector / Block[1]

A A

Sector / Block[0]

[

Figure 42 Data protection and security (write/program/erase) schemes

4.5.1 Legacy block protection (LBP)

The Legacy Block Protection (LBP), is a block based data protection scheme. LBP supports compatibility with
legacy serial NOR Flash devices. LBP provides protection for data in the memory array and device configuration
by protecting Status and Configuration registers.

4.5.1.1 Memory array protection

The protection for the memory array is with block size selection which is achieved through a combination of bits
present in the Status Register 1 (STR1N[4:2]/STR1V[4:2] - LBPROT[2:0]) and Configuration Register 1
(CFRIN[5]/CFR1V[5] - TBPROT). Table 17 provides the LBP memory array block selection summary
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Table 17 Legacy block memory array protection selection
CFRlI;I’[S]/CFRl STR1N[4]/STR1 | STRIN[3]/STR1 | STR1N[2]/STR1 Memory array
[5] v[4] V[3] V(2] block size 256Mb (KBs) 512Mb (KBs) 1Mb (KBs)
TBPROT LBPROT[2] LBPROT[1] LBPROT[0]

0 0 0 0 None 0 0 0
0 0 0 1 Upper 64th 512 1024 2048
0 0 1 0 Upper 32nd 1024 2048 4096
0 0 1 1 Upper 16th 2048 4096 8192
0 1 0 0 Upper 8th 4096 8192 16384
0 1 0 1 Upper 4th 8192 16384 32768
0 1 1 0 Upper Half 16384 32768 65536
0 1 1 1 All sectors 32768 65536 131072
1 0 0 0 None 0 0 0
1 0 0 1 Lower 64th 512 1024 2048
1 0 1 0 Lower 32nd 1024 2048 4096
1 0 1 1 Lower 16th 2048 4096 8192
1 1 0 0 Lower 8th 4096 8192 16384
1 1 0 1 Lower 4th 8192 16384 32768
1 1 1 0 Lower Half 16384 32768 65536
1 1 1 1 All sectors 32768 65536 131072

4.5.1.2 Configuration protection

LBP has selection bits in Configuration Register 1 (CFR1N[4,0]/CFR1V[4,0] - PLPROT, TLPROT), which either

permanently or temporarily protect Status and Configuration registers, thereby again protecting the device's
configuration. The temporary protection remains in effect until the next power down or hardware reset or CS#
signaling reset.

Table 18 Option 2 - Legacy block configuration protection selection*®!
CFR1N[4]/ CFR1N[0]/
CFR1V[4] CFR1VI[0] Register protection status
PLPROT TLPROT
0 0 Status and Configuration registers are unprotected
1 X Status and Configuration registers are permanently protected (TBPROT, LBPROT[2:0], SP4KBS, TB4KBS)
0 1 Status and Configuration registers are Protected till next Power down (TBPROT, LBPROT([2:0], SP4KBS, TB4KBS)
Note

16. Protecting the configuration also protects the memory array blocks which have been selected for protection.

4,5.1.3 Legacy block protection flowchart

The LBP protection scheme flowchart is shown in Figure 43.

Power-On-Reset
Hardware Reset

PLPROT =1

TLPROT =1

. Protected Memory Array = Write/Erase/Program Protected
e  Unprotected Memory Array = Write/Erase/Program Unprotected
e  Stat/Config Reg = Write/Erase/Program Protected

Figure 43 Legacy block protection flowchart
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4,5.1.4
Table 19

LBP related registers and transactions

LBP related registers and transactions

Related registers

Related SPI transactions
(see Table 75 on page 95)

Related octal transactions
(see Table 78 on page 99)

Status Register 1 (STR1N, STR1V)
(see Table 41 on page 76)

Read Any Register (RDARG_C_0)

Read Any Register (RDARG_4_0)

Configuration Register 1 (CFR1N, CFR1V)
(see Table 45 on page 79)

Write Any Register (WRARG_C_1)

Write Any Register (WRARG_4_1)

Read Status Register 1 (RDSR1_0_0)

Read Status Register 1 (RDSR1_4_0)

Write Enable (WRENB_0_0)

Write Enable (WRENB_0_0)

4.5.2

Advanced sector protection (ASP)

The advanced sector protection scheme allows each memory array sector to be independently controlled for
protection against erasing or programming, either by volatile or nonvolatile locking features. The nonvolatile
locking configuration can also be locked, as well as password-protected.

The main memory array sectors are protected against erase and program by volatile (DYB) and nonvolatile (PPB)
protection bit pairs. Each DYB/PPB bit pair can be individually set to '0' protecting the related sector or cleared
to '1' unprotecting the related sector. DYB protection bits can be set and cleared as often as needed whereas PPB
bits being nonvolatile must adhere to their respective technology based endurance requirements. Figure 44

shows an overview of ASP.

Main Memory Array

Protection Control

Registers
[ Advanced Protection Register (ASPO - OTP) ]
[ Password Register (PWDO — OTP) ]
[ PPB Lock Register (PPLV) ]

v

Protection Control

Register Bits

ASPO — ASPPWD - Password Based Protection Selection

ASPO - ASPPER - Persistent Protection Selection (Configuration Protection Selection)
ASPO — ASPPRM - Permanent Protection Selection

ASPO - ASPDYB - Dynamic Protection (DYB) for all sectors at power-up Selection
ASPO - ASPPPB - Permanent Protection (PPB) bits for all sectors programmability
Selection

ASPO - ASPRDP - Read Password Based Protection Selection

PWDO - 64-Bit Password
PPLV - PPB Lock (global)

Dynamic Protection
Control
Volatile Register File

D_bit[n-1]

Persist Protection
Control
Non-Volatile Register
File

D_bit[n-2]

D_bit[n-3]

D_bit[2]

Main Memory Array

Sector / Block[n-1]

Sector / Block[n-2]

Sector / Block[n-3]

Sector / Block[2]

D_bit[1]

D_bit[0]

o

Sector / Block[1]

Sector / Block[0]

P_bit[0]

Figure 44

Advanced sector protection (Nonvolatile)

DYB
Protection
PPB
Protection

ASP Protection Architecture

Sector / Block
Protection

Figure 45
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ASP provides a rich set of configuration options producing multiple data protection schemes which can be
employed based on design or system needs. These configuration options are discussed in Configuration
protection on page 44 through ASP related registers and transactions on page 49.

4.5.2.1 Configuration protection

ASP provides provisions to protect device's configuration through Persistent Protection scheme. Selecting bit 1
in Advanced Sector Protection Register (ASPO[1] - ASPPER) selects the Persistent Protection scheme and protects
the following registers or register bits from write or program.

+ CFR1V[6,5,4,2]/CFR1N[6,5,4,2] - SPAKBS, TBPROT, PLPROT, TB4KBS
+ CFR3N[3]/CFR3V[3] - UNHYSA
+ ASPO[15:0]

« PWDO[63:0]
The Persistent Protection scheme flowchart is shown in Figure 46.

Power-On-Reset
Hardware Reset

u
Yes

Persistent Protection

«  CFRINI[6,5,4,2)/CFR1V[6,5,4,2], CFR3N[3)/CFR3V[3], ASPO, PWDO Registers =
Write/Erase/Program Protected

PPBLock =0

Yes

. PPBLock Bit = 0
[ PPB Bits = Erase/Program Protected ]
Figure 46 Persistent protection scheme flowchart
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4.5.2.2 Dynamic DYB (volatile) sector protection

Dynamic Protection Bits (DYB) are volatile and unique for each sector and can be individually modified. DYBs only
control protection for sectors that have their PPBs cleared. By issuing the DYB Write transaction, the DYB are set
to 0 or cleared to 1, thus placing each sector in the protected or unprotected state respectively. This feature
allows software to easily protect sectors against inadvertent changes, yet does not prevent the easy removal of
protection when changes are needed. The DYB can be set to 0 or cleared to 1 as often as needed

In Dynamic Sector Protection scheme, an option is provided to reset all DYB volatile protection bits to '0' upon
power up (protected), essentially protecting all sectors from erase or program. Selecting bit 4 in the Advanced
Sector Protection Register (ASPO[4] - ASPDYB) selects the Dynamic Protection (DYB) for all sectors at power-up
protection scheme. These DYB bits can be individually set to "1 if desired. The Dynamic Sector Protection
scheme flowchart showing power up protection is shown in Figure 47.

Power-On-Reset
Hardware Reset

No

ASPDYB =0 P Default Protection
|\
Yes i

(Dynamic Protection upon Power up )
i PPBLock Bit = 1

. ASP Register Bits = Erase/Program UnProtected . ASP Register Bits = Program UnProtected
DYB Bits = Write Protected at Power-Up . DYB Bits = Write UnProtected

Figure 47 Dynamic sector protection scheme flowchart

4,5.2.3 Permanent/temporary PPB (nonvolatile) sector protection

Each nonvolatile bit (PPB) provides nonvolatile protection for an individual memory sector, which remains
locked (protection enabled) until its corresponding bit is cleared to 1. There are two options to control the PPB
based nonvolatile selection in ASP, namely Permanent and Temporary.

4.5.2.4 Permanent PPB protection scheme

The PPB are located in a separate nonvolatile flash array. One of the PPB bits is assigned to each sector. When a
PPB is programmed to 0 its related sector is protected from program and erase operations. The PPB are
programmed individually but must be erased as a group, similar to the way individual words may be programmed
in the main array but an entire PPB sector must be erased at the same time. Programming a PPB bit requires the
typical word programming time. During a PPB bit programming operation or PPB bit erasing, the Status Register
can be accessed to determine when the operation has completed. Erasing all the PPBs requires typical sector
erase time.

Permanent PPB based protection scheme, as the name applies, is permanent and can never be altered. Once the
PPB architecture is decided, selecting bit 0 in Advanced Sector Protection Register (ASPO[0]) enables the
Permanent Protection for all PPB bits essentially disabling all PPB erase and program operations. ASPO is also
protected from write or program.

The Permanent PPB Protection scheme flowchart is shown in Figure 48.
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Power-On-Reset

Hardware Reset

No
ASPPPB =0 P Default Protection
. PPBLock Bit = 1
e  ASP Register Bits = Program Protected e ASP Register Bits = Program UnProtected
PPB Bits = Erase/Program Protected PPB Bits = Erase/Program UnProtected

Figure 48 Permanent PPB sector protection flowchart

4.5.2.5 Temporary PPB protection scheme

PPB based nonvolatile protection architecture can be temporarily locked where erasing and programming of the
individual PPB bits is inhibited. The Persistent Protection Lock Bit (PPBLock) is a volatile bit for protecting all PPB
bits. When cleared to 0, it locks all PPBs and when set to 1, it allows the PPBs to be changed. There is only one
PPB Lock Bit per device. The PPBLock transaction (WRPLB_0_0) is used to clear the bit to 0. The PPB Lock Bit must
be cleared to 0 only after all the PPBs are configured to the desired settings. The PPB Lock Bit is set to 1 during
POR or a Hardware Reset. When cleared with the PPBLock transaction, no software command sequence can set
PPBLock, only another Hardware Reset or Power-Up can set PPBLock.

Note Temporary PPB Protection does not require any ASP configuration.

4,5.2.6 Password protection scheme

Password Protection scheme allows an even higher level of security by requiring a 64-bit password for setting
PPBLock. In addition to this password requirement, after Power-Up or Hardware Reset, the PPB Lock Bit is
cleared to 0 to ensure protection at Power-Up. Successful execution of the Password Unlock command by
entering the entire password sets the PPB Lock Bit to 1, allowing for sector PPB modifications. Selecting bit 2 in
Advanced Sector Protection Register (ASPO[2] - ASPPWD) selects the Password Protection scheme. Password
Protection scheme also protects ASPO from write or program.

Note A password must be programmed before selecting the password protection scheme. The password unlock
SPI transaction (PWDUL_0_1) or Octal transaction (PWDUL_4_1) is used to provide a password for comparison.

The Password Protection scheme flowchart is shown in Figure 49.
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4,5.2.7 Read password protection scheme

The Read Password Protection scheme replaces the Password Protection scheme and provides the most data
protection. The Read Password Protection scheme enables protecting the Flash Memory Array from read,
program, and erase. Only the lowest or highest (256-KB) sector address range, selected by bit 5 of Configuration
Register 1 (CFR1x[5] - TBPROT), remains readable until a successful Password Unlock transaction is complete. A
'0' selects from the top most sector and a '1' selects from the bottom most sector irrespective of the sector
address supplied in the read transaction. Note that reads from the read-protected portion of the array will alias
back to the readable sector.

Note A password must be programmed before selecting the Read Password protection scheme. The password
unlock SPI transaction (PWDUL_0_1) or Octal transaction (PWDUL_4_1) is used to provide a password for
comparison. The Read Password Protection scheme flowchart is shown in Figure 50.

Power-On-Reset
Hardware Reset

ASPPWD =0
Yes

ASPRDP =0
Yes

No

| Default Protection

Read Password Protection
PPBLock Bit = 0
_ _ *  ASP Register Bits = Read/Program Protected
Rzzzl?_g;vre;:) RTe szoi-l;:ﬁ s PPB Bits = Erase/Program Protected
Address Sector AddressgSector e Memory Array = Erase/Program Protected
Unprotected Read Sector based on TBPROT
Status & Configuration Registers = Read/Write/Erase/Program Protected

Fail

PASS = Unlock

PPBLock Bit = 1
ASP Register Bits = Program UnProtected
PPB Bits = Erase/Program UnProtected

PPB Bits = Erase/Program UnProtected
Memory Array = Read/Write/Erase/Program UnProtected
Status & Configuration Registers = Read/Write/Erase/Program UnProtected

PPBLock Bit = 1
ASP Register Bits = Program Protected {

Figure 50 Read password protection scheme flowchart

4.,5.2.8 PPB Bits - OTP selection

ASP provides a configuration option to permanently disable the PPB erase transaction (ERPPB_0_0). This makes
all PPB bits one-time programmable. With this option, once the PPB protection is selected, it can never be
changed. Selecting bit 3 in Advanced Sector Protection Register (ASPO[3] - ASPPPB) makes PPB bits OTP.
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4.5.2.9

« Persistent protection (ASPPER) and Password protection (ASPPWD) are mutually exclusive - only one option
can be programmed.

General ASP guidelines

+ Read Password protection (ASPRDP) if desired, must be programmed at the same time as Password protection
(ASPPWD).

+ Once the password is programmed and verified, the Password Protection scheme (ASPPWD) must be
programmed (to 0) to prevent reading the password.

« When the Read Password scheme and Password Protection scheme are enabled (i.e. ASPO[5] - ASPRDP, ASPO[2]
- ASPPWD are programmed to 0), then all addresses are redirected to the Boot Sector until the password
unlocking sequence is properly entered with the correct password. At which time, the Read Password Mode is
disabled and all addressing will select the proper location.

+ Programming memory spaces or writing registers is not allowed when Read Password Protection Mode is active.

4.5.2.10
Table 20

ASP related registers and transactions

ASP related registers and transactions

Related registers

Related SPI transactions
(see Table 75 on page 95)

Related octal transactions
(see Table 78 on page 99)

Advanced Sector Protection Register (ASPO)
(see Table 61 on page 88)

Read Dynamic Protection Bit (RDDYB_4_0)

Read Dynamic Protection Bit (RDDYB_4_0)

Configuration Register 1 (CFR1N, CFR1V)
(see Table 45 on page 79)

Write Dynamic Protection Bit (WRDYB_4_1)

Write Dynamic Protection Bit (WRDYB_4_1)

Read Persistent Protection Bit (RDPPB_4_0)

Read Persistent Protection Bit (RDPPB_4_0)

Program Persistent Protection Bit (PRPPB_4_0)

Program Persistent Protection Bit (PRPPB_4_0)

Erase Persistent Protection Bit (ERPPB_0_0)

Erase Persistent Protection Bit (ERPPB_0_0)

Write PPB Protection Lock Bit (WRPLB_0_0)

Write PPB Protection Lock Bit (WRPLB_0_0)

Read Password Protection Mode Lock Bit
(RDPLB_0_0)

Read Password Protection Mode Lock Bit
(RDPLB_4_0)

Password Unlock (PWDUL_0_1)

Password Unlock (PWDUL_4_1)

Write Enable (WRENB_0_0)

Write Enable (WRENB_0_0)

Read Any Register (RDARG_C_0)

Read Any Register (RDARG_4_0)

Write Any Register (WRARG_C_1)

Write Any Register (WRARG_4_1)

4.5.3

Secure silicon region (SSR)

Secure silicon region is a 1024 byte memory region (separate from the main memory array). The 1024 bytes are
divided into 32, individually lockable 32-byte regions. Figure 51 provides an overview of SSR.

Secure Memory Region

Secure Memory

Region

Region[31]
Region30]

Region[29]
Region[28]

(32-Byte Region — Address 0)

Protection Control

[ éﬁiﬁii I Lock Bits 31 to 0 I 16-Byte Random Number ]

Figure 51 OTP protection (Nonvolatile)
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The first 32-byte region (starting at address 0) provides the protection mechanism for the other 32-byte regions.
The sixteen lowest bytes of this region contain a 128-bit random number. The random number cannot be written
to, erased or programmed. The next four bytes (32 bits in total) of this region provide protection from
programming if set to '0' for the remaining 32-byte regions - one bit per 32-byte region. All other bytes are
reserved.

Note Attempting to Erase or Program the 128-bit random number will result in ERSERR or PRGERR respectively.
A hardware Reset is required to bring the device back to Standby mode.

4,5.3.1 SSR related registers and transactions
Table 21 SSR related registers and transactions
. Related SPI transactions Related octal transactions
Related registers (see Table 75 on page 95) (see Table 78 on page 99)
N/A Program Secure Silicon Region (PRSSR_4_1) Program Secure Silicon Region (PRSSR_4_1)
Read Secure Silicon Region (RDSSR_4_0) Read Secure Silicon Region (RDSSR_4_0)
4.6 SafeBoot

SEMPER™ Flash memory devices contain an embedded microcontroller which is used to initialized the device,
manage embedded operations, and perform other advanced functionality. An initialization failure of this
embedded microcontroller or corruption of the nonvolatile configuration registers can render the flash device
unusable. Baring a catastrophic event, such as permanent corruption of the embedded microcontroller
firmware, it is possible to recover the device.

The SafeBoot feature allows Status Register polling to detect an embedded microcontroller initialization failure
or configuration register corruption through error signatures.

4.6.1 Microcontroller initialization failure detection

If the microcontroller embedded in the flash device fails to initialize, a hardware reset can recover the device,
unless it is a catastrophic failure. This hardware reset must be initiated by the Host controller. Upon detecting a
failed microcontroller initialization, the Flash device automatically reverts to its Default Boot mode (1S-1S-1S)
and provides a failure signature in its Status Register.

Table 22 shows the device’s Status Register bits upon detecting an initialization failure.

Table 22 Status register 1 power-on detection signature
. . . Detection
Bit Field name Function signature
STR1V[7] RESRVD Reserved for Future Use 0
STR1V[6] PRGERR Programming Error Status Flag 1
STR1V[5] ERSERR Erasing Error Status Flag 1
STR1V[4] Legacy Block Protection based memory Array size selection 0
STRIV3] LBPROT[2:0] Note: LBPRIT[2:0] can be anything from 000 to 111 based on Block Protection configu- 0
STR1V[2] ration 0
STR1V[1] WRPGEN Write/Program Enable Status Flag 0
STR1V[0] RDYBSY Device Ready/Busy Status Flag 1
Table 23 Interface configuration upon detecting power-on failure('”]
. Address Register read
Interface | Transactions supported Retgls:er (# of Frequency of operation latency imOl:etdpaur::c e
yP bytes) (# of clock cycles) P
Spl Read Status Register 1 Status Maximum (allowed for Read Status
1 r . . .
(15-15-15) Rggd Anay Llj?segies%ei € Reg|ster 4 Register 1 and Reaq Any Register 2 45Q
(Volatile Only) transaction)

Note
17.For reading the Status Register, providing the nonvolatile Status Register address to Read Any Register transaction will produce
indeterminate results.
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4.6.1.1 Host polling behavior

The host will need to go through a Status Register polling sequence to determine if an initialization failure has
occurred in the device. The flowchart for the sequence is shown in Figure 52.

( Power-Up )

Read Status Register 1
(Current Communication
Protocol)

Status Register 1
=0x007?
&
Any Read Identification Transaction =
Successful

Change Host Interface to
SDR SPI
(1 S-1 S-18)

‘ Read Status Register 1 Flash Configuration
Corruption Detected

Flash Microcontroller
Initialization Failure

Detected P

‘ Status Register 1 = 0x61

Hardware Reset[18 Clear Status Register 1 ‘

Configure the Device by
Updating All Nonvolatile
Registers!19]

;

Change Host Interface to
Default

Device
Ready

Figure 52 Host polling sequence for microcontroller initialization failure detection

Status Reglster 1 =0x41

Note The polling sequence must start from the higher 1/0 interface configuration to lower 1/0O interface configu-
ration only. For example, 8D-8D-8D to 1S-1S-1S.

Notes
18. If you have Vcc within specifications and a hardware reset does not resolve the issue, replace the flash device.
19.As soon as first Write Any Register transaction updates the Nonvolatile Status Register or Configuration Register, all remaining nonvolatile status and
configuration registers go back to the predefined state (STR1N = 0x00, CFR1N = 0x00, CFR2N = 0x00, CFR3N = 0x00, CFR4N = 0x00, CFR5N = 0x40). It is
recommended to initiate SafeBoot recovery operation by configuring the Address byte length and latency followed by rest configurations.
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4.6.1.2 Microcontroller initialization failure detection Related Registers and
Transactions
Table 24 Microcontroller initialization failure related registers and transactions
Reloted spLransacins Felated ctl ransactions
Status Register 1 Volatile (STR1V) Read Any Register (RDARG_C_0) N/A
(see Table 41 on page 76) Read Status Register -1 (RDSR1_0_0)
4.6.2 Configuration corruption detection

If during device’s configuration update, such as writing to a nonvolatile register, a power loss occurs or a
hardware reset is initiated, the write any register transaction will get interrupted. The device will return to
Standby mode, but the nonvolatile register data is most likely corrupted since the embedded write operation was
prematurely terminated. During the next power-up, the configuration corruption is detected and the device
reverts to its Default Boot mode (1S-1S-1S) and allows rewriting the configuration again. The device will maintain
the configured protection scheme.

Table 25 shows the device’s Status Register bits upon detecting a configuration corruption.

Table 25 Status register 1 configuration corruption detection signature
. . . Detection
Bit Field name Function signature
STR1V[T7] RESRVD Reserved for Future Use 0
STR1V[6] PRGERR Programming Error Status Flag 1
STR1V[5] ERSERR Erasing Error Status Flag 0
STR1V[4] . . . 0
_ Legacy Block Protection based memory Array size selection
STR1V[3] LBPROT[2:0] 0
e—— Note LBPRIT[2:0] can be anything from 000 to 111 based on Block Protection configuration
STR1V[2] 0
STR1V[1] WRPGEN Write/Program Enable Status Flag 0
STR1VI[0] RDYBSY Device Ready/Busy Status Flag 1

Table 26 Interface configuration upon detecting configuration corruption
Transactions Address Frequency of Register read latency .
Interface supported (# of bytes) operation (# of clock cycles) Output impedance
SPI(15-15-1S) AlLSPI (15-;5—15) 4 Maximum 2 450
Transactions
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4.6.2.1 Host polling behavior

The host will need to go through a Status Register polling sequence to determine if a Configuration corruption
has occurred in the device. The flowchart for the sequence is shown in Figure 53.

( Power-Up )

Read Status Register 1
(Current Communication
Protocol)

Status Register 1
=0x007?
&
Any Read Identification Transaction =
Successful

Change Host Interface to
SDR SPI
(1 S-1 S-18)

‘ Read Status Register 1 Flash Configuration
}‘J L’{ Corruption Detected

Flash Microcontroller
Initialization Failure

Detected P

‘ Status Register 1 = 0x61

[20 Clear Status Register 1 ‘
Hardware Reset i

Configure the Device by
Updating All Nonvolatile
Registers!2!

l

Change Host Interface to
Default

Device
Ready

Figure 53 Host polling sequence for configuration corruption detection

Status Reglster 1 =0x41

Note The polling sequence must start from a higher 1/0 interface configuration to a lower I/O interface configu-
ration. As an example, 8D-8D-8D to 1S-1S-1S. Not the other way around.

4.6.2.2 Configuration corruption detection related registers

Table 27 Configuration corruption detection related registers and transactions
. Related SPI transactions Related octal transactions
Related registers (see Table 75 on page 95) (see Table 78 on page 99)
Status Register 1 Volatile (STR1V) .
(see Table 41 on page 76) All 1S-1S-1S Transactions N/A

Notes
20. If you have Vcc within specifications and a hardware reset does not resolve the issue, replace the flash device.
21.As soon as first Write Any Register transaction updates the Nonvolatile Status Register or Configuration Register, all remaining nonvolatile status and
configuration registers go back to the predefined state (STR1IN = 0x00, CFR1N = 0x00, CFR2N = 0x00, CFR3N = 0x00, CFR4N = 0x00, CFR5N = 0x40). It is
recommended to initiate SafeBoot recovery operation by configuring the Address byte length and latency followed by rest configurations.
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4.7 AutoBoot

AutoBoot allows the host to read data from HL-T/HS-T family of devices after power up or after a hardware reset
without having to send any read transactions (including the address). Based on the device configuration, data is
output on the interface I/Os once CS# is brought LOW and CK is toggled.

The starting address for the read data is specified in the AutoBoot Register (ATBN[31:9] - STADR[22:0]). This
starting address can be at any page boundary location in the memory (512 byte page boundary). Also identified
in the AutoBoot Register is a starting delay which is represented as the number of clock cycles (ATBN[8:1] -
STDLY[7:0]). This delay is instituted before the data is read out. The delay can be programmed to meet the host's
requirements but a minimum amount is required to meet the memory access times based on the frequency for
operation. It is highly recommended to check the Status Register 1 value after successful or unsuccessful
AutoBoot execution to verify the configuration corruption (SafeBoot).

Notes
« Wrap function must be disabled for AutoBoot.

« AutoBoot is disabled when the Read Password feature is enabled, as part of the Advanced Sector Protection. It
is recommended to disable AutoBoot (ATBN[0] - ATBTEN) when Read Password feature is enabled.

+ Autoboot with Interface CRC enabled requires reading out at least 4 words of data.

« Itis highly recommended to assign first AutoBoot address in the Long Retention region.

4,7.1 AutoBoot related registers and transactions
Table 28 AutoBoot related registers and transactions
: Related SPI transactions Related octal transactions
Related registers (see Table 75 on page 95) (see Table 78 on page 99)
Read Any Register (RDARG_C_0) Read Any Register (RDARG_4_0)
AutoBoot Register (ATBN) Write Any Register (WRARG_C_1) Write Any Register (WRARG_4_1)
(see Table 66 on page 90) AutoBoot Octal SDR Transaction
AutoBoot Transaction (see Figure 14 on page 15) | (see Figure 30 on page 21) / AutoBoot Octal DDR
Transaction (see Figure 31 on page 21))

4.8 Read transactions

HL-T/HS-T supports different read transactions to access different memory maps, namely: Read Memory array,
Read Device Identification, Read Register, Read Secure Silicon, Read Protection DYB and PPB bits.

These read transactions can use any of these three interfaces and protocols:
+ SPlinterface with SDR (1S-1S-1S) protocol, transfers the one byte command one bit per CK rising edge

« Octal outputinterface with SDR (1S-1S-8S) protocol, transfers the one byte command one bit per CKrising edge
(HL256T and HS256T Only)

+ Octal interface with SDR (8S-8S-8S) protocol, transfers the two byte command eight bits per CK rising edge

+ Octalinterface with DDR (8D-8D-8D) protocol, transfers the two byte command eight bits per CKrisingand falling
edge
These read transactions use the following features:

+ The read transactions require latency cycles following the address to allow time to access the memory array
(except RDAY1_4_0 and RDAY1_C_0 of 1S-1S-1S protocol) (see Table 49).

+ Data Strobe (DS) output enables the memory controller to capture data at the center of the data eye
(see Data strobe (DS) on page 58).

+ The read transaction has the option of wrapped read length and alignment groups of 8-, 16-, 32-, or 64-bytes
(see Table 52 and Table 53).
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4.8.1 Read identification transactions

There are three unique identification transactions, and each support all three Protocols (15-1S-1S), (8S-85-8S),
and (8D-8D-8D) (see Transaction table on page 95).

4.8.1.1 Read device identification transaction

The Read Device Identification (RDIDN_0_0, RDIDN_4_0) transaction provides read access to manufacturer
identification and device identification. The SPI mode has no address cycles, whereas the Octal mode has four
dummy addresses (00h). The transaction uses latency cycles set by (CFR3V[7:6]) to enable maximum clock
frequency of 166MHz under SPI mode, 166MHz under HL-T Octal, and 200MHz under HS-T Octal mode (see
Table 49). The Octal mode supports the DS for capture of data (see Transaction table on page 95).

4.8.1.2 Read SFDP transaction

The Read Serial Flash Discoverable Parameters (RSFDP_3_0, RSFDP_4_0) transaction provides access to the
JEDEC Serial Flash Discovery Parameters (SFDP) (see Transaction table on page 95). The transaction uses a
3-byte address in SPI mode and 4-byte address in Octal mode address. If a non-zero address is set, the selected
location in the SFDP space is the starting point of the data read. This enables random access to any parameter in
the SFDP space. Continuous (sequential) read is supported with this transaction. Eight latency cycles are
required. Read SFDP Transaction is not supported in Read Password mode before the password is provided. The
maximum clock frequency for the Read SFDP transaction is 156MHz under SPI mode, 92MHz under Octal SDR
mode, and 85MHz under Octal DDR mode.

4.8.1.3 Read unique identification transaction

Read Unique Identification (RDUID_0_0, RDUID_4_0) transaction is similar to Read Device Identification trans-
action, but accesses a different 64-bit number, which is unique to each device. It is factory programmed.

4.8.1.4 Read identification related register and transaction
Table 29 Read identification related registers and transactions
. Related SPI transactions Related octal transactions
Related registers (see Table 75 on page 95) (see Table 78 on page 99)
Configuration Register 3 (CFR3N, CFR3V) Read Identification (RDIDN_0_0) Read Identification (RDIDN_4_0)
(see Table 50 on page 82)
Configuration Register 5 (CFRSN, CFR5V) Read Serial Flash Discoverable (RSFDP_3_0) Read Serial Flash Discoverable (RSFDP_4_0)
(see Table 54 on page 85) Read Unique Identification (RDUID_0_1) Read Unique Identification (RDUID_4_1)
4.8.2 Read memory array transactions

Memory array data can be read from the memory starting at any byte boundary. Data bytes are sequentially read
from incrementally higher byte addresses until the host ends the data transfer by driving CS# input HIGH. If the
byte address reaches the maximum address of the memory array, the read will continue at address zero of the
array.

4.8.2.1 SPI read and read fast transactions

The SPI Read and Read Fast transactions (1S-1S-1S) are supported for Host systems that require backward
compatibility to legacy SPI. This protocol does not support the DS for capture of data. The option of wrapped
read length is available. The Read transaction is for maximum clock frequency of 50MHz and requires no latency
cycles. The Read Fast Transaction uses latency cycles set by (CFR2V[3:0]) to enable maximum clock frequency of
166MHz (see Transaction table on page 95).

4.8.2.2 Octal data output read transactions (HL256T and HS256T only)

The Octal Data Output Read transactions (15-1S-8S) are supported for Host systems that have the capability of
x8 data bus but still desire to send the command and address cycles in x1 serial mode. The option of wrapped
read length is available. This Read Transaction uses latency cycles set by (CFR2V[3:0]) to enable maximum clock
frequency of 166MHz (see Transaction table on page 95).
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4.8.2.3 Read Octal SDR transaction

The Read Octal SDR transaction provides high data throughput using SDR (8S-8S-8S) protocol. This protocol
supports the DS for capture of data. The option of wrapped read length is available. This transaction uses latency
cycles set by (CFR2V[3:0]) to enable maximum 166 or 200MHz clock frequency (see Transaction table on page
95).

4.8.2.4 Read Octal DDR transaction

The Read Octal DDR transaction provides the fastest data throughput using DDR (8D-8D-8D) protocol. This
protocol only supports the DS for capture of data. The option of wrapped read length is available. This transaction
uses latency cycles set by (CFR2V[3:0]) to enable maximum 166 or 200MHz clock frequency (see Transaction
table on page 95).

4.8.2.5 Read memory array related registers and transactions

Table 30 Read memory array related registers and transactions
. Related SPI transactions Related octal transactions
Related registers (see Table 75 on page 95) (see Table 78 on page 99)
Configuration Register 2 (CFR2N, CFR2V)
(see Table 48 on page 80) Read (RDAY1_4_0, RDAY1_C_0) Read Octal SDR (RDAY1_4_0)
Configuration Register 4 (CFR4N, CFR4V)
(see Table 52 on page 83) Read Fast (RDAY2_C_0) Read Octal DDR (RDAY2_4_0)
Configuration Register 5 (CFR5N, CFR5V)
(see Table 54 on page 85)
4.8.3 Read registers transactions

There are multiple registers for reporting embedded operation status or controlling device configuration
options. Registers contain both volatile and nonvolatile bits. There are two ways to read the Registers. The Read
Any Register transaction provides a way to read all device registers: nonvolatile and volatile by address selection.
There are also dedicated Register Read transactions, which are defined per register and only read the contents
of that register. These Read Register Transactions support all three Protocols (15-1S-1S), (85-85-8S) and
(8D-8D-8D) (see Transaction table on page 95).

4.8.3.1 Read any register

The Read Any Register transaction is the best way to read all device registers, both nonvolatile and volatile. The
transaction includes the address of the register to be read (see Transaction table on page 95). This is followed
by a number of latency cycles set by (CFR2V[3:0]) for reading nonvolatile registers and CFR3V[7:6] for reading
volatile registers. See Table 49 for NV Registers latency cycles and Table 51 for Volatile Registers latency cycles.
Then, the selected register contents are returned. In SPI mode, if the read access is continued, the same
addressed register contents are returned until the transaction is terminated; only one byte register location is
read by each Read Any Register transaction. For registers with more that one byte of data, the Read Any Register
transaction must again be used to read each byte of data. The Octal mode supports the DS for capture of data
(see Transaction table on page 95).

The maximum clock frequency for the Read Any Register transaction is 166MHz under SPI mode, 166MHz under
HL-T Octal mode, and 200MHz under HS-T Octal mode.

The Read Any Register transaction can be used during embedded operations to read Status Register 1 (STR1V).
Itis not used for reading registers such as ASP PPB Access Register (PPAV) and ASP Dynamic Block Access Register
(DYAV). There are separate commands required to select and read the location in the array accessed. The Read
Any Register transaction will read invalid data from the PASS Register locations if the ASP Password protection
mode is selected by programming ASPR[2:0]. Reading undefined locations provides undefined data.
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4.8.3.2 Read status registers transaction

The Read Status Register (RDSR1_0_0/RDSR1_4_0, RDSR2_0_0/RDSR2_4_0) transactions allow the registers’
volatile contents be read. The SPI mode has no address cycles whereas the Octal mode has four dummy address
of “00h”. The transaction uses latency cycles set by (CFR3V[7:6]) for reading volatile registers to enable maximum
clock frequency of 166MHz under SPI mode, 166MHz under HL-T Octal mode, and 200MHz under HS-T Octal mode
(see Table 49). The Octal mode supports the DS for capture of data (see Transaction table on page 95).

The volatile version of Status Registers contents can be read at any time, even while a program, erase, or write
operation is in progress.

Itis possible to read Status Register 1 continuously by providing multiples of eight clock cycles. The status is
updated for each eight cycle read. This is limited to only under SPI mode.

4.8.3.3 Read dynamic protection bit (DYB) access register transaction

The Read DYB Access Register (RDDYB_4_0) transaction reads the contents of the DYB Access Register. The trans-
action uses latency cycles set by (CFR3V[7:6]) for reading volatile registers to enable maximum clock frequency
of 166MHz under SPI mode, 166MHz under HL-T Octal mode, and 200MHz under HS-T Octal mode (see Table 49).
The Octal mode supports the DS for capture of data (see Transaction table on page 95). It is possible to read DYB
Access register continuously, however the address of the DYB register does not increment, so the entire DYB array
cannot be read in this fashion. Each location must be read with a separate Read DYB transaction.

4.8.3.4 Read persistent protection bit (PPB) access register transaction

The Read PPB Access Register (RDPBB_4_0) transaction reads the contents of the PPB Access Register. The trans-
action uses latency cycles set by (CFR2V[3:0]) to enable maximum clock frequency of 166MHz under SPI mode,
166MHz under HL-T Octal mode, and 200MHz under HS-T Octal mode (see Table 49). The Octal mode supports
the DS for capture of data (see Transaction table on page 95). It is possible to read PPB Access Register contin-
uously, however the address of the PPB register does not increment, so the entire PPB array cannot be read in
this fashion. Each location must be read with a separate Read PPB transaction.

4.8.3.5 Read PPB lock registers transaction

The Read PPB Lock Register (RDPLB_0_0, RDPLB_4_0) transactions allow the content of the nonvolatile registers
to beread. The SPI mode has no address cycles, whereas the Octal mode has four required address bytes of “00h”.
The transaction uses latency cycles set by (CFR3V[7:6]) for reading volatile registers to enable maximum clock
frequency of 166MHz under SPI mode, 166MHz under HL-T Octal mode, and 200MHz under HS-T Octal mode. The
Octal mode supports the DS for capture of data (see Transaction table on page 95). It is possible to read PPB
Lock Bit continuously.

4.8.3.6 Read ECC data unit status

The Read ECC Data Unit Status (RDECC_4_0) transaction is used to determine the ECC status of the addressed
unit data. In this transaction, the LSb of the address must be aligned to an ECC data unit. This transaction uses
latency cycles set by (CFR3V[7:6]) for reading volatile registers to enable maximum clock frequency of 166MHz
under SPI mode, 166MHz under HL-T Octal mode, and 200MHz under HS-T Octal mode. The Octal mode supports
the DS for capture of data (see Transaction table on page 95).

The byte contents of the ECC Status for the selected ECC unit is then output. Any following data will be indeter-
minate. To read the next ECC unit status, another RDECC_4_0 transaction should be sent out to the next address,
incremented by 16 [Data Unit size/8] bytes.
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4.8.3.7 Read register related registers and transactions
Table 31 Read register related registers and transactions

Related registers

Related SPI transactions
(see Table 75 on page 95)

Related octal transactions
(see Table 78 on page 99)

Configuration Register 2 (CFR2N, CFR2V)
(see Table 48 on page 80)

Configuration Register 3 (CFR3N, CFR3V)
(see Table 50 on page 82)

Configuration Register 5 (CFR5N, CFR5V)
(see Table 54 on page 85)

Read Any Register (RDARG_C_0)

Read Any Register (RDARG_4_0)

Read Status Register 1 (RDSR1_0_0)

Read Status Register 1 (RDSR1_4_0)

(
Read Status Register 2 (RDSR2_0_0)
Read DYB (RDDYB_4_0)

(
Read Status Register 2 (RDSR2_4_0)
Read DYB (RDDYB_4_0)

Read PPB (RDPPB_4_0)

Read PPB (RDPPB_4_0)

Read PPB Lock (RDPLB_0_0)

Read PPB Lock (RDPLB_4_0)

Read ECC Status (RDECC_4_0)

Read ECC Status (RDECC_4_0)

4.8.4 Data strobe (DS)

Adata strobe (DS) is transmitted externally, along with data, for use in data capture at the host. During the period
of data transfer in read transactions, the DS signal is driven by the device and transitions with the DQ signal data
transitions. DS is used as an additional output signal with the same timing characteristics as other data outputs
but with the guarantee of transitioning with every data bit transferred. DS is edge-aligned with data for DDR
READs and is center-aligned with data for SDR READs. A pre-drive on DS exists to ensure DS is driven LOW immedi-
ately after 2.5 clock cycle after last address byte input to the device.

4.9 Write transactions

There are write transactions for writing to the Registers. These write transactions can use any of following three
protocols:

+ SPlinterface with SDR (1S-1S-1S) protocol, transfers the one byte command one bit per CK rising edge
+ Octal interface with SDR (8S-8S-8S) protocol, transfers the two byte command eight bits per CK rising edge

+ Octalinterface with DDR (8D-8D-8D) protocol, transfers the two byte command eight bits per CKrising and falling
edge

4.9.1 Write enable transaction

The Write Enable (WRENB_0_0) transaction sets the Write Program Enable Status (WRPGEN) bit of the Status
Register 1 (STR1V[1]) to 1. The WRPGEN bit must be set to 1 by issuing the Write Enable (WRENB_0_0) Transaction
to enable write, program, and erase transactions (see Transaction table on page 95).

4,9.2 Write disable transaction

The Write Disable (WRDIS_0_0) transaction clears the Write Program Enable Status (WRPGEN) bit of the Status
Register 1 (STR1V[1]) to 0.

The WRPGEN bit can be cleared to 0 by issuing the Write Disable (WRDIS_0_0) transaction to disable commands
that requires WRPGEN be set to 1 for execution. The WRDIS_0_0 transaction can be used by the user to protect
memory areas against inadvertent write, program, or erase operations that can corrupt the contents of the
memory. The WRDIS_0_0 transaction is ignored during an embedded operation while RDYBSY bit =1 (STR1V[0])
(see Transaction table on page 95).
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4,9.3 Clear program and erase failure flags transaction

The Clear Program and Erase Failure Flags (CLPEF_0_0) transaction resets bit STR1V[5] (Erase Error Flag) and bit
STR1V[6] (Program Error Flag) to 0. This transaction will be accepted even when the device remains busy with
RDYBSY set to 1, as the device does remain busy when either error bit is set. The WRPGEN bit will be unchanged
after this command is executed (see Transaction table on page 95).

4.9.4 Clear ECC status register transaction

The Clear ECC Status Register (CLECC_0_0) transaction resets bit ECSV[4] (2-bit ECC Detection), bit ECSV[3] (1-bit
ECC Correction), INSV[1:0] ECC detection status bits, Address Trap Register EATV[31:0], and ECC Detection
Counter ECTV[15:0]. It is not necessary to set the WRPGEN bit before this transaction is executed. The Clear ECC
Status Register transaction will be accepted even when the device remains busy with WRPGEN set to 1, as the
device does remain busy when either error bit is set. The WRPGEN bit will be unchanged after this command is
executed (see Transaction table on page 95).

4.9.5 Write any register transaction

The Write Any Register (WRARG_C_1 / WRARG_4_1) transaction provides a way to write any device register,
nonvolatile or volatile. The transaction includes the address of the register to be written, followed by one byte of
data to write in the addressed register (see Transaction table on page 95).

Before the WRARG_C_1/WRARG_4_1 transaction can be accepted by the device, a Write Enable (WRENB_0_0)
transaction must be issued and decoded, which sets the Write/Program Enable bit (WRPGEN) in the Status
Register to enable any write operations. The RDYDSY bit in STR1V[0] can be checked to determine when the
operation is completed. The PRGERR and ERSERR bits in STR1V[6:5] can be checked to determine if any error
occurred during the operation.

Some registers have a mixture of bit types and individual rules controlling which bits can be modified. Some bits
are read only, some are OTP, and some are designated Reserved (DNU).

Read only bits are never modified and the related bits in the WRARG_C_1 /WRARG_4_1 transaction data byte are
ignored without setting a program or erase error indication (PRGERR or ERSERR in STR1V[6:5]). Hence, the value
of these bits in the WRARG_C_1/WRARG_4_1 data byte do not matter.

OTP bits can only be programmed to the level opposite of their default state. Writing of OTP bits back to their
default state is ignored and no error is set.

Nonvolatile bits which are changed by the WRARG_C_1 /WRARG_4_1 data require nonvolatile register write time
(tw) to be updated. The update process involves an erase and a program operation on the nonvolatile register
bits. If either the erase or program portion of the update fails, the related error bit and RDYBSY bit in STR1V will
be setto 1.

Status Register 1 can be repeatedly read (polled) to monitor the RDYBSY bit (STR1V[0]) and the error bits
(STR1V[6,5]) to determine when the register write is completed or failed. If there is a write failure, the CLPEF_0_0
transaction is used to clear the error status and enable the device to return to standby state.

The ASP PPB Lock Register (PPLV) register cannot be written by the WRARG_C_1 / WRARG_4_1 transaction. Only
the Write PPB Lock Bit (WRPLB_0_0) transaction can write the PPLV Register.

The Data Integrity Check Register cannot be written by the WRARG_C_1 / WRARG_4_1 transaction. The Data
Integrity Check Register is loaded by running the Data Integrity Check transaction (DICHK_4_1).
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4.9.6 Write PPB lock bit

The Write PPB Lock Bit (WRPLB_0_0) transaction clears the PPB Lock Register PPLV[0] to zero. The PPBLCK bit is
used to protect the PPB bits. When PPLV[0] = 0, the PPB Program/Erase transaction will be aborted. In Read
Password Protection mode, PPBLCK bit is also used to control the high order bits of the address by forcing the
address range to be limited to one sector where boot code is stored, until the read password is supplied (see
Transaction table on page 95).

Before the WRPLB_0_0 transaction can be accepted by the device, a Write Enable (WRENB_0_0) transaction must
be issued and decoded by the device, which sets the Write/Program Enable (WRPGEN) in the Status Register 1 to
enable any write operations.

While the operation is in progress, the Status Register can still be read to check the value of the RDYBSY bit. The

WRPGEN bit is a 1 during the self-timed operation, and is a 0 when it is completed. When the Write PPB Lock
transaction is completed, the RDYBSY bit is set to a 0 (see Transaction table on page 95).

4.9.7 Write transactions related registers and transactions

Table 32 Write transactions related registers and transactions

Related registers

Related SPI transactions
(see Table 75 on page 95)

Related octal transactions
(see Table 78 on page 99)

Status Register 1 (STRIN, STR1V)
(see Table 41 on page 76)

Write Enable (WRENB_0_0)

Write Enable (WRENB_0_0)

Configuration Register 5 (CFR5N, CRF5V)
(see Table 54 on page 85)

Write Disable (WRDIS_0_0)

Write Disable (WRDIS_0_0)

ECC Status Register (ECSV)
(see Table 58 on page 86)

Clear Program and Erase Failure Flags
(CLPEF_0_0)

Clear Program and Erase Failure Flags
(CLPEF_0_0)

Interrupt Configuration (INCV)
(see Table 68 on page 91)

Clear ECC Status Register (CLECC_0_0)

Clear ECC Status Register (CLECC_0_0)

Address Trap Register (EATV)
(see Table 59 on page 87)

Write Any Register (WRARG_C_1)

Write Any Register (WRARG_4_1)

ECC Detection Counter (ECTV)

Write PPB Lock Bit (WRPLB_0_0)

Write PPB Lock Bit (WRPLB_0_0)

(see Table 60 on page 87)

4.10 Program

There are program transactions for programming data to the Memory Array, Secure Silicon Region and Persistent
Protection Bits.

These program transactions can use any of these three protocols:
+ SPlinterface with SDR (1S-1S-1S) protocol, transfers the one byte command one bit per CK rising edge

« Octal input interface with SDR (15-1S-8S) and (1S-85-8S) protocols, transfers the one byte command one bit
per CKrising edge (HL256T and HS256T Only)

+ Octal interface with SDR (8S5-8S-8S) protocol, transfers the two byte command eight bits per CK rising edge

+ Octalinterface with DDR (8D-8D-8D) protocol, transfers the two byte command eight bits per CKrisingand falling
edge

Before any program transaction can be accepted by the device, a Write Enable (WRENB_0_0) transaction must

be issued and decoded by the device. Program transactions can only be executed by the device if the

Write/Program Enable (WRPGEN) in the Status Register is set to ‘1’ to enable program operations. When a

program transaction is completed, the WRPGEN bit is reset to a ‘0.

While the program transaction is in progress, the Status Register 1 may be read to check the value of the Device
Ready/Busy (RDYBSY) bit. The RDYBSY bit is a ‘1’ during the self-timed program transaction, and is a ‘0’ when it is
completed.

The PGMERR bit in STR1V[6] may be checked to determine if any error occurred during the program transaction.

A program transaction applied to a sector that has been Write Protected through any of the protection schemes
will not be executed and will set the PGMERR status fail bit.

The program transactions will be initiated when CS# is driven into the logic HIGH state.
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4.10.1 Program granularity

The HS/L-T family supports multi-pass programming (bit walking) where programming a “0” over a “1” without
performing the sector erase operation. Bit-walking is allowed for the non-AEC-Q100 industrial temperature range
(—40°C to +85°C) of this device. It is required to perform only one programming operation (single-pass
programming) on each ECC data unit between erase operations for the higher temperature range (—40°C to
+105°C) and (—40°C to +125°C) devices and all AEC-Q100 devices.

Multi-pass programming without an erase operation will disable the device’s ECC functionality for that data unit.
Note that if 2-bit ECC is enabled, multi-pass Programming within the same sector will result in a Program Error.

4.10.2 Page programming

Page Programming is done by loading a Page Buffer with data to be programmed and issuing a programming
command to move data from the buffer to the memory array. This sets an upper limit on the amount of data that
can be programmed with a single programming transaction. Page Programming allows up to a page size (either
256- or 512-bytes) to be programmed in one operation. The page size is determined by the Configuration Register
3 bit CFR3V[4]. The page is aligned on the page size address boundary. It is possible to program from one bit up
to a page size in each Page Programming operation. It is recommended that a multiple of 16-byte length and
aligned Program Blocks be written. This ensures that ECC is not disabled. For the very best Page Program
throughput, programming should be done in full pages of 512 bytes aligned on 512-byte boundaries with each
Page being programmed only once.

4.10.3 Program page transaction

The Program Page transaction (PRPGE_4_1) programs data into the memory array. If data more than a page size
(256B or 512B) is sent to the device, then the space between the starting address and the page aligned end
boundary, the data loading sequence will wrap from the last byte in the page to the zero byte location of the same
page and begin overwriting any data previously loaded in the page. If less than a page of data is sent to the device,
then the sent data bytes will be programmed in sequence, starting at the provided address within the page,
without having any effect on the other bytes of the same page. The programming process is managed by the
device internal control logic. The PRGERR bit indicates if an error has occurred in the programming transaction
that prevents successful completion of programming. This includes attempted programming of a protected area
(see Transaction table on page 95).

Under Octal SDR mode, this transaction can be used for single byte command and its address can start at an
even or odd address. Under DDR mode, this command can only be used for programming multiples of 2-bytes
and the address must start at an even address.

4.10.4 Program secure silicon region transaction

The Program Secure Silicon transaction (PRSSR_4_1) programs data in the SSR, which is in a different address
space from the main array data and is OTP. The SSR is 1024 bytes, so the address bits from A31 to A10 must be
zero for this transaction (see Transaction table on page 95). It is required to align start address to 32 bits while
programming the SSR space, which means the address bits A1 and A0 should be 0'b and host should deassert CS#
to align with 32 bits.

The PRGERR bit in STR1V[6] may be checked to determine if any error occurred during the operation.
To program the OTP array in bit granularity, the rest of the bits within a data byte can be set to 1.

Each SSR memory space can be programmed one or more times, provided that the region is not locked.
Attempting to program zeros in a region that is locked will fail with the PRGERR bit in STR1V[6] set to 1.
Programming once, even in a protected area does not cause an error and does not set PRGERR bit. Subsequent
programming can be performed only on the unprogrammed bits (that is, 1 data). Programming more than once
within an ECC unit will disable ECC on that data unit.
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4.10.5 Program persistent protection bit (PPB)

The Program Persistent Protect Bit (PRPPB_4_0) transaction programs a bit in the PPB Register to protect the
sector of the provided address from being programed or erased (see Transaction table on page 95).

The PRGERR bit in STR1V[6] may be checked to determine if any error occurred during the operation. Program
PPB bit transaction will abort when trying to program the PPB bits protected by ASPPPB (ASPO[3]), ASPPRM
(ASPO[0]) and PPBLCK (PPLV[0]) bit.

4.10.6 Program related registers and transactions
Table 33 Program Related Registers and Transactions
. Related SPI transactions Related octal transactions
Related registers (see Table 75 on page 95) (see Table 78 on page 99)
Status Register 1 (STR1N, STR1V) . .
(see Table 41 on page 76) Write Enable (WRENB_0_0) Write Enable (WRENB_0_0)
Configuration Register 5 (CFR5N, CRF5V)
(see Table 54 on page 85) Program Page (PRPGE_4_1) Program Page (PRPGE_4_1)
@de\éa?acglzeec]t.cgnP;;c;tgeectSI;()egister (ASPO) Program Secure Silicon (PRSSR_4_1) Program Secure Silicon (PRSSR_4_1)
ASP PPB Lock (PPLV) (see Table 63 on page 89) | Program Persistent Protection Bit (PRPPB_4_0) | Program Persistent Protection Bit (PRPPB_4_0)
ECC Status Register (ECSV) Clear Program and Erase Failure Flags Clear Program and Erase Failure Flags
(see Table 58 on page 86) (CLPEF_0_0) (CLPEF_0_0)
4.11 Erase

There are erase transactions for erasing data bits to 1 (all bytes are FFh) for the Memory Array and Persistent
Protection Bits.

These erase transactions can use any of these three protocols:

+ SPlinterface with SDR (1S-1S-1S) protocol, transfers the one byte command one bit per CK rising edge

+ Octal interface with SDR (8S-8S-8S) protocol, transfers the two byte command eight bits per CK rising edge

. Ogtal interface with DDR (8D-8D-8D) protocol, transfers the two byte command eight bits per CKrising and falling
edge

Before any erase transaction can be accepted by the device, a Write Enable (WRENB_0_0) transaction must be
issued and decoded by the device. Erase transactions can only be executed by the device if the Write/Program
Enable bit (WRPGEN) in the Status Register is set to ‘1’ to enable erase operations. When an erase transaction is
completed, the WRPGEN bit is reset to a ‘0.

While the erase transaction is in progress, the Status Register 1 may be read to check the value of the Device
Ready/Busy (RDYBSY) bit. The RDYBSY bit is a ‘1’ during the self-timed erase transaction, and is a ‘0’ when it is
completed.

The ERSERR bit in STR1V[5] can be checked to determine if any error occurred during the erase transaction.

An erase transaction applied to a sector that has been Write Protected through the Block Protection bits or ASP,
will not be executed and will set the ERSERR status fail bit.

Erase transactions will be initiated when CS# is driven into the logic HIGH state.
When the device is shipped from the factory the default erase state is all bytes are FFh.

4.11.1 Erase 4KB sector transaction

The Erase 4KB Sector (ER004_4_0) transaction sets all the bits of a 4KB sector to 1 (all bytes are FFh) (see Trans-
action table on page 95).

This transaction is ignored when the device is configured for uniform sectors only (CFR3V[3] = 1). If the Erase
4KB sector transaction is issued to a non-4KB sector address, the device will abort the operation and will not set
the ERSERR status fail bit.
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4,11.2 Erase 256KB sector transaction

The Erase 256KB Sector (ER256_4_0) transaction sets all bits in the addressed sector to 1 (all bytes are FFh) (see
Transaction table on page 95).

A device configuration option (CFR3V[3]) determines if the Hybrid Sector Architecture is in use. When CFR3V[3] =
0, 4KB sectors overlay a portion of the highest or lowest address 128KB or 64KB of the device address space. If a
sector erase command is applied to a 256KB sector that is overlaid by 4KB sectors, the overlaid 4KB sectors are
not affected by the erase. Only the visible (non-overlaid) portion of the 128KB or 192KB sector is erased. When
CFR3V[3] = 1, there are no 4KB sectors in the device address space and the Sector Erase command always
operates on fully visible 256KB sectors.

When BLKCHK is enabled an erase transaction first evaluates the erase status of the sector. If the sector is found
to erased, the erase operation is aborted. The erase operation is only executed if programmed bits are found in
the sector. Disabling BLKCHK executes an erase operation unconditionally.

4.11.3 Erase chip transaction

The Erase Chip (ERCHP_0_0) transaction sets all bits to 1 (all bytes are FFh) inside the entire flash memory array
(see Transaction table on page 95).

An Erase Chip transaction can be executed only when the Block Protection (BP2, BP1, BPO) bits are set to 0’s. If
the BP bits are not zero, the transaction is not executed and ERSERR status fail bit is not set. The transaction will
skip any sectors protected by the Advance Sector Protection DYB or PPB and the ERSERR status fail bit will not
be set.

4.11.4 Erase persistent protection bit (PPB) transaction

The Erase PPB (ERPPB_0_0) transaction sets all PPB bits to 1 (see Transaction table on page 95). This
transaction will abort if PPB bits are protected by ASPPPB (ASPO[3]), ASPPRM (ASPO[0]) and PPBLCK (PPLV[0])
bit.

4.11.5 Erase status and count

4.11.5.1 Evaluate erase status transaction

The Evaluate Erase Status (EVERS_4_0) transaction verifies that the last erase operation on the addressed sector
was completed successfully. If the selected sector was successfully erased, then the erase status bit (STR2V[2]) is
set to 1. If the selected sector was not completely erased STR2V[2] is 0. The Write/Program Enable transaction (to
set the WRPGEN bit) is not required before this transaction. However, the RDYBSY bit is set by the device itself
and cleared at the end of the operation, as visible in STR1V[0] when reading status (see Transaction table on
page 95).

The Evaluate Erase Status transaction can be used to detect when erase operations that have failed due to loss
of power, reset, or failure during the erase operation. The transaction requires tgg5 to complete and update the
erase status in STR2V. The RDYBSY bit (STR1V[0]) can be read to determine when the Evaluate Erase Status trans-
action is completed. If a sector is found not erased with STR2V[2] = 0, the sector must be erased again to ensure
reliable storage of data in the sector.

4.11.5.2 Sector erase count transaction

The Sector Erase Count (SEERC_4_0) transaction outputs the number of erase cycles for the addressed sector.
The erase cycle count is stored in the Sector Erase Count (SECV[22:0]) Register, and can be read by using the Read
Any Register transaction. The RDYBSY bit is set by the device itself and cleared at the end of the operation, as
visible in STR1V[0] when reading status (see Transaction table on page 95).

The transaction requires tggc to complete and update the SECV[22:0] Register. The RDYBSY bit (STR1V[0]) may be
read to determine when the Sector Erase Count Transaction finished. The SECV[23] bit is used to determine if the
reported sector erase count is corrupted and was reset.
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4.11.6 Erase related registers and transaction
Table 34 Erase related registers and transactions
. Related SPI transactions Related octal transactions
Related registers (see Table 75 on page 95) (see Table 78 on page 99)
Status Register 1 (STR1N, STR1V) . .
(see Table 41 on page 76) Write Enable (WRENB_0_0) Write Enable (WRENB_0_0)
Status Register 2 (STR2V)
(see Table 44 on page 78) Erase 4KB Sector (ER004_4_0) Erase 4KB Sector (ER004_4_0)
&%g%“;f:g’: fﬁ%‘:g gs()CFRSN’ CFRSV) Erase 256KB Sector (ER256_4._0) Erase 256KB Sector (ER256_4_0)
ASP PPB Lock (PPLV) . .
(see Table 63 on page 89) Erase Chip (ERCHP_0_0) Erase Chip (ERCHP_0_0)
ECC Status Register (ECSV)
(see Table 58 on page 86) Evaluate Erase Status (EVERS_4_0) Evaluate Erase Status (EVERS_4_0)
. Sector Erase Count (SEERC_4_0) Sector Erase Count (SEERC_4_0)
Sector Erase Count Register (SECV)
(see Table 67 on page 90) Erase Persistent Protection Bit (PPB) Transaction | Erase Persistent Protection Bit (PPB) Transaction
(ERPPB_0_0) (ERPPB_0_0)
4.12 Suspend and resume embedded operation

HL-T/HS-T device can interrupt and suspend the running embedded operations such as Erase, Program or Data
Integrity Check. It can also resume the suspended operation once the host finishes the intermediate operation
and sends the respective resume transaction to the device.

4.12.1 Erase, program or data integrity check suspend

The Suspend transaction allows the system to interrupt a program, erase, or data integrity check operation and
then read from any other non erase-suspended sector, non-program-suspended-page, or the array. The Device
Ready/Busy Status Flag (RDYBSY) in Status Register 1 (STR1V[0]) must be checked to know when the program,
erase, or data integrity check operation has stopped.

4,12.1.1 Program suspend
+ Program Suspend is valid only during a programming operation.

+ The Program Operation Suspend Status flag (PROGMS) in Status Register-2 (STR2V[0]) can be used to determine
if a programming operation has been suspended or was completed at the time RDYBSY changes to 0.

+ A program operation can be suspended to allow a read operation.

+ Reading at any address within a program-suspended page produces undetermined data.

4,12.1.2 Erase suspend

« Erase Suspend is valid only during a sector erase operation.

+ The Erase operation Suspend status flag (ERASES) in Status Register-2 (STR2V[1]) can be used to determine if
an erase operation has been suspended or was completed at the time RDYBSY changes to 0.

« A Chip Erase operation cannot be suspended.
+ An Erase operation can be suspended to allow a program operation or a read operation.
« During an erase suspend, the DYB array can be read to examine sector protection.

« A new erase operation is not allowed with an already suspended erase, program, or data integrity check
operation. An erase command is ignored in this situation.

+ Reading at any address within an erase-suspended sector produces undetermined data.
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4.12.1.3 Data integrity check suspend

+ Data Integrity Check Suspend is valid only during a Data Integrity Check Calculation operation.

« The Memory Array Data Integrity CRC Suspend Status Flag (DICRCS) in Status Register-2 (STR2V[4]) can be used
to determine if a data integrity check operation has been suspended or was completed at the time RDYBSY
changes to 0.

+ A data integrity check operation can be suspended to allow a read operation.

The Write Any Register or Erase Persistent Protection Bit transactions are not allowed during Erase, Program or
Data Integrity Check Suspend. It is therefore, not possible to alter the Block Protection or PPB bits during Erase
Suspend. If there are sectors that may need programming during Erase suspend, these sectors should be
protected only by DYB bits that can be turned OFF during Erase Suspend.

The time required for the suspend operation to complete is tpgps.

After an erase-suspended program operation is complete, the device returns to the erase-suspend mode. The
system can determine the status of the program operation by reading the RDYBSY bit in the Status Register 1, just
as in the standard program operation.

Table 35 lists the transactions allowed during the suspend operation.

Table 35 Transactions allowed during suspend
Transaction name Ao epeng o1e | AOWed B B ™™ | i nteprity check suspend

Write Disable (WRDIS_0_0) No No
Read Status Register 1 (RDSR1_0_0, RDSR1_4_0) Yes Yes
Write Enable (WRENB_0_0) No No
Read Status Register 2 (RDSR2_0_0, RDSR2_4_0) Yes Yes
Program Page (PRPGE_4_1) No No
Read ECC Status (RDECC_4_0) Yes

Clear ECC Status Register (CLECC_0_0) Ves
Read PPB Lock Bit (RDPLB_0_0, RDPLB_4_0) Yes

Resume Program / Erase / Data Integrity Check (RSEPD_0_0)

Program SSR (PRSSR_4_1) No No

Read SSR (RDSSR_4_0)

Read Unique ID (RDUID_0_0, RDUID_4_0)
Read SFDP (RSFDP_3_0, RSFDP_4_0) Yes
Read Interface CRC Register (RDCRC_4_0)

Read Any Register (RDARG_C_0, RDARG_4_0)
Software Reset Enable (SRSTE_0_0)

Clear Program and Erase Failure Flags (CLPEF_0_0)
Software Reset (SFRST_0_0)

Read Identification Register (RDIDIN_0_0, RDIDIN_4_0)
(manufacturer and device identification)

Suspend Program / Erase / Data Integrity Check (SPEPD_0_0) No No
Read DYB (RDDYB_4_0)
Read PPB (RDPPB_4_0)
Read Octal SDR (RDAY1_4_0)
Read Octal DDR (RDAY2_4_0)

Yes Yes

Yes Yes

Datasheet 65 of 138 002-18216 Rev. *W
2022-01-18



o _.
256Mb/512Mb/1Gb SEMPER™ Flash 1
Octal interface, 1.8V/3.0V I n fl n eon .

Features

4,12.2 Erase, program or data integrity check resume

An Erase, Program or Data Integrity Check Resume transaction must be written to resume a suspended operation.
After program or read operations are completed during a Program, Erase, or Data Integrity Check suspend, the
Resume transaction is sent to resume the suspended operation.

After an Erase, Program or Data Integrity Check Resume transaction is issued, the RDYBSY bit in Status Register
1 will be set to a 1 and the programming operation will resume if one is suspended. If no program operation is
suspended, the suspended erase operation will resume. If there is no suspended program, erase or data integrity
check operation, the resume transaction is ignored.

Program, Erase or Data Integrity Check operations may be interrupted as often as necessary. For example, a
program suspend transaction could immediately follow a program resume transaction, but for a program or
erase operation to progress to completion there must be some period of time between resume and the next
suspend transaction greater than or equal to tpgpgrs. Figure 54 shows the flow of suspend and resume operation.

Erase / Program / Data Integrity Check
Transaction

!

Suspend Transaction

Repeat Status Read |- - - ———-—-—————— —>l
Until Suspended |
(treps) | Read the respective Suspend Status from

Status Register-2

!

Transactions During Suspend

Resume Erase / Program / Data Transaction

Figure 54 Suspend and resume sequence
4,12.3 Suspend and resume related registers and transactions
Table 36 Suspend and resume related registers and transactions
. Related SPI transactions Related octal transactions
Related registers (see Table 75 on page 95) (see Table 78 on page 99)
Status Register 1 (STR1N, STR1V) Suspend Erase / Program / Data Integrity Check | Suspend Erase / Program / Data Integrity Check
(see Table 41 on page 76) (SPEPD_0_0) (SPEPD_0_0)
Resume Erase / Program / Data Integrity Check Resume Erase / Program / Data Integrity Check
(RSEPD_0_0) (RSEPD_0_0)
Status Register 2 (STR2V) Read Any Register (RDARG_C_0) Read Any Register (RDARG_4_0)
(see Table 44 on page 78)
Read Status Register -1 (RDSR1_0_0) Read Status Register -1 (RDSR1_4_0)
Read Status Register -2 (RDSR2_0_0) Read Status Register -2 (RDSR2_4_0)
Datasheet 66 of 138 002-18216 Rev. *W

2022-01-18



o _.
256Mb/512Mb/1Gb SEMPER™ Flash 1
Octal interface, 1.8V/3.0V I n fl n eon .

Features

4.13 Reset

HL-T/HS-T devices support four types of reset mechanisms.
+ Hardware Reset (using RESET# input pin)

« POR

+ CS# Signaling Reset

+ Software Reset

4.13.1 Hardware reset (using RESET# input pin)

The RESET# inputinitiates the reset operation with a transition from logic HIGH to logic LOW for > tgp, and causes
the device to perform the full reset process that is performed during POR. The hardware reset process requires a
period of tgy to complete. See Table 85 for timing specifications.

§<7tgp4>

RESET# \

- trs

cs# \

Figure 55 Hardware reset using RESET# input (reset pulse = tgp(Min))

RESET# \ /

;4 > (trp+ fRH)—H%tRsﬂ

cst i \

Figure 56 Hardware reset using RESET# input (reset pulse > (tgp + tgy))

1‘4—{;;;:—»
RESET# \ \ /

47&{%14»‘;

CS#

Figure 57 Hardware reset using RESET# input (back to back hardware reset)
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4.13.2 Power-on reset (POR)

The device executes a POR process until a time delay of tp; has elapsed after the moment that V. rises above
the minimum V¢ threshold (see Figure 58 and Figure 59). The device must not be selected during power-up
(tpy). Therefore, CS# must rise with V.. No commands may be sent to the device until the end of tp|;. See Table 85
for timing specifications.

RESET# is ignored during POR. If RESET# is LOW during POR and remains LOW through and beyond the end of
tpy, CS# must remain HIGH until tgg after RESET# returns HIGH.

-ty

RESET# &g If RESET# is low at tpy end /

1/

R
{L
CS# SS CS# must be high at tpy end \

Figure 58 Reset LOW at the end of POR

=)

-ty
/L
RESET# SS If RESET# is high at tpy end

<7tpu4>§
{ L

CS# SS CS# may stay high or go low at tp;; end

Figure 59 Reset HIGH at the end of POR

4,13.3 CS# signaling reset

The CS# Signaling Reset requires CS# and DQO signals. This reset method defines a signaling protocol, using
existing signals, to initiate an SPI Flash hardware reset, independent of the device operating mode or number of
package pins.

The Signaling Protocol is shown in Figure 60. See Table 85 for timing specifications. The CS# signaling reset
steps are as follows:

+ CS#is driven active LOW.

+ CKremains stable in either HIGH or LOW state.
CS# and DQO are both driven LOW.

CS# is driven HIGH (inactive).

Repeat the above four steps, each time alternating the state of DQO for a total of four times.

+ Reset occurs after the fourth CS# cycle completes and it goes HIGH (inactive).
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After the fourth CS# pulse, the slave triggers its internal reset, the device terminates any operation in progress,
makes all outputs high impedance, and ignores all read/write transactions for the duration of tggset. Then the
device will be in standby state.

This reset sequence is not intended to be used at normal power on, but to be used only when the device is not
responding to the system. This reset sequence will be operational from any state that the device may be in.
Hence, CS# signaling reset is useful for packages that don't support a RESET# pin to provide behavior identical
to Hardware Reset.

/L
oK \\
1/

oo P Hoso P

i*tsw*‘mm*i

y
DQ[7:1] | ‘ SS |

Internal y o
Reset (( Device is ready
11

Figure 60 CS# signaling reset protocol

4.13.4 Software reset

Software controlled Reset transaction restores the device to its initial power up state, by reloading volatile
registers from nonvolatile default values except the protection registers. It also terminates the embedded opera-
tions. A reset transaction (SFRST_0_0) is executed when CS# is brought HIGH at the end of the transaction and
requires tsrtime to execute. See Table 85 for timing specifications.

The Reset Enable (SRSTE_0_0) transaction is required immediately before a Reset transaction (SFRST_0_0) such
that a software reset is a sequence of the two transactions. Any transaction other than SFRST_0_0 following the
SRSTE_0_0 transaction will clear the reset enable condition and prevent a later SFRST_0_0 transaction from
being recognized.

The Reset (SFRST_0_0) transaction immediately following a SRSTE_0_0 transaction, initiates the software reset
process. During software reset, only RDSR1_4_0, RDARG_C_0, and RDARG_4_0 of Status Register 1 are supported
operations as long as the volatile and nonvolatile configuration states of the device are the same. If the configu-
ration state is changing during software reset, reading Status Register 1 should only be done after the software
reset time has elapsed.

The software reset is independent of the state of RESET#. If RESET# is HIGH or Unconnected, and the software
reset transactions are issued, the device will perform software reset.

4.13.4.1 Software reset related registers and transactions

Table 37 Software reset related registers and transactions
. Related SPI transactions Related octal transactions
Related registers (see Table 75 on page 95) (see Table 78 on page 99)
; Software Reset Enable (SRSTE_0_0) Software Reset Enable (SRSTE_0_0)
N/A
Software Reset (SFRST_0_0) Software Reset (SFRST_0_0)
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4,13.5
Table 38

Reset behavior

Reset behavior

Transaction / register name

POR

Hardware reset and CS# signaling

reset

Software reset

Summary

Device Reset

Status Bits Reset

All Volatile Registers Reset
Configuration Reload to Default

Reset all Embedded operations

Volatile Protection Reset to Default
Nonvolatile Protection unchanged

Device Reset

Status Bits Reset

All Volatile Registers Reset
Configuration Reload to Default

Reset all Embedded operations

Volatile Protection Reset to Default
Nonvolatile Protection unchanged

Device Reset

Status Bits Reset

Configuration Reload to Default
Volatile Protection Reset to Default
Nonvolatile Protection unchanged
Reset all Embedded operations

Interface Requirements

« AllInputs - Ignored
« All Outputs - Tristated

« AllInputs - Ignored
« All Outputs - Tristated

Transactions
(SRSTE_0_0, SFRST_0_0)

Status Registers

Load from Nonvolatile Registers

Load from Nonvolatile Registers

Load from Nonvolatile Registers

Configuration Registers

Load from Nonvolatile Registers

Load from Nonvolatile Registers

Load from Nonvolatile Registers

Protection Registers

PPB Lock Register - Load based on

ASPO[2:1]

PPB Lock Register - Load based on

ASPO[2:1]

PPB Lock Register - No Change

DYB Access Register - Load based on

ASPO[4]

DYB Access Register - Load based on

ASPO[4]

DYB Access Register - No Change

Password Register - Load based on

Password Register - Load based on

Password Register - No Change

ASPO[2] and ASPO[0] ASPO[2] and ASPOI0]

ECC Status Register Load 0x00 Load 0x00 Load 0x00
AutoBoot Register Load from Nonvolatile Registers Load from Nonvolatile Registers No Change
Data Integrity Check Register Load 0x00 Load 0x00 Load 0x00
Interface CRC Register Load 0x00 Load 0x00 Load 0x00

ECC Error Count Register Load 0x00 Load 0x00 Load 0x00
Address Trap Register Load 0x00 Load 0x00 Load 0x00
Endurance Flex Register Load from Nonvolatile Registers Load from Nonvolatile Registers No Change

1/0 Mode Load from Nonvolatile Registers Load from Nonvolatile Registers No Change
Memory/Register Erase in Not Applicable Abort Erase Abort Erase
Progress

Memory/Register Program in Not Applicable Abort Program Abort Program
Progress

Memory/Register Read in Not Applicable Abort Read Not Applicable
Progress

INT# Pin Configuration Register | Load OxFF Load OxFF Load OxFF
INT# Pin Status Register Load OxFF Load OxFF Load OxFF
Datasheet 70 of 138 002-18216 Rev. *W

2022-01-18



o _.
256Mb/512Mb/1Gb SEMPER™ Flash 1
Octal interface, 1.8V/3.0V I n fl n eon .

Features
4.14 Power modes
4.14.1 Active power and standby power modes

The deviceis enabled and in the Active Power mode when Chip Select (CS#) is LOW. When CS# is HIGH, the device
is disabled, but may still be in an Active Power mode until all program, erase, and write operations have
completed. The device then goes into the Standby Power mode, and power consumption drops to Isg. See
Table 83 for parameter specifications.

4.14.2 Deep power down (DPD) mode

Although the standby current during normal operation is relatively low, standby current can be further reduced
with the DPD mode. The lower power consumption makes the DPD mode especially useful for battery powered
applications.

4.14.2.1 Enter DPD

The device can enter DPD mode in two ways:

1. Enter DPD Mode using Transaction

2.Enter DPD Mode upon Power-up or Reset

Enter DPD Mode using the Enter Deep Power Down Mode Transaction

The DPD mode is enabled by sending the Enter Deep Power Down Mode Transaction (ENDPD_0_0) then waiting
for a delay of tgytppp. The CS# pin must be driven HIGH after the command byte has been latched. If this is not
done, then the DPD transaction will not be executed. After CS# is driven HIGH, the power-down state will be
entered within the time duration of tgytppp (see Table 85 for timing specifications) and power consumption
drops to Ippp. See Table 83 for parameter specifications.

DPD can only be entered from an idle state. The DPD transaction is accepted only while the device is not
performing an embedded algorithm as indicated by the Status Register 1 volatile, Device Ready/Busy Status Flag
(RDYBSY) bit being cleared to zero (STR1V[0] = RDYBSY = 0). It is not allowed to send any transaction to device
during tENTDPD time.

Enter DPD Mode upon Power-up or Reset

If the DPDPOR configuration bit is enabled (CFR4NV[2] = 1), the device will be in DPD mode after the completion
of Power-up, Hardware Reset or CS# Signaling Reset. During POR or Reset the CS# should follow the voltage
applied on VCC to enter DPD mode as shown in Figure 61. It is not allowed to send any transaction to device
during tENTDPD time.

Ve f
RESET# _y ___________________ JI RESET# is high at tpy end
cs# J
Figure 61 Enter DPD mode upon power-up or reset
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4.14.2.2 ExitDPD

Device leaves DPD mode in one of the following ways:

Exit DPD Mode upon Hardware Reset

When the device is in DPD and CFR4NV[2] = 0, a Hardware reset will return the device to Standby mode.
Exit DPD Mode upon CS# Pulse

Device exits DPD upon receipt of CS# pulse of width tcsppp. The CS# should be driven HIGH after the pulse. HIGH
to LOW transition on CS# is required to start a transaction cycle after the DPD exit. It takes tgytppp to come out of
DPD mode. The device will not respond until after tgyppp.

Lo o
CS# ( \

~—tcspprp ;

-
-

)\ J

texToPD

Figure 62 Exit DPD mode

The device maintains its configuration during DPD, meaning the device exits DPD in the same state as it entered.
Registers such as the ECC Status, ECC Error Detection Counter, Address Trap, and Interrupt Status Registers will
be cleared.

4.14.2.3 DPD related registers and transactions

Table 39 DPD related registers and transactions
Related registers Related SPI transactions Related octal transactions
€ (see Table 75 on page 95) (see Table 78 on page 99)
&(;r;f.irgaubrlaetié)znfﬁ%i:tgeerg;)CFMN, CFR4V) Enter Deep Power Down Mode (ENDPD_0_0) Enter Deep Power Down Mode (ENDPD_0_0)
4.15 Power up and power down

The device must not be selected at power up or power down until V¢ reaches the correct value as follows:
+ Vcc (min) at power up, and then for a further delay of tp

+ Vg at power down
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4.15.1 Power up

The device ignores all transactions until a time delay of tp; has elapsed after the moment that V. rises above
the minimum V¢ threshold (see Figure 63). However, correct operation of the device is not guaranteed if V¢
returns below V¢ (min) during tp;;. No command should be sent to the device until the end of tp;.

The device draws Ipgg current during tp|;. After power up (tp), the WRPGEN bit is reset and there is the option to
be in the DPD mode or Standby mode. The DPDPOR bit in Configuration Register 4 (CFR4N[2]) controls if the
device will be in DPD or Standby mode after the completion of POR (see Table 52). If the DPDPOR bit is enabled
(CFR4N[2] =1) the device isin DPD mode after power up. A Hardware reset (RESET#) required to return the device
to Standby mode after POR.

A
Ve (Max)
Vee (Min)
Full
—tpy——W——Device—
Access

Figure 63 Power up
4.,15.2 Power down

During power down or voltage drops below V¢(cut-off), the voltage must drop below V¢ (LOW) for a period of
tpp for the part to initialize correctly on power up (see Figure 64). If during a voltage drop the V stays above
Vcc(cut-off) the part will stay initialized and will work correctly when V¢ is again above Vcc(min). In the event
POR did not complete correctly after power up, the assertion of the RESET# signal will restart the POR process.

A
V0 (MAX) e
H*No Device Access AIIowed4>§
L T e S e
~—tpy—W—Access
| Allowed
Ve (Cut-off)  f-mmmmm e o
Voo (Low) {2 N
Figure 64 Power down and voltage drop
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4.15.3 Power up and power down sequence
The following power sequence needs to be followed for the guaranteed reliable operation of HL-T/HS-T devices:

* Apply V¢ before Vg during power up sequence. Ve and Vecq can be applied simultaneously during power
up, as long as V¢cq does not exceed V.

« During the power down mode, reduce the Vcq before Vec. Ve and Vg can be reduced simultaneously during
power down, as long as V¢cq does not exceed V.

« Itis recommended to keep Veeq < V.

Vee i \
Bl e V2 — ety
7 7 7 7 S N N N
Veea v NN N N
L s NN
ifPower Up+j<—Norm al Operation—»j‘—PD%V\\I’vir—Ni
Figure 65 Power up and power down sequence
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5 Registers

Registers are small groups of storage cells used to configure as well as report the status of the device operations.
HL-T/HS-T family of devices use separate nonvolatile and volatile storage groups to implement the different
register bit types for legacy compatibility as well as new functionality. Each register is organized as a group of
volatile bits with associated nonvolatile bits (if permanence is required). During power-up, hardware reset or
software reset, the data in the nonvolatile bits of the register is transferred to the volatile bits to provide the
default state of the volatile bits. When writing new data to nonvolatile bits of the register, the volatile bits are also
updated with the new data. However, when writing new data to the volatile register bits the nonvolatile bits
retain the old data. The register structure is shown in Figure 66.

Register exampe)
[ Bit[7] I Bit[6] I BIT[S]I Bit[4] I Bit[3] I Bit[2] I Bit[1] I Bit[0] ]

Implementation J

4 4

Non-volatile (Memory Core) Volatile (Registers)
[ NBit[7] I NBit[6] I NBit[5] I NBit[4] I NBit[3] I NBit[2] I NBit[1] I NBit[0] ] [vsle I VBIT[6] I VBIT[5] I VBIT[4] I VBIT[3] I VBIT[2] I VBIT[1] I VBIT[0] ]
[ [ [} i i i Y Y /Y Y
\ X ! \
Figure 66 Register structure
| =\
Non-Volatile b U Volatile
(Memory Core) : H?,:/N;: s:t (Registers)
e s ez o] |» SWReset e e e ) ()
e NV Program T
e CS# Signaling l
Reset
Device Configuration
Figure 67 Data movement within register components
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5.1 Register naming convention
Table 40 Register bit description convention
Factory
Bit Number Name | Function Read/Write Default Description
(binary)
Format:
REGNAME#T([x] Possible Options: Possible Description of the Configuration bit
T=N,V,0 N/A - Not Applicable Options: 0 =Option ‘0’ selection of the Bit
- R - Readable Only ’ 1=0Option '1' selection of the Bit
Descending R/W - Readable and Writable 0
Order R/1- Readable and OTP 1 Dependency: Is this Bit part of a function which
requires multiple bits for implementation?
5.2 Status register 1 (STR1x)

Status Register 1 contains both status and control bits. The functionality of supported Status Register 1 type is
described in Table 41.

Table 41 Status register 112!
Bit Read/Write Factory
number Name Function N = Nonvolatile default Description
V =Volatile (binary)
STRIN[7] RESRVD | Reserved for Future N->R 0 This bit is Reserved for future use. This bit must always be
STR1V[T7] Use V->R written/loaded to its default state.
Description: The PRGERR bit indicates program operation success
or failure. When the PRGERR bit is set to a ‘1’, it indicates that there
was an error in the last programming operation. PRGERR bit is also
set when a program operation is attempted within a protected
memory region. When PRGERR is set, it can only be cleared with the
Clear Program and Erase Failure Flags (CLPEF_0_0) transaction or a
Programming Error hardware/software reset.
STR1V[6] PRGERR Staﬁjs Flag & V->R 0 Note The device will only go to standby mode once the PRGERR flag
is cleared.
Selection Options:
0 = Last programming operation was successful
1 = Last programming operation was unsuccessful
Dependency: N/A
Description: The ERSERR bit indicates erase operation success or
failure. When the ERSERR bitis set to a ‘1, it indicates that there was
an error in the last erasing operation. ERSERR bit is also set when a
erase operation is attempted within a protected memory sector.
When ERSERR is set, it can only be cleared with the Clear Program
and Erase Failure Flags (CLPEF_0_0) transaction or a
Erasing Error Status hardware/software reset.
STR1V[5] ERSERR Flag & V->R 0 Note The device will only go to standby mode once the ERSERR flag
is cleared.
Selection Options:
0 = Last erase operation was successful
1 = Last erase operation was unsuccessful
Dependency: N/A
Description: The LBPROT[2:0] bits define the memory array size to
be protected against program and erase transactions. Based on the
LBPROT[2:0] configuration, either top 1/64, 1/4, 1/2, etc. or bottom
If PLPROT = 0 1/64,1/4,1/2, etc., or up to the entire array is protected.
Note If PLPROT bit - Permanent Locking selection of Legacy Block
N->R/W Protection and 4KB Sector Architecture (CFR1x[4]) is set to a ‘1’, the
. Legacy Block V->R/W LBPROT[2:0] bits cannot be erased or programmed.
STR1N[4:2] LBPROT[2:0] Protection based 000
STR1V[4:2] ' Memory Array size Selection Options:
selection If PLPROT =1 000 = Protection is disabled
N->R 001 = 1/64th of the (top/bottom) array protection is enabled
V->R 010 = 1/32nd of the (top/bottom) array protection is enabled
111 = All sectors are protected
Dependency: TBPROT (CFR1x[5])
Note

22.STR1x value during POR, Hardware Reset, Software Reset, DPD Exit, and CS# Signaling Reset is not valid.
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Table 41 Status register 122! (Continued)

Bit Read/Write Factory
number Name Function N = Nonvolatile default Description
V =Volatile (binary)

Description:

The WRPGEN bit must be set to ‘1’ to enable all program, erase or
register write operations - it provides protection against inadvertent
changes to memory or register values. The Write Enable
(WRENB_0_0) transaction set the WRPGEN bit to '1' to allow
program, erase or write transactions to execute. The Write Disable
(WRDIS_0_0) transaction resets WRPGEN to a ‘0’ to prevent all
program, erase, and write transactions from execution. The
Write/Program VoR 0 WRPGEN bit is cleared to ‘0’ at the end of any successful program,
Enable Status Flag : erase or register write operation. After a power down / power up
sequence

or a hardware/software reset, the Deep Power Down WRPGEN bit is
cleared to ‘0.

STR1V[1] WRPGEN

Selection Options:
0 = Program, erase or register write is disabled
1=Program, erase or register write is enabled

Dependency: N/A

Description:

The RDYBSY bit indicates whether the device is performing an
embedded operation or is in standby mode ready to receive new
transactions.

Note The PRGERR and ERSERR status bits are updated while RDYBSY
is set. If PRGERR or ERSERR are set, the RDYBSY bit will remain set

. indicating the device is busy and unable to receive new transactions.
Device Ready/Busy V->R 0 A Clear Program and Erase Failure Flags (CLPEF_0_0) transaction

STR1V[0] RDYBSY
Status Flag must be executed to return the device to standby mode.

Selection Options:

0 = Device is in standby mode ready to receive new operation trans-
actions

1=Device is busy and unable to receive new operation transactions

Dependency: N/A

Note
22.STR1x value during POR, Hardware Reset, Software Reset, DPD Exit, and CS# Signaling Reset is not valid.

Table 42 PRGERR summary
Error flag Symbol Conditions
Bits cannot be programmed '1' to '0’
Trying to program in a protected region
If ASPO[2] or ASPO[1] is 0, any nonvolatile register write attempting to change the value of CFR1N[6:2]/CFR1V[6:2]
Program Error PRGERR After the Password Protection Mode is selected and ASP Password Register update transaction executed
SafeBoot Failure
Configuration Failure
Table 43 ERSERR summary
Error flag Symbol Conditions
Sector Device Erase - All bits cannot be erased to '1's
Trying to erase a protected region
Erase Error ERSERR
Register Erase - All bits cannot be erased to '1's during Erase portion of Register Write
SafeBoot Failure
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5.3

Table 44

Status register 2 (STR2x)

Status Register 2 provides device status on operations. The functionality of supported Status Register 2 type is
described in Table 44.

Status register 2

[23]

Bit
number

Name

Function

Read/Write
N = Nonvolatile
V =Volatile

Factory default
(binary)

Description

STR2V[7:5]

RESRVD

Reserved for Future Use

V->R

This bit is Reserved for future use. This bit must always be
written/loaded to its default state.

STR2V[4]

DICRCS

Memory Array Data Integrity
Cyclic Redundancy Check
Suspend Status Flag

Description: The DICRCS bit is used to determine when the
device is in Memory Array Data Integrity Cyclic Redundancy
Check suspend mode.

Selection Options:

0=Memory Array Data Integrity Cyclic Redundancy Check is
not in suspend mode

1=Memory Array Data Integrity Cyclic Redundancy Check is
in suspend mode

Dependency: N/A

STR2V[3]

DICRCA

Memory Array Data Integrity
Cyclic Redundancy Check
Abort Status Flag

Description: The DICRCA bit indicates that the Memory Array
Data Integrity CRC calculation operation was aborted. The
abort condition is based on ending address (ENDADD) and
starting address (STRADD) relationship. If ENDADD <
STRADD + 3, then DICRCA will be set and the device will
return to the Standby state. DICRCA flag gets cleared at the
next Data Integrity CRC calculation operation when ENDADD
> STRADD + 3.

Selection Options:

0=Memory Array Data Integrity CRC calculation Is not
aborted

1=Memory Array Data Integrity CRC calculation is aborted

Dependency: N/A

STR2V[2]

SESTAT

Sector Erase Success/Failure
Status Flag

V->R

Description: The SESTAT bit indicates whether the erase
operation on the sector completed successfully. Evaluate
Erase Status transaction (EVERS_4_0) must be executed
prior to reading SESTAT bit which specifies the sector
address.

Selection Options:

1=Addressed sector (EVERS_4_0) was erased successfully
0 =Addressed sector (EVERS_4_0) was not erased success-
fully

Dependency: N/A

STR2V[1]

ERASES

Erase operation Suspend
Status Flag

Description: The ERASES bit is used to indicate if the Erase
operation is suspended.

Selection Options:
0 = Erase operation is not in suspend mode
1=Erase operation is in suspend mode

Dependency: N/A

STR2V[0]

PROGMS

Program operation Suspend
Status Flag

Description: The PROGMS bit is used to indicate if the
Program operation is suspended.

Selection Options:
0=Program operation is not in suspend mode
1="Program operation is in suspend mode

Dependency: N/A

Note

23.STR2x value during POR, Hardware Reset, Software Reset, DPD Exit, and CS# Signaling Reset is not valid. STR2x bits are valid only when STR1V[0] /
RDYBSY =0.
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5.4 Configuration register 1 (CFR1x)
Configuration Register 1 controls interface and data protection functions.
Table 45 Configuration register 1
Bit Read/Write Factory
number Name Function N=Nonvolatile | default Description
V =Volatile (binary)
CFRIN[7] N->R/W This bit is Reserved for future use. This bit must always be
CFR1V[T] RESRVD | Reserved for Future Use V->R/W 0 written/loaded to its default state.
If PLPROT=0 Description: The SP4KBS bit selects whether the 4KB sectors are
N -> R/W grouped together or evenly split between High and LOW address
. . V->R ranges.
CFRIN[6] Split 4KB Sectors selection - ] .
SP4KBS | between top and bottom 0 Selection Options:
CFR1V[6] address space If PLPROT = 1 0 =4KB Sectors are grouped together
N->R 1=4KB Sectors are split between High and Low Addresses
V->R Dependency: TB4KBS(CFR1N[2])
Description: The TBPROT bit selects the reference point of the
Legacy Block Protection bits (LBPROT[2:0]) in the Status Register on
whether the protection starts from the top or starts from the bottom
If PLPROT = 0 of the address range.
The bit also selects a memory address range (lowest or highest) to
N->R/W remain readable is available for reading during Read Password
CFRINS] Top or Bottom Protection V->R Protection mode even before a successful Password entry is
CFRIV[S] TBPROT | selection for Legacy 0 completed.
Protection Mode If PLPROT =1 Selection Options:
N->R 0 = Legacy Protection is applicable in the top half of the address
V->R range
1=Legacy Protection is applicable in the bottom half of the address
range
Dependency: LBPROT([2:0] (STR1x[3:1])
Description: The PLPROT bit permanently protects the Legacy Block
Protection and 4KB Sector location. It thereby permanently protects
the memory array protection scheme and sector architecture.
Note PLPROT protects LBPROT[2:0], SP4KBS, TBPROT, and TB4KBS
Permanent Locking bits from program and erase, and it is recommended to configure
CFR1IN[4] selection of Legacy Block N->R/1 these bits before configuring the PLPROT bit.
PLPROT L 0
CFR1V[4] Protection and 4KB Sector V->R - —
Architecture Selection Options:
0 = Legacy Block Protection and 4KB Sector Location are not
protected
1= Legacy Block Protection and 4KB Sector Location are protected
Dependency: N/A
CFRIN[3] N ->R/W This bit is Reserved for future use. This bit must always be
CFR1V[3] RESRVD | Reserved for Future Use V->R/W 0 written/loaded to its default state.
_ Description:
If PLPROT =0 The TB4KBS bit defines the logical address location of the 4KB sector
N->R/W block. The 4KB sector block replaces thefitting portion of the highest
CFRIN[2] Top or Bottom Address V->R or lowest address sector.
CFRIV[2] TB4KBS Eggg)ersBelgecclzlon for 4KB ) 0 Selection Options:
If PLPROT =1 0 = 4KB Sector Block is in the bottom of the memory address space
N->R 1=4KB Sector Block is in the top of the memory address space
V>R Dependency: SP4KBS (CFR1x[6])
CFRIN[1] N->R/W This bit is Reserved for future use. This bit must always be
CFR1V[1] RESRVD | Reserved for Future Use V->R/W 0 written/loaded to its default state.
Description:
The TLPROT bit temporarily protects the Legacy Block Protection
and 4KB Sector location. Upon power-up or a hardware reset,
TLPROT is set to its default state. When selected, it protects the
memory array protection scheme and sector architecture from any
. changes.
CFRINO] Iglz]&?girgfL&Cgl(zz:gﬁBlock N->R Note TLPROT protects LBPROT[2:0], SP4KBS, TBPROT, and TB4KBS
) bits from program and erase.
CFR1V[0] TLPROT Protection and Sector Archi- V->R/W 0 prog
tecture Selection Options:
0 = Legacy Block Protection and 4KB Sector Location are not
protected
1=Legacy Block Protection and 4KB Sector Location are temporarily
protected
Dependency: N/A
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Table 46 4KB parameter sector location selection
SP4KBS TB4KBS 4KB location
0 0 4KB physical sectors at bottom (Low address)
0 1 4KB physical sectors at top, (High address)
1 X 4KB Parameter sectors are split between top (High Address) and bottom (Low Address)
Table 47 PLPROT and TLPROT protection
PLPROT TLPROT Array protection and 4K sector
0 0 Unprotected (Unlocked)
1 X TBPROT, LBPROTX, SP4KBS, TB4KBS - Permanently Protected (Locked)
0 1 TBPROT, LBPROTX, SP4KBS, TB4KBS - Protected (Locked) till next Power-down
5.5 Configuration register 2 (CFR2x)

Configuration Register 2 controls memory read latency and address byte length selection.

Table 48 Configuration register 2
Bit Read/Write Factory
number Name Function N =Nonvolatile | default Description
V =Volatile (binary)
Description:
The ADRBYT bit controls the expected address length for all
instructions that require address and is selectable between 3
Bytes or 4 Bytes.
CRRINITL | onvr | Aclaciion bemmeosaora | N>R 0
CFR2V[7] bytes for Instructions V->R/W Selection Options:
Y 0 = Instructions will use 3 Bytes for address
1 =Instructions will use 4 Bytes for address
Dependency: N/A
CFR2N[6:4] N->R/W These bits are Reserved for future use. This bit must always be
CFR2V[6:4] RESRVD Reserved for Future Use V->R/W 000 written/loaded to its default state.
Description: The MEMLAT[3:0] bits control the read latency
(dummy cycles) delay in all variable latency memory array and
nonvolatile register read transactions. MEMLAT selection allows
the userto adjust theread latency during normal operation based
on different operating frequencies.
Memory Array Read
CFR2NI[3:0] MEMLAT[3:0] Latency selection - N->R/W 1000 Selection Options:
CFR2V[3:0] : Dummy cycles required V->R/W 0000 = 0/5 Latency Cycles Selection based on transaction
for initial data access opcodes
1111= 15/28 Latency Cycles Selection based on transaction
opcodes
Dependency: N/A
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Table 49 Latency code (cycles) versus frequency!?* 2> 27]
SDR SPI read transactions (MHz) SDR octal read transactions DDR octal read transactions
Y Py (MHz) (MHz)
(15-15-1S | 15-15-8S) (85-85.85) (8D-8D-8D)
Latency code | Number of cycles RDAY2_C_0 RDAY1_4_0 RDAY2_4_0
(1-1-1/8-8-8) RDSSR_4_0 RDSSR_4_0 RDSSR_4_0
RDARG_C_0126] RDARG_4_0126] RDARG_4_0126]
RDECC_4_0 RDECC_4_0 RDECC_4_0
RDPPB_4_0 RDPPB_4_0 RDPPB_4_0
0000 0/5 50 50 42
0001 116 68 64 57
0010 2/8 81 92 85
0011 3/10 93 121 107
0100 4712 106 150 121
0101 5/14 118 166 (HL-T) / 178 (HS-T) 135
0110 6/16 131 200 150
0111 7/18 143 200 164
1000 8/20 156 200 166 (HL-T) / 178 (HS-T)
1001 9/22 166 200 192
1010 10/23 166 200 200
1011 11724 166 200 200
1100 1225 166 200 200
1101 13/26 166 200 200
1110 1427 166 200 200
111 15/ 28 166 200 200
Notes

24.When using the ECC error reporting mechanisms, the read output data must be at least 2 bytes for correct ECC reporting.
25. CK frequency > 200MHz SDR, or > 200MHz DDR is not supported by HS-T family of devices and CK frequency > 166MHz SDR, or > 166MHz DDR is not

supported by HL-T family of devices.

26.RDARG_C_0 and RDARG_4_0 uses these latency cycles for reading nonvolatile registers.
27.RSFDP_3_0 always have a dummy cycle of eight and the maximum frequencies for different interfaces related to eight dummy cycles.
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5.6

Configuration register 3 (CFR3Xx)

Configuration Register 3 controls transaction behavior.

Table 50 Configuration register 3
Bit Read/Write Factory
number Name Function N=Nonvolatile | default Description
V =Volatile (binary)
Description: The VRGLAT[1:0] bits control the read latency (dummy
. . cycles) delay in all variable latency register read transactions.
Volatile Register Read VRGLAT[1:0] selection allows the user to adjust the read latency during
CFR3N[7:6] VRGLAT[L:0] I[-)autr‘;r;% if,lf[ggon - N ->R/W 00 normal operation based on different operating frequencies.
CFR3V[T:6] . required for initial V->R/W Selection Options:
data access 00, 01, 10, 11 Latency Cycles Selection based on transaction opcodes
Dependency: N/A
Description: When this feature is enabled an erase transaction first
evaluates the erase status of the sector. If the sector is found to erased,
the erase operation is aborted. In other words, the erase operation is
. only executed if programmed bits are found in the sector. Disabling
Blank Check selection BLKCHK executes an erase operation unconditionally.
CFR3NI[5] BLKCHK | during Erase N ->R/W 0
CFR3V[5] operation for better V->R/W Selection Options:
endurance 0 =Blank Check is disabled before executing an erase operation
1=Blank Check evaluation is enabled before executing an erase
operation
Dependency: N/A
Description: The PGMBUF bit selects the Programming Buffer size
which is used for page programming. Program buffer size affects the
device programming time.
Note If programming data exceeds the program buffer size, data gets
CFR3N[4] PGMBUE | Program Buffer Size N->R/W 0 wrapped.
CFR3V[4] selection V->R/W Selection Options:
0 =256 Byte Write Buffer Size
1=512 Byte Write Buffer Size
Dependency: N/A
Description: The UNHYSA bit selects between uniform (all 256KB
sectors) or hybrid (4KB sectors and 256KB sectors) sector architecture.
If hybrid sector architecture is selected, 4KB sector block is made part
of the main Flash array address map. The 4KB sector block can overlay
at either the highest or the lowest address range of the device. If
uniform sector architecture is selected, 4KB sector block is removed
) . from the address map and all sectors are of uniform size.
CFR3N[3] Uniform or Hybrid N -> R/W Note Hybrid sector architecture also enables 4KB Sector Erase trans-
CFR3V[3] UNHYSA | Sector Architecture V->R 0 action (20h). Otherwise, 4KB Sector Erase transaction, if issued, is
Selection ignored by the device.
Selection Options:
0= Hybrid Sector Architecture (combination of 4KB sectors and 256KB
sectors)
1 =Uniform Sector Architecture (all 256KB sectors)
Dependency: SP4KBS(CFRIN[6]), TB4KBS(CFR1N[2])
CFR3N([2] Reserved for Future N->R/W
crraviz) | RESRYD fuse V> R/W 0
CFR3N[1] RESRVD | Reserved for Future N->R/W 0 This bit is Reserved for future use. This bit must always be
CFR3V[1] Use V->R/W written/loaded to its default state.
CFR3N[0] Reserved for Future N ->R/W
crravio] | RESRYD fuse V> R/W 0
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Table 51 Register latency code (cycles) versus frequency!?® 31l
SDR SPI register transaction latency dummy cycles SDR octal register transactions DDR octal register transactions
(1s-15-15)[28] latency dummy cycle (8S-8S-8S) latency dummy cycle (8D-8D-D8)
RDARG_4_03! RDARG_4_0!3"]
Latency code o | RDPLBOO RDPLB_4_0 RDPLB_4_0
RDARG_C_0O RDIDN_0_0 RDDYB_4_0 RDDYB_4_0
Frequency RDDYB_4_0 RDSR1_0_0 Frequency RDIDN_4_0 Frequency RDIDN_4_0
RDSR2_0_0 RDSR1_4 0 RDSR1_4_0
RDSR2_4_0 RDSR2_4_0
00 50MHz 0 0 50MHz 3 25MHz 3
01 133MHz 1 0 133MHz 4 66MHz 4
166MHz (HL-T) /
10 133MHz 1 1 166MHz 5 200MHz (HS-T) 5
11 166MHz 2 2 200MHz 6 200MHz 6
Notes

28.CK frequency > 166MHz SDR, is not supported.
29.RDUID_4_0 alway has 32 cycles of latency. Maximum frequency under SDR SPI is 166MHz, under HS-T SDR/DDR Octal is 200MHz and under HL-T

SDR/DDR Octal is 166MHz.

30.RDARG_C_0 and RDARG_4_0 uses these dummy cycles for reading volatile registers.
31.RDCRC_4_0 alway has 8 cycles of latency. Maximum frequency under SDR SPI is 166MHz, under HS-T SDR/DDR Octal is 200MHz and under HL-T
SDR/DDR Octal is 166MHz

5.7

Configuration register 4 (CFR4x)

Configuration Register 4 controls the main Flash array read transactions burst wrap behavior and output driver impedance.

Table 52 Configuration register 4
. Read/Write
num'lt) er Name Function N = Nonvolatile Fadég:x:ref)ault Description
V =Volatile y
Description: The IOIMPD[2:0] bits select the 10 driver output
impedance (drive strength). The output impedance configu-
ration bits adjust the drive strength during normal device
operation to meet system signal integrity requirements.
Selection Options:
CFRA4N[T:5] N ->R/W o
: . 1/O Driver Output -> 001=120Q
CFRA4V[T:5] I0IMPD[2:0] Impedance selection V->R/W 101 010=90Q
011=60Q
100 =450
101 =30Q (Factory Default)
110=20Q
111=15Q
Dependency: N/A
Description: The RBSTWP bit selects the read burst wrap
feature. It allows the device to enter and exit burst wrapped
read mode during normal operation. The wrap length is
selected by RBSTWL[1:0] bits.
CFR4N[4] RBSTWP | Read BurstWrap Enable N->R/W 0 y [1:0]
CFRA4V[4] selection V->R/W Selection Options:
0 = Read Wrapped Burst disabled
1=Read Wrapped Burst enabled
Dependency: RBSTWL[1:0] (CFR4x[1:0])
Description: The ECC12S bit selects between 1-bit ECC error
detection/correction or both 1-bit ECC error detection and
correction and 2-bit ECC error detection. This configuration
option affects Address Trap Register and ECC Counter
Register functionalities as well. The host needs to erase and
Error Correction Code reprogram the data in the SEMPER™ Flash memory upon ECC
CFR4N[3] ECC12S (ECC) 1-bit or 1-bit/2-bit N ->R/W 1 configuration change (1-bit correction to 1-bit correction and
CFR4V[3] error correction V->R/W 2-bit detection or vice versa).
selection Selection Options:
0= 1-bit ECC Error Detection/Correction
1 =1-bit ECC Error Detection/Correction and 2-bit ECC error
detection
Dependency: N/A
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Table 52 Configuration register 4 (Continued)
. Read/Write
nulr?;}a or Name Function N = Nonvolatile Fadéf)'i'x aclref)ault Description
V =Volatile Y
Description: The DPDPOR bit selects if the device will be in
either Deep Power Down (DPD) mode or the Standby mode
after the completion of POR. If enabled, DPDPOR configures
the device to start in DPD mode to reduce current
Deep Power Down consumption until the device is needed. If the device is in
We w DPD, apulse on CS#oraHardware reset will return the device
CFR4N[2] DPDPOR | POWer saving mode N ->R/W 0 to Standby mode.
CFR4V[2] entry selection upon V->R
POR Selection Options:
0 = Standby mode is entered upon the completion of POR
1 =Deep Power Down Power mode is entered upon the
completion of POR
Dependency: N/A
Description: The RBSTWL[1:0] bits select the read burst wrap
length and alignment during normal operation. It selects the
fixed length/aligned group of 8-, 16-, 32-, or 64-bytes.
CFR4NI1:0 N - R/W Selection Options:
(O] | pasTwLLL:0] SReelae‘it?gr:Stwrap Length / 00 00 = 8 Bytes Wrap length
CFRAVIL:0] V->R/W 01 = 16 Bytes Wrap length
10 = 32 Bytes Wrap length
11 =64 Bytes Wrap length
Dependency: RBSTWP (CFR4x[4])
Table 53 Output Data Wrap Sequence
Wra|(obt;/<t>el.|sn)dary Star::gf)ress Address sequence (Hex)
Sequential XXXXXX03 03, 04, 05, 06, 07, 08, 09, OA, 0B, 0C, 0D, OE, OF, 10, 11, 12, 13, 14, 15, 16, 17, 18.
8 XXXXXX00 00, 01, 02, 03, 04, 05, 06, 07, 00, 01, 02.
8 XXXXXX07 07, 00, 01, 02, 03, 04, 05, 06, 07, 00, 01.
16 XXXXXX02 02, 03, 04, 05, 06, 07, 08, 09, 0A, 0B, 0C, 0D, OE, OF, 00, 01, 02, 03.
16 XXXXXX0C 0C, 0D, OE, OF, 00, 01, 02, 03, 04, 05, 06, 07, 08, 09, 0A, 0B, 0C, 0D, OE.
0A, 0B, 0C, 0D, OE, OF, 10, 11, 12, 13, 14, 15, 16, 17, 18, 19, 1A, 1B, 1C, 1D, 1E, 1F, 00, 01, 02, 03, 04, 05, 06, 07, 08,
32 XXXXXXOA 09, 0A, 0B, 0C, 0D, OE, OF.
32 KXXXXXAE 1E, 1F, 00, 01, 02, 03, 04, 05, 06, 07, 08, 09, OA, 0B, 0C, 0D, OE, OF, 10, 11, 12, 13, 14, 15, 16, 17, 18, 19, 1A, 1B, 1C,
1D, 1E, 1F, 00.
03, 04, 05, 06, 07, 08, 09, 0A, 0B, 0C, 0D, OE, OF, 10, 11, 12, 13, 14, 15, 16, 17, 18, 19, 1A, 1B, 1C, 1D, 1E, 1F, 20, 21,
64 XXXXXX03 22,23, 24, 25, 26, 27, 28, 29, 2A, 2B, 2C, 2D, 2E, 2F, 30, 31, 32, 33, 34, 35, 36, 37, 38, 39, 3A, 3B, 3C, 3D, 3E, 3F 00,
01, 02.
2E, 2F, 30, 31, 32, 33, 34, 35, 36, 37, 38, 39, 3A, 3B, 3C, 3D, 3E, 3F, 00, 01, 02, 03, 04, 05, 06, 07, 08, 09, OA, 0B, 0C,
64 XXXXXX2E 0D, OE, OF, 10, 11, 12, 13, 14, 15, 16, 17, 18, 19, 1A, 1B, 1C, 1D, 1E, 1F, 20, 21, 22, 23, 24, 25, 26, 27, 28, 29, 2A, 2B,
2C, 2D.
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5.8 Configuration register 5 (CFR5x)
Configuration Register 5 controls the Octal interface device behavior.
Table 54 Configuration register 5
. Read/Write
nurBr::)er Name Function N = Nonvolatile Facii?;i'x:ref)ault Description
V =Volatile y
glﬁggv[[;]] RESRVD Reserved for Future Use c : E;\\//\IV 0
CFR5N[6] N->R/W These bits are Reserved for future use. This bit must always be
CFR5V[6] RESRVD Reserved for Future Use V->R/W 1 written/loaded to its default state.
CTRoNeZ] |RESRVD | ReservedforFutureUse | 1~ E;\\//VV 0000
Description: The SDRDDR bit selects between SDR or DDR for
all data transfers to the device. Based on SDRDDR selection,
all transactions either are SDR or DDR.
Note SDRDDR bit only controls the interface for Octal mode
CFR5N([1] Octal SPI SDR or DDR N ->R/W (8-8-8).
SDRDDR N 0
CFRSV[1] selection V->R/W Selection Options:
0=SDR enabled
1=DDRenabled
Dependency: N/A
Description: The OPI-IT bit selects the I/O width of the device
to be 8-bits wide. When configured to 8-bits (OPI-IT) all trans-
actions require Opcode, Address and Data always sent on all
Octal Interface and eight 1/0s.
CFR5N[0] ‘ N ->R/W
CFR5V[0] Sl szgtt?f:;tstglggi'g}éz%) V->R/W 0 Selection Options:
0=DataWidth setto 1 bit wide (1x) - Legacy Single SPI Protocol
1 =Data Width set to 8 wide (8x) - Octal Protocol
Dependency: N/A
5.9 Interface CRC enable register (ICEV)
Interface CRC Enable Register controls the enabling/disabling of the Interface CRC function.
Table 55 Interface CRC enable register
. Read/Write
nuﬁ:z or Name Function N =Nonvolatile Faciégli'x adref)ault Description
V =Volatile y
. Reserved for Future This bit is Reserved for future use. This bit must always be
ICEV[7:1] | RESVRD Use V>R 0000000 written/loaded to its default state.
Description: The ITCRCE bit controls enabling/disabling of the
Interface CRC function.
Interface CRC Selection Options:
ICEVIO] ITCRCE Selection V->R/W 0 0 =Interface CRC Enabled
1=Interface CRC Disabled
Dependency: N/A
5.10 Interface CRC check-value register (ICRV)

The Interface CRC Check-value Register (ICRV) stores the results of the CRC calculation on the command and Data
Content over the interface for Protection.

Table 56 Interface CRC check-value register
. Read/Write
nulr;nlllt) or Name Function N = Nonvolatile Fad&’x:ff)au“ Description
V =Volatile Y
Description: The ITCRCV[31:0] bits store the check-value of the
CRC process on the memory array data contained within the
tarting add d the ending address.
ICRV[31:0] | ITCRCV[31:0] ?ﬁzzfscfrr?sglue V>R OxFFFFFFFE | St2rting address and the ending address

Selection Options: Checksum Value
Dependency: N/A
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5.11 Memory array data integrity check CRC register (DCRV)

The memory array Data Integrity Check CRC Register (DCRV) stores the results of the CRC calculation on the data
contained between the specified starting and ending addresses.

Table 57 Memory array data integrity check CRC register
. Read/Write
nuzter Name Function N =Nonvolatile Faciéﬁli'x:ref)ault Description
V =Volatile Yy

Description: The DTCRCV[31:0 bits store the checksum value of
the CRC process on the memory array data contained within the

Memory Array Data starting address and the ending address.
DCRV[31:0] | DTCRCV[31:0] | CRC Checksum V->R 0x00000000
Value Selection Options: Checksum Value

Dependency: N/A

5.12 ECC status register (ESCV)

The ECC Status Register (ESCV) contains the ECC status of any error correction action performed on the unit data
whose byte was addressed during last read.

Note Unit data is defined as the number of bytes over which the ECC is calculated. HL-T/HS-T family devices have
a 16 bytes (128 bits) unit data.

Table 58 ECC status register
. Read/Write
nuﬁﬁa er Name Function N =Nonvolatile Fm(m :ref)ault Description
V =Volatile Yy
. Reserved for Future This bit is Reserved for future use. This bit must always be
ECSV[T:5] RESRVD Use V>R 000 written/loaded to its default state.
Description: The ECC2BT bit indicates that a 2-bit ECC Error was
detected in the data unit (16 bytes). A Clear ECC Status Register
transaction (CLECC_0_0) will reset ECC2BT.
Note ECC2BT is updated every time any memory address is read
and is sticky, i.e. once it is set, it remains set. The ECC2BT status
. is maintained until a Clear ECC Status Register transaction
ECSV[4] gccot | ECC Error2-bit Error V->R 0 (CLECC_0_0) is executed.
Detection Flag Note ECC1BT is not valid if ECC2BT status flag is set.

Selection Options:
0= No 2-Bit ECC Error was detected in the data unit (16 bytes)
1=2-bit ECC Error was detected in the data unit (16 bytes)

Dependency: CFR4x[3]

Description: The ECC1BT bit indicates that a 1-bit ECC Error was
detected and corrected in the data unit (16 bytes). A Clear ECC
Status Register transaction (CLECC_0_0) will reset ECC1BT.
Note ECC1BT is updated every time any memory address is read
and is sticky, i.e. once it is set, it remains set. The ECC1BT status

ECC Error 1-bit Error is maintained until a Clear ECC Status Register transaction
ECSV[3] ECC1BT Detection and V->R 0 (CLECC_0_0) is executed.

Correction Flag

Selection Options:
0=No 1-Bit ECC Error was detected in the data unit (16 bytes)
1=1-bit ECC Error was detected in the data unit (16 bytes)

Dependency: N/A

X Reserved for Future This bit is Reserved for future use. This bit must always be
ECSV[2:0] RESRVD Use V->R 000 written/loaded to its default state.
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5.13

ECC address trap register (EATV)

The ECC Address Trap Register (EATV) stores the address of the ECC unit data where either a 1-Bit/2-Bit error or
only a 1-Bit error occurred during a read operation. It stores the ECC unit address of the first ECC error captured
during a memory read operation since the last Clear ECC transaction.

Table 59 ECC address trap register
. Read/Write
nurBt:::Jer Name Function N = Nonvolatile Faciégli'xadref)ault Description
V =Volatile y

Description: The Address Trap Register (ECCATP[31:0]) stores
the ECC unit data address where a 1-Bit/2-Bit error occurred
during a read operation. ECCATP[31:0] stores the ECC unit
address of the first ECC error captured during a memory read
operation since the last Clear ECC Status Register transaction
(CLECC_0_0).

ECC 1-bit and 2-bit Note ECCATP[31:0] is only updated during Read Instruction.

EATV[31:0] | ECCATP[31:0] | Error Address Trap V->R 0x00000000 | Note Mask non-valid upper ECCATP address bits from ECC unit
Register address.

Note Clear ECC Status Register transaction (CLECC_0_0), POR
or Hardware/Software reset clears the EATV[31:0] to
0x00000000.

Selection Options: ECC Error Data Unit Address
Dependency: N/A

5.14

Table 60

ECC error detection count register (ECTV)

The ECC Error Detection Counter Register (ECTV) stores the number of either 1-Bit/2-Bit or only 1-Bit ECC errors
have occurred during read operations since the last POR or hardware/software reset.

ECC count register

Bit
number

Name

Function

Read/Write
N = Nonvolatile
V =Volatile

Factory default
(binary)

Description

ECTV[15:0]

ECCCNT[15:0]

ECC 1-bit and 2-bit

Error Count Register

V->R

0x0000

Description: The ECCCNT[15:0] stores the number of 1-bit/2-bit
ECC errors occurred during read operations since the last POR
or hardware/software reset.

Note ECCCNT[15:0] is only updated during Read Instruction.
Note Only one ECC error is counted for each data unit. If
multiple read transactions access the same unit data
containing an ECC error, the ECCCNT[15:0] willincrement each
time the unit data is read.

Note Once the count reaches OxFFFF, the ECCCNT[15:0] will
stop incrementing

Note POR or Hardware/Software reset clears the ECCNT[15:0]
to 0x0000.

Selection Options: ECC Error Count
Dependency: N/A
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5.15

Advanced sector protection register (ASPO)
The ASP Register (ASPO) configures the behavior of Advanced Sector Protection scheme.

Table 61 Advanced sector protection register
. Read/Write
nug:::) er Name Function N = Nonvolatile Faci(:gli'r): adref)ault Description
V =Volatile y
. Reserved for Future This bit is Reserved for future use. This bit must always be
ASPO[15:6] RESRVD Use N->R/1 1111111111 written/loaded to its default state.
Description: The ASPRDP bit selects the Read Password Mode
Protection mode. Read Password Protection mode works in
conjunction with Password Protection mode to protect all
sectors from Read/Erase/Program. Based on TBPROT configu-
Read Password Based ration bit (CFR1x[5]), either the top or bottom sector is available
R for reading.
ASPOLS] ASPRDP Protection Selection N->R/1 1 ne
Selection Options:
0 = Read Password Protection Mode is enabled
1=Read Password Protection Mode is disabled
Dependency: TBPROT (CFR1x[5])
Description: The ASPDYB bit selects whether all DYB bits
(sectors) are in the protected state following power-up or
hardware reset. DYB bits will individually need to be reset to
change sector protections.
Dynamic Protection - .
Selection Options:
ASPOL4] ASPDYB (DYB) for all sectors at N->R/1 1 0 = DYB based sector protection enabled at power-up or
power-up Selection hardware reset
1=DYB based sector protection disabled at power-up or
hardware reset
Dependency: N/A
Description: The ASPPPB bit selects whether all PPB bits are
one-time programmable making PPB sector protection
. permanent.
I(DF?Fr’rg)al;f:F;rglthnon Note ASPPPB disables PPB erase transaction (ERPPB_0_0).
ASPOI3] ASPPPB sectors programma- N->R/1 1 Selection Options:
bility Selection 0 = PPB bits are one-time programmable
1=PPB bits can be erased and programmed as desired
Dependency: N/A
Description: The ASPPWD bit selects the Password Protection
Mode. Password Protection mode protects all PPB bits till the
correct password is entered. The ASPPWD can also be used in
combination with the ASPRDP to protect all registers and all
memory from erase/program and to protect sectors from being
read as well till the correct password is provided - except for top
Password Based or bottom sector which is available for reading based on
ASPO[2] ASPPWD ; . N->R/1 1 TBPROT configuration bit (CFR1x[5]).
Protection Selection Note When ASPPWD is selected, ASPO[15:0], CFRIN[7:2] and
PWDO[63:0] are protected against Write operations.
Selection Options:
0= Password Protection Mode is enabled
1=Password Protection Mode is disabled
Dependency: N/A
Description: The ASPPER bit selects the Persistent Protection
Mode. The Persistent Protection mode (ASPPER) protects the
ASPO[15:0], CFR1x[6, 5, 4, 2] and CFR3x[3] registers from erase
Persistent Protection or program.
APOUI | ASPPER | Seection Regiter | N>R D seecionoptions
0 = Persistent Protection Mode is enabled
1= Persistent Protection Mode is disabled
Dependency: N/A
Description: The ASPPRM bit selects the Permanent Protection
Mode. The Permanent Protection mode (ASPPRM) permanently
protects the PPB bits from erase or program. ASPPRM bit should
be programmed once all the PPB based sector protections are
. finalized.
ASPO[0] ASPPRM gglren;?ir;intProtectlon N ->R/1 1 Note Permanent protection isindependent of the PPBLOCK bit.
Selection Options:
0 = Permanent Protection Mode is enabled
1=Permanent Protection Mode is disabled
Dependency: N/A
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5.16

ASP password register (PWDO)
The ASP Password Register (PWDO) is used to permanently define a password.

Table 62 Password register
. Read/Write
nurBr::) or Name Function N = Nonvolatile Fact(g:x ;iref)ault Description
V =Volatile Yy
Description: The PASWRD[63:0] permanently stores a
password used in password protected modes of operation.
OXFEEFEEFEFFFE When the Password Protection Mode is enabled, this register
PWDO[63:0] | PASWRD[63:0] | Password Register | N->R/1 F)IéFF will output the undefined data upon read password request.
Selection Options: Password
Dependency: N/A
5.17 ASP PPB lock register (PPLV)

The PPBLCK bit in the ASP PPB Lock Register (PPLV) is used to protect the PPB bits.

Table 63 ASP PPB lock register
. Read/Write
nug::)er Name Function N = Nonvolatile Fact(%:x:ref)ault Description
V =Volatile Yy
. Reserved for This bit is Reserved for future use. This bit must always be
PPLV[T:1] RESVRD Future Use V->R 0000000 written/loaded to its default state.
Description: The PPBLCK bit is used to temporarily protect all
the PPB bits.
PPB Temporary Selection Options:
PPLV[0] PPBLCK Protection V->R/W 1,ASPO[2:1] 1=PPB Bits can be erased or programmed
Selection 0=PPB bits are protected against erase or program till the next
POR or hardware reset
Dependency: N/A
5.18 ASP PPB access register (PPAV)

The ASP PPB Access Register (PPAV) is used to provide the state of each sector's PPB protection bit.

Table 64 ASP PPB access register
. Read/Write
nurBr::) er Name Function N = Nonvolatile Fac'ﬁ;‘{x aclref)ault Description
V =Volatile Y
Description: The PPBACS[7:0] bits are used to provide the state
of the individual sector's PPB bit.
Selection Options:
FF = PPB for the sector addressed by the Read PPB transaction
5 X Sector Based PPB } (RDPPB_4_0) is 1, not protecting that sector from program or
PPAV[7:0] | PPBACS[T:0] Protection Status N->R/W 11111111 erase operations
00=PPB for the sector addressed by the Read PPB transaction
(RDPPB_4_0)is 0, protecting that sector from program or erase
operations
Dependency: N/A
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5.19

Table 65

ASP dynamic block access register (DYAV)
The ASP DYB Access Register (DYAV) is used to provide the state of each sector's DYB protection bit.

ASP DYB access register

Bit
number

Name

Function

Read/Write
N = Nonvolatile
V =Volatile

Factory default
(binary)

Description

DYAVI[T7:0]

DYBACS[7:0]

Sector Based DYB
Protection Status

V->R/W

11111111

Description: The DYBACS[7:0] bits are used to provide the state
of the individual sector's DYB bit.

Selection Options:

FF = DYB for the sector addressed by the Read DYB transaction
(RDDYB_4_0) is 1, not protecting that sector from program or
erase operations

00 = DYB for the sector addressed by the Read DYB transaction
(RDDYB_4_0) is 0, protecting that sector from program or erase
operations

Dependency: N/A

5.20

AutoBoot register (ATBN)

The AutoBoot Register (ATBN) provides a means to automatically read boot code as part of the power-on reset,
or hardware reset process.

Table 66 AutoBoot register
. Read/Write
nug'::) or Name Function N = Nonvolatile Faciégri'x:ref)ault Description
V =Volatile Yy
Starting Address Description: The STADR[22:0] bits set the starting address from
ATN(319] | STADRI220) celection where N AW 00000000000000 which the device will output the read data.
’ ’ AutoBoot will start 000000000 Selection Options: Address Bits

reading data from
Dependency: N/A
Description: The STDLY[7:0] bits specify the initial delay (clock
cycles) needed by the host before it can accept data.
Note STDLY[7:0]=0x00 is valid for SPI up to 50MHz. STDLY[7:0]

AutoBoot Read =0x01 or higheris valid for SPI up to 166MHz. STDLY[7:0] = 0x05

ATBN[8:1] STDLY[7:0] | Starting Delay N ->R/W 00000000 or higher is valid for HL-T Octal up to 166MHz and HS-T Octal

Selection up to 200MHz.
Selection Options: Address Bits
Dependency: N/A
Description: The ATBTEN bit enables or disables the AutoBoot
feature.

AutoBoot Feature Selection Options:

ATBN[0] ATBTEN Selection N->R/W 0 0 =AutoBoot feature disabled
1 =AutoBoot feature enabled
Dependency: N/A
5.21 Sector erase count register (SECV)

The Sector Erase Count Register (SECV) contains the number of times the addressed sector has been erased.

Table 67 Sector erase count register
. Read/Write
nurBr:::Jer Name Function N = Nonvolatile Fadézri‘xadref)ault Description
V =Volatile y
Description: The SECCPT bit is used to determine if the
reported sector erase count is corrupted and was reset.
Note If SECCPT is set due to count corruption, it will reset
to 0 on the next successful erase operation on the selected
Sector Erase Count sector.
SECV[23] SECCPT - V->R 0x0
Corruption Status Flag Selection Options:
0 = Sector Erase Count is not corrupted and is valid
1 =Sector Erase Count is corrupted and is not valid
Dependency: N/A
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Table 67 Sector erase count register (Continued)
. Read/Write
nurBt::)er Name Function N = Nonvolatile Fadégri‘xadref)ault Description
V =Volatile y
Description: The SECVAL[22:0] bits store the number of
Sector Erase Count times a sector has been erased
SECV[22:0] SECVAL[22:0] Value V->R 0x000000 Selection Options: Value
Dependency: N/A
5.22 INT# pin configuration register (INCV) - octal only

The INT# pin Configuration Register (INCV) configures which internal event will trigger a HIGH to LOW transition
on the INT# output pin.

Notes

« When INCV disables a particular feature from driving the INT# pin, it will prevent the corresponding INSV bit(s)
from being updated.

+ Clearing a bit within INCV has no effect on INSV, and itis a system responsibility to independently clear the INSV

as required.
Table 68 Interrupt configuration register
. Read/Write
nuz:aer Name Function N = Nonvolatile Fact(gzxadef)ault Description
V =Volatile ry
Description: The INT# pin is an open-drain output used to
indicate to the host system that an event has occurred within
the memory device. The INTBEN bit enables or disables the
. functionality controlling INT# pin.
INT# pin Enable
INCV[7] INTBEN Selection V->R/W 1 Selection Options:
0 = INT# pin functionality is enabled
1=INT# pin functionality is disabled
Dependency: N/A
. Reserved for Future These bits are Reserved for future use. This bit must always be
INCV[6:5] RESRVD Use V->R/W u written/loaded to its default state.
Description: The REYBSY bit enables or disables whether
device ready/busy state will transition INT#.
Selection Options:
INCV[4] REYBSY ‘Rlzreaar:js)i/{i%tr{nsgelection V->R/W 1 0 = A Busy to Ready transition will cause a HIGH to LOW
transition on the INT# output
1 =Ready/Busy transitions will not transition the INT# output
Dependency: N/A
. Reserved for Future These bits are Reserved for future use. This bit must always be
INCV[3:2] RESRVD Use V->R/W u written/loaded to its default state.
Description: The ECC2BT bit enables or disables whether a
2-bit ECC detection error will transition INT#.
. Selection Options:
INCV[1] Eccopr | ECC2-bitError V->R/W 1 0=2-bit ECC detection will cause a HIGH to LOW transition the
Detection Selection0 INT# output
1=2-bit ECC detection will not transition the INT# output
Dependency: N/A
Description: The ECC1BT bit enables or disables whether a
1-bit ECC detection and correction error will transition INT#.
- Selection Options:
ECC 1-bit Error AR . . .
INCV[0] ECC1BT Detection and ' V> R/W 1 E&\/\ll_tbrlatni?tcioiettﬁgtllﬁ'?:gﬂti)otftrecnon will cause a HIGH to
Correction Selection 1=1-bit ECC detection and correction will not transition the
INT# output
Dependency: N/A
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5.23 INT# pin status register (INSV) - Octal Only
The INT# Pin Status Register (INSV) indicates which internal event(s) has occurred since the last time the ISR was
cleared.
Table 69 Interrupt status register
. Read/Write
nuz;er Name Function N=Nonvolatile Faci(:gri‘xadref)ault Description
V =Volatile y
. Reserved for Future These bits are Reserved for future use. This bit must always be
INSV[7:5] RESRVD Use V->R/W 111 written/loaded to its default state.
Description: The REYBSY bit indicates whether the device's
ready/busy status has caused a transition on INT#.
Ready/Busy } Selection Options:
INSV[4] REVBSY Transition V->RW 1 0 = A Busy to Ready transition has occurred
1=ABusy to Ready transition has not occurred
Dependency: N/A
. Reserved for Future These bits are Reserved for future use. This bit must always be
INSV[3:2] RESRVD Use V->R/W 1 written/loaded to its default state.
Description: The ECC2BT bit indicates whether a 2-bit ECC
detection error has caused a transition on INT#.
ECC 2-bit Error Selection Options:
INSV[1] ECC2BT Detection V->R/W 1 0 = 2-bit error detection has occurred
1=2-bit error detection has not occurred
Dependency: N/A
Description: The ECC1BT bit indicates whether a 1-bit ECC
correction error has caused a transition on INT#.
ECC 1-bit Error . .
; Selection Options:
INSV[0] ECC1BT Bgﬁfg(t:'t?gnand V->RW 1 0 = 1-bit error correction has occurred
1=1-bit error correction has not occurred
Dependency: N/A
5.24 Infineon® Endurance Flex architecture selection register (EFXx)

The Infineon® Endurance Flex architecture Selection registers (EFXx) define the long retention / high endurance
regions based on a four pointer based architecture.

Table 70 Infineon® Endurance Flex architecture selection register (pointer 4)
. Read/Write
nugﬁaer Name Function N = Nonvolatile Fact(z:xadref)ault Description
V =Volatile Y
Description: The EPTAD4[8:0] bits define the 9-bit address of
the beginning sector from where the long retention / high
Endurance Flex endurance region is defined.
EFX40[10:2] | EPTAD4[8:0] | Pointer 4 Address N->R/1 111111111
Selection Selection Options: Pointer Address
Dependency: N/A
Description: The ERGNT4 bit defines whether the regionis long
retention or high endurance.
Endurance Flex
Pointer 4 based Selection Options:
EFX40[1] ERGNT4 Region Type N->R/1 1 0 = Long Retention Sectors
Selection 1=High Endurance Sectors
Dependency: N/A
Description: The EPTEN4 bit define whether the wear leveling
pointer is enabled/disabled.
Endurance Flex - -
h Selection Options:
EFX40[0] EPTEB4 ggllgéfiroiEnable# N->R/1 1 0 = Pointer Address Enabled
1 =Pointer Address Disabled
Dependency: N/A
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Table 71 Infineon® Endurance Flex architecture selection register (pointer 3)
. Read/Write
num; or Name Function N=Nonvolatile Fact(gnifx :ff)au“ Description
V =Volatile y
Description: The EPTAD3[8:0] bits define the 9-bit address of
the beginning sector from where the long retention / high
Endurance Flex endurance region is defined.
EFX30[10:2] | EPTAD3[8:0] | Pointer 3 Address N->R/1 111111111
Selection Selection Options: Pointer Address
Dependency: N/A
Description: The ERGNT3 bit defines whether the region is
long retention or high endurance.
Endurance Flex ; —
EFX30[1]  |ERGNT3 Pointer 3 based N->R/1 1 P Sectors
Region Type Selection 1=High Endurance Sectors
Dependency: N/A
Description: The EPTEN3 bit define whether the wear leveling
pointer is enabled/disabled.
Endurance Flex . N
EFX30[0] | EPTEB3 Pointer 3 Enable# N->R/1 1 Selection Options:
I 1=Pointer Address Disabled
Dependency: N/A
Table 72 Infineon® Endurance Flex architecture selection register (pointer 2)
. Read/Write
numt er Name Function N = Nonvolatile FaCt(%'i'x :ref)au“ Description
V =Volatile y
Description: The EPTAD2[8:0] bits define the 9-bit address of
the beginning sector from where the long retention / high
Endurance Flex endurance region is defined.
EFX20[10:2] | EPTAD2[8:0] | Pointer 2 Address N->R/1 111111111
Selection Selection Options: Pointer Address
Dependency: N/A
Description: The ERGNT2 bit defines whether the region is
long retention or high endurance.
Endurance Flex
Pointer 2 based Selection Options:
EFX20(1] ERGNT2 Region Type N->R/1 1 0 = Long Retention Sectors
Selection 1=High Endurance Sectors
Dependency: N/A
Description: EPTEN2 bit define whether the wear leveling
pointer is enabled/disabled.
Endurance Flex . S
EFX20[0] | EPTEB2 Pointer 2 Enable# N->R/1 1 g‘i‘%%t;r?{‘ef’g’é'ggis Enabled
Selection 1= Pointer Address Disabled
Dependency: N/A
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Table 73 Infineon® Endurance Flex architecture selection register (pointer 1)
. Read/Write
nu?r::) or Name Function N =Nonvolatile Fact(g:x ;iref)ault Description
V =Volatile y
Description: The EPTAD1[8:0] bits define the 9-bit address of
the beginning sector from where the long retention / high
Endurance Flex endurance region is defined.
EFX10[10:2] | EPTAD1[8:0] [ Pointer 1 Address N->R/1 111111111
Selection Selection Options: Pointer Address
Dependency: N/A
Description: The ERGNT1 bit defines whether the region is
long retention or high endurance.
Endurance Flex ; —
EFX10[1] | ERGNTL Pointer 1 based N->R/1 1 Pt Sectors
Region Type Selection 1=High Endurance Sectors
Dependency: N/A
Description: The EPTEN1 bit define whether the wear leveling
pointer is enabled/disabled.
Endurance Flex . N
EFX10[0] | EPTEBL |Pointer 1 Enable# N ->R/1 1 Selection Options:
Selection 1= Pointer Address Disabled
Dependency: N/A
Table 74 Infineon® Endurance Flex architecture selection register (pointer 0)
. Read/Write
nulrar::) or Name Function N = Nonvolatile Fact(gli'x:ref)ault Description
V =Volatile y
Description: TheMbLSEL bit defines whether all sectors are
defined as long retention region or high endurance region.
Note If all other pointer registers are disabled, this bit defines
the behavior of the entire memory space and is hardwired to
All Sectors based start at Sector 0.
EFX00[1 GBLSEL . . N->R/1 1
. Region type Selection / Selection Options:
0 = Long Retention Sectors
1=High Endurance Sectors
Dependency: N/A
Description: The WRLVEN bit enables/disables the wear
leveling feature.
Wear Leveling Enable Selection Options:
EFX00[0] | WRLVEN Selection N->R/1 1 0 =Wear Leveling Disabled
1=Wear Leveling Enabled
Dependency: N/A
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Transaction table

6.1 SPI (1S-1S-1S) transaction table
Table 75 SPI (1S-1S-1S) transaction table
. .s . Max
. Transaction .. Prerequisite Bytel | Byte2 | Byte3 | Byte4 | Byte5 | Byte6 | Byte7 Byte 8 Byte 9 Transaction Address
Function name Description transaction (Hex) (Hex) (Hex) (Hex) (Hex) (Hex) (Hex) (Hex) (Hex) format fre(?nl::zl;cy length
Read manufacturer and device
identification transaction provides read 9F .
RDIDN_0_0 access to manufacturer and device B (CMD) B B B ) ) ) ) B Figure 11 166 N/A
identification.
Read device Read JEDEC Serial Flash Discoverable
RSFDP 3 0 Parameters transaction sequentially B 5A ADDR ADDR | ADDR ) B ) ) . Figure 12 156 3
= accesses the Serial Flash Discovery (CMD) [23:16] [15:8] [7:0] g
Parameters (SFDP).
Read Unique ID accesses a factory 4C
RDUID_0_0 programmed 64-bit number whichisunique - (CMD) - - - - - - - -
to each device.
Read Status Register 1 transaction allows 05
RDSR1_0_0 the Status Register 1 contents to be read - (CMD) - - - - - - - - Figure 11 N/A
from DQ1/SO.
Read Status Register-2 transaction allows 07
RDSR2_0_0 the Status Register-2 contents to be read - CMD - - - - - - - -
from DQ1/SO. ( )
ADDR ADDR ADDR 3
Read Any Register transaction provides a ) 65 [23:16] | [15:8] [7:0] ’ ) ’ ’ )
RDARG_C_0 way to read all addressed nonvolatile and (CMD) Figure 12
volatile device registers. B ADDR ADDR | ADDR | ADDR . ) . . 4
[31:24] [23:16] [15:8] [7:0]
Write Enable sets the Write Enable Latch bit 06
WRENB_0_0 of the Status Register 1 to 1 to enable write, - (CMD) - - - - - - - -
Register program and erase transactions.
access Write Disable sets the Write Enable Latch Figure 6 N/A
bit of the Status Register 1 to 0 to disable 04 1
WRDIS_0.0 | rite, program and erase transactions . (CMD) ) ) ) i i i i ) 66
g
execution.
ADDR | ADDR | ADDR 'S;’t”at ) ) ) ] 3
Write Any Register transaction provides a 71 [23:16] | [15:8] (7:0] [7:0]
WRARG_C_1 way to write_ all addressed nonvolatile and WRENB_0_0 (CMD) Figure 9
volatile device registers. ADDR ADDR ADDR ADDR |;§tuat ) ) ) .
[31:24] [23:16] [15:8] [7:0] [7:0]
Clear Program and Erase Failure Flags 82
CLPEF_0_0 transaction resets STR1V[5] (Erase failure - (CMD) - - - - - - - - Figure 6 N/A
flag) and STR1V[6] (Program failure flag).
Read ECC Status is used to determine the 19 ADDR ADDR ADDR ADDR .
RDECC_ 4.0 | EcC status of the addressed data unit. - (CMD) | [B1:24] | [23:16] | [15:8] | [7:0] - : : : Figure 12 4
ECC Clear ECC Status Register transaction
resets ECC Status Register bit[4] (2-bit ECC 1B
CLECC_0_0 Detection), ECC Status Register bit[3] (1-bit - (CMD) - - - - - - - - Figure 6 N/A
ECC Correction), Address Trap Register and
ECC Detection Counter.
Data Integrity Check transaction causes 58 Start Start Start Start End End End End
CRC DICHK_4_1 the device to perform a Data Integrity Check - (CMD) ADDR ADDR ADDR ADDR ADDR ADDR ADDR ADDR Figure 8 166 4
over a user defined address range. [31:24] | [23:16] | [15:8] [7:0] [31:24] | [23:16] [15:8] [7:0]

2]qe} uonoesuel|

[\0‘2/[\8"[ ‘GDE}JGJU! 1e120

yseyd .. 43dN3IS d9T/qNTTS/AN9ST

Ju

uooaul



8T-T0-¢C0¢

Jooyseleq

8€T 096

M, "A9Y 9TT8T-C00

Table 75 SPI (1S-1S-1S) transaction table (Continued)
. . s . Max
. Transaction s e Prerequisite Bytel | Byte2 | Byte3 | Byte4 | Byte5 | Byte6 | Byte7 Byte 8 Byte 9 Transaction Address
Function name Description transaction (Hex) (Hex) (Hex) (Hex) (Hex) (Hex) (Hex) (Hex) (Hex) format fre(;]nt:'lezr;cy length
i ADDR | ADDR | ADDR ) ) ) ) i 3
) 03 [23:16] [15:8] [7:0]
RDAY1_C_0 Read transaction reads out the memory (CMD)
contents at the given address. The ) B ADDR | ADDR | ADDR | ADDR . - : . Figure 13 50
maximum CK frequency for this transaction [31:24] | [23:16] [15:8] [7:0]
is 50MHz frequency. 4
Read flash RDAY1 4 0 B 13 ADDR ADDR ADDR ADDR . . . R
array - (CMD) [31:24] | [23:16] [15:8] [7:0]
Read Fast transaction reads out the - AD_DR ADI_JR AD.DR - - - - - 3
RDAY2 C 0 memory contents at the given address. The 0B (23:16] | [15:8] [7:0] Figure 12
== maximum CK frequency for this transaction (CMD) ADDR ADDR ADDR ADDR g
is 166MHz frequency. . [31:24] | [23:16] | [15:8] | [7:0] ; ; ; .
Program Program Page programs 256B or 512B data 12 ADDR ADDR ADDR ADDR Input Input (Continu
flash array PRPGE_4_1 to the memory array in one transaction. WRENB_0_0 (CMD) | [31:24] | [23:16] | [15:8] [7:0] D[E;t.g]l D[a;g]z e) N Figure 9
: : 4
Erase 4-KB Sector transaction sets all the 21 ADDR ADDR ADDR ADDR
ER004_4_0 bits of a 4KB sector to 1 (all bytes are FFh). WRENB_0_0 (CMD) | [31:24] | [23:16] | [15:8] [7:0] ) ) ) .
Figure 7
Erase 256-KB Sector transaction setsall the DC ADDR ADDR ADDR ADDR
ER256.4.0 | hits ofa 256KB sector to 1 (all bytesare Frh). | WRENBOO 1 vy | (31:24] | [23:16] | [15:8] | [7:0] : : : :
Erase Chip transaction sets all bits to 1 (all 600rCT
ERCHP_0_0 bytes are FFh) inside the entire flash WRENB_0_0 (CMD) - - - - - - - - Figure 6 N/A
Erase flash memory array.
array Evaluate Erase Status transaction verifies
that the last erase operation on the DO ADDR ADDR ADDR ADDR .
EVERS_ 4.0 | addressed sector was completed success- ) (CMD) | [31:24] | [23:16] | [15:8] [7:0] ) ) ) ) Figure7 166
fully.
4
Sector Erase Count transaction outputs the
number of erase cycles for the sector of the 5D ADDR ADDR ADDR ADDR .
SEERC_4.0 inputed address from the Sector Erase . (CMD) | [31:24] | [23:16] | [15:8] [7:0] ) ) ) . Figure 12
Count Register.
Suspend Erase [ Program / Data Integrity
SPEPD 0 0 Check transaction allows the system to : BO : : ; B B B B ;
- = interrupt a programming, erase or data (CMD)
integrity check operation.
Suspend / Figure 6 N/A
resume Resume Erase | Program / Data Integrity
RSEPD 0 0 Check transaction allows the system to . 7A . . ) ) ) ) ) )
—= resume a programming, erase or data (CMD)
integrity check operation.
Program Secure Silicon Region trans- Input Input .
Secure PRSSR_4_1 action programs data in 1024 bytes of WRENB_0_0 (CAItAZD) g\?gi 2222 Alel_DsR A7D‘[3R Datal | Data2 (Con)tlnu - Figure 9
A Secure Silicon Region. [31:24] | [23:16] (15:8] [7:0] [7:0] [7:0] €
silicon 4
region RDSSR 4 0 Read Secure Silicon Region transaction . 4B ADDR ADDR | ADDR | ADDR ) ) . . Figure 12
== reads data from the SSR. (CMD) [31:24] | [23:16] [15:8] [7:0]
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Table 75 SPI (1S-1S-1S) transaction table (Continued)
. - . Max
. Transaction s e Prerequisite Bytel | Byte2 | Byte3 | Byte4 | Byte5 | Byte6 | Byte7 Byte 8 Byte 9 Transaction Address
Function name Description transaction (Hex) (Hex) (Hex) (Hex) (Hex) (Hex) (Hex) (Hex) (Hex) format fre(th]nt:'lezr;cy length
Read Dynamic Protection Bit transaction EO ADDR ADDR ADDR ADDR
RDDYB_4_0 reads the contents of the DYB Access - - - - - Figure 12
- Register. (CMD) | [31:24] | [23:16] | [15:8] [7:0] g
. Input
Write Dynamic Protection Bit transaction El ADDR ADDR ADDR ADDR ) ) ) .
WRDYB_4_1 writes to the DYB Access Register. WRENB_0_0 (CMD) | [31:24] | [23:16] | [15:8] [7:0] ?ﬁ:ﬁ Figure 9
: 4
Read Persistent Protection Bit transaction
E2 ADDR ADDR ADDR ADDR .
RDPPB_4_0 reads the contents of the PPB Access - - - - - Figure 12
- Register. (CMD) [31:24] [23:16] [15:8] [7:0] g
Program Persistent Protection Bit
PRPPB_4_0 transaction programs / writes the PPB WRENB_0_0 (ClI:;/I3D) g\?gi 2222 Alel_DsR A7D.[3R - - - - Figure 7
Register to enable the sector protection. (31:24] | [23:16] | [15:8] (:0]
Erase Persistent Protection Bit E4
Advanced ERPPB_0_0 transaction sets all persistent protection WRENB_0_0 (CMD) - - - - - - - -
sector bits to 1. Figure 6
protection Write PPB Protection Lock Bit t ti A6
rite rotection Lock Bit transaction
WRPLB_0_0 | Clears the PPB Lock to 0. WRENB_0_0 (CcMD) ) ) ) i i i i )
Read Password Protection Mode Lock Bit AT
RDPLB_0_0 transaction shifts out the 8-bit PPB Lock - (CMD) - - - - - - - - Figure 11 166
Register contents with MSb first.
N/A
Password Unlock transaction sends the /
64-bit password to flash device. If the
supplied password does not match the
hidden password in the Password Register, P P P P
PWDUL 0 1 the device is locked and only a hardware ’ . E9 Passwor | Passwo asrzwo asr(sjwo as:jwo asrzwo Passwor | Passwor Figure 10
— = reset or POR will return the device to (CMD) d[7:0] |rd[15:8] 23:16 3124 30:32 47:40 d [55:48] | d [63:56] g
standby state, ready for new transactions [23:16] | [31:24] | [39:32] | [47:40]
such as a retry of the PWDUL_O0_1. If the
password does match, the PPB Lock bit is
setto 1.
Software Reset Enable command is 66
SRSTE_0_0 required immediately before a SFRST_0_0 - (CMD) - - - - - - - -
transaction.
Reset Software Reset transaction restores the
device to its initial power up state, by 99 .
SFRST_ 0.0 reloading volatile registers from nonvolatile SRSTE_0.0 (CMD) ) ) ) ) ) ) ) ) Figure 6 N/A
default values.
Enter Deep Power Down Mode transaction
Deep power . g B9
down ENDPD_0_0 shifts device in the lowest power - (CMD) - - - - - - - -

consumption mode.
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6.2

SPI (1S-1S-8S) transaction table (HL256T and HS256T only)

Table 76 SPI (15-1S-8S) transaction table
. - : Max
. Transaction . e Prerequisite | Bytel Byte 2 Byte 3 Byte 4 Byte5 | Byte6 | Byte7 | Byte8 | Byte9 | Transaction Address
Function name Description transaction | (Hex) (Hex) (Hex) (Hex) (Hex) (Hex) | (Hex) | (Hex) | (Hex) format fre(?dl:'lezn)cy length
Read transaction reads out the memory contents at the
aRf;d flash RDAY3_4_0 | given address with Octal Data output. The maximum CK - (CTVICD) [';?35] [2222] ?1DSD8? /?3[())? - - - Figure 15
Y frequency for this transaction is 166MHz frequency. : : ' .
ADDR | ADDR | ADDR | [IMPUuL | Imput | lnput | e,
Data 1 Data2 | Data -
[23:16] [15:8] [7:0] [7:0] 7:0] | 307:0] nue)
Program Page programs 256B or 512B data to the memory 82 . . -
PRPG1_C_1 ! ¢ ) c 166 4
array in one transaction with Octal Data input. (CMD) Input | Input
Program ADDR ADDR ADDR ADDR (Conti B .
flash array WRENB_0_0 B31:24] | [23:16] | [15:8] [7:0] D[Z;Fg]l D[a7tg]2 nue) Figure 16
Input | Input Conti
PRPG1 4 1 Program Page programs 256B or 512B data to the memory 84 ADDR ADDR ADDR ADDR Datal | Data2 (Conti .
== array in one transaction with Octal Data input. (CMD) | [31:24] [23:16] [15:8] [7:0] [7:0] (7:0] nue)
6.3 SPI (1S-8S-8S) transaction table (HL256T and HS256T only)
Table 77 SPI (1S-8S-8S) transaction table
. .. . Max
. Transaction - Prerequisite | Bytel | Byte2 Byte 3 Byte 4 Byte5 |Byte6 | Byte7 | Byte8 | Byte9 | Transaction Address
Function name Description transaction | (Hex) (Hex) (Hex) (Hex) (Hex) (Hex) | (Hex) | (Hex) | (Hex) format fre(?dl.::zr;cy length
Input | Input .
8E ADDR ADDR ADDR ADDR (Conti
PRPG2_4_1 (cvD) | [31:24] | [23:16] | [15:8] [7:0] D[E;Fg]l D[a;g]z nue) . 4
Input Input | Input .
Program Program Page programs 256B or 512B data to the memory ADDR ADDR ADDR (Conti . .
flash array array in one transaction with Octal Address and Data input. WRENB_0_0 [23:16] [15:8] [7:0] D[a;t.g]l D[a;tgf 3D[?FS] nue) Figure 17 166 3
PRPG3_C_1 o : : :
(CMD) Input | Input )
ADDR ADDR ADDR ADDR Datal | Data2 (Conti B 4
[31:24] [23:16] [15:8] [7:0] [7:0] [7:0] nue)
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6.4 Octal (8S-8S-8S, 8D-8D-8D) transaction table

Table 78 Octal (85-8S-8S, 8D-8D-8D) transaction table
= = = = = = = = = 3 3 3 3 3 o)
c | 2| £ | 2| £ | £ | 2|2 |2|2|&|&2| 2| | £Z ]
g - ~ o < n © ~ © o S = a} e} bt - >
o 19 o o o o o o o o o 4 I3
£ & 2| = £ £ £ £ £, £, £ | & g £ £ £ £ § £
c g 5 g | & | & & & & & & | & | & | & | 8| &8| 5| & iz 2 | B
] < E] j c2 o °
ko] ] % :; ° Q = w
s F" 3 = ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ £t = H
[rd ] v 2 o o, ) o o L) ) ) ) o L) ) L) L) 80 £ 5
c a 3 [ [ [ [ [ [ [ [ [ [ [ [ [ [}) wnw_
H T ) 1) 1) 1) 1) 1) 1) [ 1) 1) 1) ) 1) 1) < - b
= @ k- ° ° E-] ° ° E-] E-] o h-] bl b bl bl [J v': <
L 5 o o o o o [ o o o o o o o o = T
g <« > « > « > <« > <« > ¢ > « > =
o x x x x x x x x x x x x x x -
o (s} o [s] o o [s] [s] (s} (s} o o o o o
T
Read manufacturer and
device identification trans-
" . 9F 9F 00 00 00 00
RDIDN_4_0 | action provides read access - - - - - - - - - 166/200
to manufacturer and device (CMD) | (CMD) | (ADDR) | (ADDR) | (ADDR) | (ADDR)
identification.
Read JEDEC Serial Flash
Read Discoverable Parameters Figure 27/
N . . 5A 5A ADDR ADDR ADDR ADDR N 92 (SDR)/
device ID RSFDP_4_0 | transaction sequentially - . X K . - - - - - - - - Figure 28
accesses the Serial Flash (CMD) | (CMD) | [31:24] | [23:16] [15:8] [7:0] 85 (DDR)
Discovery Parameters (SFDP).
Read Unique ID accesses a
RDUID 4 o | factory programmed 64-bit N 4C ac 00 00 00 00 N N N N a a : a
- number which is unique to (CMD) | (CMD) | (ADDR) | (ADDR) | (ADDR) | (ADDR)
each device. 4
Read Status Register 1 trans-
action allows the Status 05 05 00 00 00 00
RDSR14.0 | pegister 1 contents to be read ~ | (cMD)| (cMD) | (ADDR) | (ADDR) | (ADDR) | (ADDR) | ~ - - - - - - -
from DQ[7:0] Figure 27/
Read Status Register-2 Figure 29
RDSR2 4 o | transaction allows the Status ) 07 07 00 00 00 00 . . . . . . . .
—'—" | Register-2 contents to be read (CMD) | (CMD) | (ADDR) | (ADDR) | (ADDR) | (ADDR)
from DQ[7:0]
Read Any Register trans-
RDARG 4 o | action provides a way to read . 65 65 ADDR | ADDR ADDR ADDR . . . . . . ) . Figure 27/
== alladdressed nonvolatile and (CMD) | (CMD) | [31:24] | [23:16] [15:8] [7:0] Figure 28 166 / 200
volatile device registers.
Register Write Enable sets the Write
access Enable Latch bit of the Status 06 06
WRENB_0_0 | Register1to1toenablewrite, - (D) | (cMD - - - - - - - - - - - -
program and erase transac- )
tions. Figure 18/ N/A
Write Disable sets the Write Figure 19
Enable Latch bit of the Status 04 04
WRDIS_0_0 | Register 1to 0 to disable - (D) | (cMD) - - - - - - - - - - - -
write, program and erase
transactions execution.
Write Any Register trans- Input .
WRARG 4 1 action provides away towrite | WRENB_ | 71 71 ADDR ADDR ADDR ADDR Data . . . B B B B Figure 24/ 4
—"—= | alladdressed nonvolatile and 0.0 (CMD) | (CMD) | [31:24] | [23:16] [15:8] [7:0] 7:0 Figure 25
volatile device registers. [7:0]

Note
32. In case of Octal DDR protocol.
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Table 78 Octal (8S-8S-8S, 8D-8D-8D) transaction table (Continued)

% = = ® ® ® ® ® = B B 3 B B o)
c | 2| 2| 2| & |22 &2 22222 ]
° 2 - ~ m < n © ~ o o S o o ) hd = >
: IS O O S - O S R R - 2 s
1] —_—
s E ,E £ @ [ 1) [ 1) [ ) [ [ 2 a 2 a a S 3 3 1
] S 2 H] Sa L 2
|5 =] = @ B "; a
s o 3 = ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ N ~ ~ ta © o
[ a [ 2 o o i) o Ly ) o o ) ) ) i) ) ) 8 0 £ 5
c a S [ [ [ [ [ [ [ [ [) [) [] [ [ ) w_
s T 1) 1) 1) 1) 1) 1) 1) 1) 1) 1) 1) 1) 1) 1) c - 2
= @ < S bS] < bS] bS] < < -] -] bS] < bS] bS] o &
o (7 @ @ @ @ @ @ @ @ @ @ (7 @ @ - T
4 <« > « > « > <« > <« > « > « > =
a X X X X X X X X X X X X X X -
[v] (s} o (=] o [v) (=] (=] (s} (s} [v) [v] o [v) i
T
Clear Program and Erase
N Failure Flags transaction .
Register || per 0 0 | resets STRIV[S] (Erase failure ; (c?xlzD) (CEIi/IZD) . . . . ; ; ; ; . . . . FF'.g“"e 1189/ N/A
access flag) and STR1V[6] (Program lgure
failure flag)
Read ECC Status is used to .
RDECC_4_0 | determine the ECC status of - ( CIIVSIJD) ( C]I;/?D) [éll)gi] ég?g] ?1%D8? A[I732]R - - - - - - - - FFlgure 222/ 4
the addressed data unit. : : : : igure
Clear ECC Status Register
ECC transaction resets ECC Status
Register bit[4] (2-bit ECC /
Detection), ECC Status . 1B 1B B R B B . . . . . . . . Figure 18
CLECC_00 | pesister bit[3] (1-bit ECC (cMD) | (cMD) Figure 19 N/A
Correction), Address Trap
Register and ECC Detection
Counter.
Read Interface CRC Register .
RDCRC 4 o | transaction allows the . 64 64 00 00 00 00 . . . . . . . . Figure 27/
—= volatile Interface CRC (CMD) | (CMD) | (ADDR) | (ADDR) | (ADDR) | (ADDR) Figure 28
Register contents to be read
CRC Data Integrity Check trans- start | start | start | start | End End End End 166 /200
action causes the device to a a a ar n n n n .
DICHK_4_1 | perform a Data Integrity - (CEI>V‘I3D) (c5|V|BD) (AggR) (ASBR) (AggR) (AggR) ADDR | ADDR | ADDR | ADDR | ADDR | ADDR | ADDR | ADDR FF'ig“u"reezzz/
Check over a user defined [31:24] | [23:16] | [15:8] [7:0] | [31:24] | [23:16] | [15:8] [7:0] g
address range.
Read Octal SDR transaction
reads out the memory
contents at the given address i EC EC ADDR | ADDR | ADDR | ADDR _ _ . . N N B B i
RDAYL 4.0 | 5 pQ[7:0]. The maximum CK (cMD) | (cMD) | [31:24] | 123:16) | [15:8] | [7:0] Figure 27 4
frequency for this SDR trans-
Read flash action is 200-MHz frequency
array Read Octal DDR transaction
reads out the memory
contents at the given address } EE EE ADDR | ADDR ADDR ADDR B B B B . . . . .
RDAY2.4_0 | 5 pQ[7:0]. The maximum CK (cMD) | (cMD) | 31:24] | [23:16) | [15:8] | [7:0] Figure 28
frequency for this DDR trans-
action is 200-MHz frequency
Program Page programs Input Input
Program PRPGE 4 1 256B or 512B data to the WRENB_ | 12 12 ADDR ADDR ADDR ADDR Datal | Data?2 (Conti ) . . . . Figure 24/
flash array == memory array in one trans- 0.0 (CMD) | (CMD) | [31:24] | [23:16] [15:8] [7:0] nue) Figure 25
action. [7:0] [7:0]
Note

32. In case of Octal DDR protocol.
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Table 78 Octal (85-8S-8S, 8D-8D-8D) transaction table (Continued)
3 % 3 3 3 3 3 3 % 3 3 3 3 3 o)
c | 2| 2| 2| & |22 &2 22222 ]
2 - ~ m < n © ~ o o S o o ) hd - >
o 19} o o [ o o o [ o o 4 g
£ g 5| = 5 £ 5 5 £ £ s | £ g £ £ £ £ g 5
c e 5 £ @ @ @ @ @ @ @ @ @ a8 a a8 a a s - &
K] c =] - p=y-] @ K]
F=} =) =3 - (=] b
o -] = @ 2F ho! @
E |5 2 = N 5 ~ N v ~ 5 5 5 v ~ g S S ta s o
[ @ [ 2 fac fac fac fac fac fac fac fac fac fac ) fac fac o, S 7 £ %
g 8 -2 - S - N - S N S - S - T B S B |3
= @ ° © © ° © © ° ° © © © ° © © o & <
o (7 @ @ @ @ @ @ @ @ @ @ (7 @ @ - T
4 « > « > « > « > « > « > « > =
a X x x x x x x x x x x X x x i
=} o s} s} s} s} s} s} s} o s} =} s} s} i
T
Erase 4-KB Sector trans-
ER004_4_0 | actionsetsall the bitsof a4KB WRENB_ | 21 2L AD.DR AD‘DR ADPR AD.DR - - - - - - - -
sector to 1 (all bytes are FFh). | 0-0 [ (CMD) | (CMD) | [31:24] | [23:16] | [15:8] [7:0]
Figure 20/ 4
Erase 256-KB Sector trans- Figure 21
ER256 4 0 action sets all the bits of a WRENB_ | DC DC ADDR ADDR ADDR ADDR . ) ) ) . . . .
- 256KB sector to 1 (all bytes 0_0 (CMD) | (CMD) | [31:24] | [23:16] [15:8] [7:0]
are FFh).
Erase Chip transaction sets 60or | 60or .
ERCHP 0 o | 2llbitsto 1 (allbytesare FFh) | WRENB_ | ° - c7 . . . . . . . . . . . . Figure 18/ N/A
- = inside the entire flash 0.0 Figure 19
Era:rer;?Sh memory array. (CMD) | (CMD)
Evaluate Erase Status trans-
action verifies that the last
- DO DO ADDR ADDR ADDR ADDR
EVERS_4_0 | erase operation on the - - - - - - - - -
- addressped sector was (CMD) | (CMD) | [31:24] | [23:16] [15:8] [7:0]
completed successfully. Figure 20/ .
Sector Erase Count trans- Figure 21
action outputs the number of 5D 5D ADDR | ADDR ADDR ADDR
SEERC_4_0 | erase cycles for the sector of - - - - - - - - -
- the inp{lted address from the (CMD) | (CMD) | [31:24] | [23:16] [15:8] [7:0]
Sector Erase Count Register. 166 /200
Suspend Erase [ Program /
Data Integrity Check trans-
action allows the system to BO BO
SPEPD_0_0 interrupt a programming, ) (CMD) | (CMD) . . . . ) ) ) ) . . . .
erase or data integrity check
Suspend / operation Figure 18/ N/A
resume Resume Erase [ Program | Figure 19
Data Integrity Check trans-
action allows the system to 30 30
RSEPD_0.0 | \esumea programming, erase ) (CMD) | (CMD) . . . . ) ) ) ) . . . .
or data integrity check
operation
Program Secure Silicon Input | Input
PRSSR 4 1 Region transaction programs | WRENB_ 42 42 ADDR ADDR ADDR ADDR Datal | Data2 (Conti } R R B R Figure 24/
Secure —"=" | datain 1024 bytes of Secure 0.0 |(CMD)| (CMD) | [31:24] | [23:16] | [15:8] | [7:0] 70 7o) | nue) Figure 25
silicon Silicon Region (7:0] [7:0] 4
region Read Secure Silicon Region :
; 4B 4B ADDR ADDR ADDR ADDR Figure 27/
RDSSR_4_0 ELaenggtF:zUon reads data from - (cMD) | (cMD) | [31:24] | [23:16] [15:8] [7:0] - - - N - : - - Figure 28
Note

32. In case of Octal DDR protocol.
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Table 78 Octal (85-8S-8S, 8D-8D-8D) transaction table (Continued)
3 % 3 3 3 3 3 3 % 3 3 3 3 3 o)
c | 2| 2| 2| & |22 &2 22222 ]
° 2 - ~ m < n © ~ o o S o o ) hd = >
(%) [ [ [ [ [ [ [ [ (3 @ @ @ @ @ c
£ : 3 £ L £ £ £ £ £ £ 4 3 £ £ £ g E_ § £
g i S £ ) [ [ ) [ [ ) @ ) a a a a a ST 3 1
g g g s 58 g |2
£ g S P 5 5 5 5 = ¥ = = = = 5 = 5 5 T 5 ]
S o< & 7] ) « ) ) ) o « « « ) o ) ) 12 ga < =
o " v - facy a a acy 2 a a a a 2 a iy a a T n £ <
c a S [ [ [ [ [ [ [ [ [ [) [] [ [ [ nwo S
s T 1) 1) 1) 1) 1) 1) 1) 1) 1) 1) 1) 1) 1) 1) c -
£ - - - - - - - - - - - - - - A - ¢ | =
g < > < > < > < > < > < > < > = x
a X X X X X X X X X X X X X X -
[v] (s} o (=] o [v) (=] (=] (s} (s} [v) [v] o [v) i
T
Read Dynamic Protection .
RDDYB 4 0 Bit transaction reads the B EO EO ADDR ADDR ADDR ADDR . B B . . . . . Figure 27/
== contents of the DYB Access (CMD) | (CMD) | [31:24] | [23:16] [15:8] [7:0] Figure 29
Register.
Write Dynamic Protection Input :
WRDYB_4_1 | Bittransaction writes to the WROE%B‘ (CEMID) (Ci/llD) [2?[2)5] ég?g] ?1%D8R]’ Aﬁg? Data - - - - - - - F;gure 2‘:6/
DYB Access Register - : : : : [7:0] igure
Read Persistent Protection . 4
RDPPB 4 0 Bit transaction reads the . E2 E2 ADDR ADDR ADDR ADDR . . . . . . . . Figure 27/
- contents of the PPB Access (CMD) | (CMD) | [31:24] | [23:16] [15:8] [7:0] Figure 29
Register
Program Persistent
Protection Bit transaction .
PRPPB_4_0 | programs / writes the PPB WROE’;B— (CEIV:I%D) (Ci/IBD) g\ngE g??g AlgPsR AggR - - - - - - - - F;gure 2201/
Register to enable the sector - (31:24] | [23:16] | [15:8] (7:0] lgure
protection.
Erase Persistent Protection
ERPPB 0 o | Bittransaction setsall WRENB_ | E4 E4 : ; : : B B B : : : ;
—— persistent protection bits to 0.0 (CMD) | (CMD) .
Advanced 1. Figure 18/ N/A
sector Write PPB Protection Lock Figure 19 | 166 /200
tecti rite rotection Loc
protection WRPLB_0_0 | Bittransaction clearsthe PPB WROE’;B— (C2Iv1CD) (CTVICD - - - - - - - - - - -
Lockto 0 - )
Read Password Protection
Mode Lock Bit transaction .
RDPLB_4_0 | shifts out the 8-bit PPB Lock - ol | oo | oo | oo | aoomy | - - - - - - - - |Fisure 2279/ 4
Register contents with MSb (CMD) | (€MD) | ( )| ( )| ) | ) igure
first.
Password Unlock
transaction sends the 64-bit
password to flash device. If
the supplied password does
not match the hidden
password in the Password
PWDUL 4 1 Register, the device is locked A E9 E9 00 00 00 00 Pisrzw Pisrzw Piizw strfjw strsdw P?)Srzw Pasrzwo Pasrzwo Figure 24/ N/A
—'=" | and only a hardware reset or CMD CMD ADDR ADDR ADDR ADDR Figure 25
POR Wil)l/return the device to ( R )| a an )] ) [7:0] [15:8] | [23:16] | [31:24] | [39:32] | [47:40] | [55:48] | [63:56] g
standby state, ready for new
transactions such as a retry of
the PWDUL_0_1. If the
password does match, the
PPB Lock bitis set to 1.
Note

32. In case of Octal DDR protocol.
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256Mb/512Mb/1Gb SEMPER™ Flash
Octal interface, 1.8V/3.0V

Transaction table
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256Mb/512Mb/1Gb SEMPER™ Flash 1
Octal interface, 1.8V/3.0V I n fl n eon .

Electrical characteristics

7 Electrical characteristics

7.1 Absolute maximum ratings®

Storage Temperature Plastic Packages.......cccoveverererienieneneneeeseeeeeeeesee e -65°C to +150°C
Ambient Temperature with Power Applied........cccevvevienienienneniienieneesieereeeeneens -65°C to +125°C
Ve (HLT) oo sssssessss s sssssssss s sssssesss s ssssssssssssessssssss e ~0.5V to +4.0V

Ve (HS-T) oo seeeee e sssssesess s ssseses s sessenns ~0.5V to +2.5V

Input voltage with respect to Ground (Vgs)®3........oirvvooereeeeeeee e -0.5Vto Ve +0.5V

Output Short Circuit Current!34

Notes
33.See Input signal overshoot on page 105 for allowed maximums during signal transition.
34.No more than one output may be shorted to ground at a time. Duration of the short circuit should not be greater than one second.
35. Stresses above those listed under Absolute maximum ratings[35] on page 104 may cause permanent damage to the device. This is a stress rating
only; functional operation of the device at these or any other conditions above those indicated in the operational sections of this datasheet is not
implied. Exposure of the device to absolute maximum rating conditions for extended periods may affect device reliability.

7.2 Operating range
Operating ranges define those limits between which the functionality of the device is guaranteed.

0.0.1 Power Supply Voltages
Vee/Veeq (HL-T DEVICES). i, 2.TV 10 3.6V

7.2.1 Temperature ranges
Table 79 Temperature range
Spec
Parameter Symbol Devices - Unit
Min Max
Industrial / Automotive AEC-Q100 Grade 3 +85
Ambient Temperature Ta Industrial Plus / Automotive AEC-Q100 Grade 2[36] -40 +105 °C
Automotive AEC-Q100 Grade 13! +125

Note
36. Industrial Plus, Automotive Grade-2 and Automotive Grade-1 operating and performance parameters will be determined by device characterization
and may vary from standard industrial or Automotive Grade-3 temperature range devices as currently shown in this specification.

7.3 Thermal resistance
Table 80 Thermal Resistance
Parameter Description Test Condition Device 24-ball BGA Unit
256T 353
Thermal Resistance N
Theta JA (Junction to ambient) 512T 40.4 C/W
01GT 37
256T 19

Thermal Resistance Test conditions follow standard test methods and
Theta JB (Junction to board) procedures for measuring thermal impedance in 512T 14.5 °C/W
accordance with EIA/JESD51. With Still Air (0 m/s)

01GT 9.7
256T 11
Theta JC Ther.mal Resistance 51T 3 oc/W
(Junction to case)
01GT 7.5
Datasheet 104 of 138 002-18216 Rev. *W
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256Mb/512Mb/1Gb SEMPER™ Flash
Octal interface, 1.8V/3.0V

Electrical characteristics

Infineon

7.4 Capacitance characteristics
Table 81 Capacitance
Symbol Parameter Test conditions Typ Max Unit
Cin Input Capacitance (applies to CK, CS#, RESET#) 3.0
- - 1MHz 7.50 pF
Cout Output Capacitance (applies to All I/O) 6.50
7.5 Latchup characteristics
Table 82 Latchup specifications>”
Description Min Max Unit
Input voltage with respect to Vg on all input only connections
P & P 239 prtony -1.0 Veco+ 10 v
Input voltage with respect to Vssq on all 1/0 connections
Vccq Current -100 +100 mA
Note

37.Excludes power supply V¢c. Test conditions: V¢ = 1.8V / 3.0V, one connection at a time tested, connections not being tested are at Vgs.

7.6
7.6.1

DC characteristics

Input signal overshoot

During DC conditions, input or I/0 signals should remain equal to or between Vsgq and Vecq. During voltage
transitions, inputs or I/Os may overshoot Vggq to -1.0V or overshoot to Vecq +1.0V, for periods up to 20 ns.

Veea 4———20ns Max——p» Veea
Vssq --mmmmmmmmmeee N Vssa
1.0V
Figure 68 Maximum negative overshoot waveform
Veca+ 1.0V
Veeq - K Veea
Vssqg ——— «¢———20ns Max———» Vssa
Figure 69 Maximum positive overshoot waveform
Datasheet 105 of 138 002-18216 Rev. *W
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256Mb/512Mb/1Gb SEMPER™ Flash
Octal interface, 1.8V/3.0V

Infineon

Electrical characteristics

7.6.2 DC characteristics (all temperature ranges)
Table 83 DC Characteristics>% !
Symbol Parameter Test conditions Min Typ Max Unit Reffizzerr;ce
Vi Input Low Voltage (all V) - Veegx-0.15 - Veegx 0.35
ViH Input High Voltage (all V) | - Veeg * 0.65 - Veegx 1.15 v
VoL | Output Low Voltage (allVec) |At0.1mA - - 0.2
Vou Output High Voltage (all Vcc) | At—0.1 mA Vecg-0.20 -
VCC:VCC Max, V|N :VlH Oers, CS# _ _ ")
=V} 85°C *
Vee=Vee Max, Viy =V or Vgg, CS# _ _
I Input Leakage Current =Vjy, 105 °C +3
Vee =Vee Max, Vi =V)y or Vg, CS# _ _ +4
=V, 125°C * A
M
VCC:VCC MaX, VlN:V|H Ol'Vss, CS# _ _ 0
=V, 85°C =
Ve =Vee Max, Viy =V or Vss, CS# B B
Lo Output Leakage Current =V, 105°C +3
VCC:VCC Max, V|N:V|H Ol'Vss, CS# _ _ +4
=V, 125°C =
SDR @ 50MHz
(HL256T / HS256T) _ 14/18 25/25
(HL512T / HS512T) 10/10 21/18
(HLO1GT / HS01GT) 18/14 25/25
SDR @ 166MHz
| Active Power Supply Current | (HL256T / HS256T) 3 53/53 69/72
cct | (READ)E?) (HL512T / HS512T) 75/75 100/ 100
(HLO1GT / HS01GT) 75/ 80 100/ 100
DDR @ 200MHz -
(HL256T / HS256T) B 156 /156 173/173
(HL512T / HS512T) 156/ 156 173/173
(HLO1GT /HS01GT) 156 /156 173/173 mA
Active Power Supply Current
lcca (Page Program) (256T / 512T | V¢ =Vcc Max, CS#=Vy - 50 58/58/66
/01GT)
Active Power Supply Current
lecs (Write Any Register) Vee=Vee Max, CS#=Vy - 50 55/55/66
(256T /512T / 01GT)
Active Power Supply Current
lcca (Sector Erase) (256T / 512T / | Ve =Vcc Max, CS#=Vy - 50 55/55/66
01GT)
Active Power Supply Current
lccs | (Chip Erase) (256T /512T/ | Vcc=Vcc Max, CS#=V, - 50 55/55 /66
01GT)
RESET#, CS#=Vccg; B
ALT/OS = Vg of Vesg, 85°C 180/113/160/180
Standby Current _ .
(HS256T / HS512T / EIEI?/EJjéf/S# Voo e - 1 350/188/320/350
HS01GTxx / HS01GTGZ) €cQ O Vssor
RESET#, CS#=Vccg; B
| ALT/OS = Vg of Vegg, 125°C 650/340/490/650 .
;] H
RESET#, CS#=Vcco; B
ALLT/OS = Vecq of Vesg, 85°C 160/126/160
Standby Current RESET#, CS#=V¢cos _
(HL256T / HL512T / HLOLGT) | All /05 = Vgcq of Vesg, 105°C 14 320/188/320
RESET#, CS#=Vcg; B
ALT/OS = Vg of Vagg, 125°C 490/340/490
Notes

38.Typical values are at Ty, =25 °C and V¢ = 1.8V/3.0V.

39. Outputs unconnected during read data return. Output switching current is not included.

40.The recommended pull-up resistor for the INT# outputs is 5 kQ to 10 kQ.
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256Mb/512Mb/1Gb SEMPER™ Flash
Octal interface, 1.8V/3.0V

Infineon

Electrical characteristics

Table 83 DC Characteristics3® 4% (Continued)
Symbol Parameter Test conditions Min Typ Max Unit Reffizl"‘er:ce
RESETH#, CS#=Vcco; B
ALLT/OS = Vecq of Vesg, 85°C 24/18/24/24
DPD Current - .
(HS256T / HS512T / iﬁ?ﬁgf’sz# Vol e - 13 46/18/26 /46
HS01GTxx / HS01GTGZ) ccQ SSQ»
RESET#, CS#=Vccg; B
| ALLT/OS =V cq O Vasg, 125°C 80/31/52/80 R
DPD K
RESETH#, CS#=Vcco; B B
ALLT/OS = Vcq of Vesg, 85°C 26/18/26
DPD Current RESET#, CS#=Vco; _
(HL256T / HL512T / HLO1GT) | All1/Os = Vicq of Vsg, 105°C 22 26/18/26
RESETH#, CS#=Vcco; B
ALLT/OS 2 Vg O Vasg, 125°C 52/31/52
RESETH#, CS#=Vco; All1/0s=Vc¢ B B
IpoR POR Current orVssg Q Q 80 mA
Power up / Power down voltage
Ve (minimum operation _ 27 _ _
Ve (min) voltage, HL-T) . Figure 63/
c« Ve (minimum operation _ 17 _ _ Figure 65
voltage, HS-T) :
Vcc (cut off where
re-initialization is needed, - 2.4 - -
Ve |HLT) v
(cut-off) | v ¢ (cut off where
re-initialization is needed, - 1.55 - - X
HS-T) Figure 64
Vcc (low voltage for _ 0.7 _ _
initialization to occur, HL-T) ’
Vec (Low)
Vcc (Low voltage for _ 0.7 _ _
initialization to occur, HS-T) :
Notes

38.Typical values are at Ty, =25 °C and V¢ = 1.8V/3.0V.

39. Outputs unconnected during read data return. Output switching current is not included.

40.The recommended pull-up resistor for the INT# outputs is 5 kQ to 10 kQ.
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256Mb/512Mb/1Gb SEMPER™ Flash
Octal interface, 1.8V/3.0V

Electrical characteristics

Infineon

7.7 AC test conditions
Device
Under jCL
Test
1
Figure 70 Test setup
Table 84 AC measurement conditions!*?
Parameter Min Max Unit Reference Figure
Load Capacitance (C,) - 15 pF Figure 70
Input Pulse Voltage 0 Veea \ Figure 72
CK Rise (tcgry) and Fall (tcpry) Slew Rates at 200MHz (HS-T)!41] 1.13 - )
CK Rise (tcgr,) and Fall (tcpry) Slew Rates at 166MHz (HL-T)!4 1.72 - Flgure 75
Data Rise (tpgy;) and Fall (tppr;) Slew Rates at 200MHz (HS-T)[41) 1.13 - Vins
Data Rise (tprr,) and Fall (tper,) Slew Rates at 166MHz (HL-T)! ! 172 - .
Figure 72
ViLtag) -0.30 x Vecg 0.30 x Veeg
Vi(ac) 0.7x Veeg 1.30x Veeg
VoH(a) 0.75 x Veeq - v Figure 73/
VoL(ao) - 0.25 x Ve Figure 74
Input Timing Ref Voltage
Output Timing Ref Voltage -

Notes

41.Input slew rate measured from input pulse min to max at V¢c max.

42.AC characteristics tables assume clock and data signals have the same slew rate (slope).
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256Mb/512Mb/1Gb SEMPER™ Flash
Octal interface, 1.8V/3.0V

Timing characteristics

8

Timing characteristics

Infineon

Table 85 Timing characteristics!*’!
Symbol Parameter Min Typ Max Unit Reffig;e"r;ce
Octal SDR/DDR
CK Clock Frequency for Octal mode transactions using DS _ 200
(HS-T)
fek - - 0 MHz -
CK Clock Frequency for Octal mode transactions using DS _ 166
(HL-T)
Pck CK Clock Period 1/fck - o Figure 72
fn | Clock High Time 45% pey — 55% pek Figure 75
teL Clock Low Time -
CS# High Time (Read transactions) 10 - -
tes CS# High Time Between Transactions (Interface CRC Read 50 _ _
Register and aborted transaction)
CS# High Time (Program / Erase transactions) 50 - -
tess CS# Active Setup Time (relative to CK) - -
tcsho | CS# Active Hold Time (relative to CK in Mode 0) - - Fifgure 78/
tcsyz | CS# Active Hold Time (relative to CK in Mode 3) 6.5 - - Figure 73
ey HS-T Data Setup Time (all V) 0.5 - -
HL-T Data Setup Time (all V) 0.6 - -
fun HL-T Data Hold Time (all Vc) 0.6 - -
HS-T Data Hold Time (all Vc) 0.5 - - ns
tv[43] Clock Low to Output Valid (15pF Loading) (HS-T) 5 - 5.45
Clock Low to Output Valid (15pF Loading) (HL-T) - 7.25
s DS Valid (HS-T) - - 5.45 Figure 78/
DS Valid (HL-T) - - 7.25 Figure 80
tDss[sl] DS transition to Data Valid —0.4 - 0.4
tpsy®! | DS transition to Data Invalid —0.4 - 0.4
tho Output Hold Time 0.4 - - Figure 78
tD|s[44] CS# Inactive to Output Disable Time (HS-T) (SDR / DDR) - - 6.50/6.0
CS# Inactive to Output Disable Time (HL-T) - - 7.50 Figure 78 /
e CS# Inactive to DS Disable Time (HS-T) (SDR / DDR) - - 6.50/6.0 Figure 80
CS# Inactive to DS Disable Time (HL-T) - - 7.50
t'ofsﬁEW[S Data Skew (First Data Bit to Last Data Bit) - - 0.5 -
tos | Erogram/Erese Tnnsacton Cotnvald o rogram Suspend/ | : : s | Figwess
tesps | CS# Low to DS Low - - 10 ns F;igg“l:::‘:l/
SPISDR
fek CK Clock Frequency 0 - 166 MHz -
Pck CK Clock Period 1/ fek - o ns Figure 72
Notes

43.Full Ve range and CL = 15pF.

44.Output HI-Z is defined as the point where data is no longer driven.
45. Applicable across all operating temperature options.

46.1f Reset# is asserted during the end of tpy, the device will remain in the reset state and tgy will determine when CS# may go Low.
47.Sum of tgp and tgy must be equal to or greater than tgpy.

48.Typical program and erase times assume the following conditions: 25°C, V¢ = 1.8V and 3.0V; checkerboard data pattern.
49.The programming time for any OTP programming transaction is the same as tpp. This includes PRSSR_4_1.

50.The programming time for the PRPPB_4_0 transaction is the same as tpp. The erase time for ERPPB_0_0 transaction is the same as tg.
51.Values are guaranteed by characterization and not 100% tested in production.
52.Guaranteed by design.
53.The Joint Electron Device Engineering Council (JEDEC) standard JESD22-A117 defines the procedural requirements for performing valid endurance
and retention tests based on a qualification specification. This methodology is intended to determine the ability of a flash device to sustain repeated
data changes without failure (program/erase endurance) and to retain data for the expected life (data retention). Endurance and retention qualifica-
tion specifications are specified in JESD47 or may be developed using knowledge-based methods as in JESD94.
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256Mb/512Mb/1Gb SEMPER™ Flash
Octal interface, 1.8V/3.0V
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haracteristics

Infineon

Table 85 Timing characteristics!*®! (Continued)
Symbol Parameter Min Typ Max Unit Reffi;'ler:ce
tcH Clock High Time 45% pck - 55% pck .
- Figure 75
teL Clock Low Time 45% pck - 55% pck
CS# High Time (Read transactions) 10 - -
tes CS# High Time Between Transactions (aborted commands) 20 - - F|'gure 76/
Figure 77
CS# High Time (Program / Erase transactions) 50 - -
ns
tess CS# Active Setup Time relative to CK (fck <50MHz / fck > 50MHz) 5/4 - -
tcsqo | CS# Active Hold Time (relative to CK in Mode 0) 4 - -
tcsyz | CS# Active Hold Time (relative to CK in Mode 3) 6 - - Figure 76
tsy Data Setup Time (all V() (fck < 50MHz / fck > 50MHz) 5/2 - -
tho Data Hold Time (all V¢e) (fck < 50MHz / fei > 50MHz) 5/2 - -
Clock Low to Output Valid 2 _ 6.5
(15pF Loading, 3.0V — 3.6V, 30 Q Output Impedance) (HL-T) ’
Clock Low to Output Valid (30pF Loading) (HS-T) 2 - 8
ty Clock Low to Output Valid (30pF Loading) (HL-T) 2 - 9
Clock Low to Output Valid (15pF Loading) (HS-T) 2 - 6 ns Figure 77
Clock Low to Output Valid (15pF Loading) (HL-T) 2 - 8
tho Output Hold Time 15 - -
‘ Output Disable Time (HS-T) - - 6
P15 output Disable Time (HL-T) - _ 7.50
Power Up / Power Down Timing
Vcc(min) to Read operation
. (HL256T / HS256T) i} _ 550/600 Figure 63
PU (HL512T / HS512T) 450 / 500 us g
(HLO1GT / HSO1GT) 500 /500
tpp Vcc(Low) time 25 - - Figure 64
tyr®? | Vee/ VecQ Power Up ramp rate 1 - - ps/V .
Figure 65
tyr Vec / VecQ Power Down ramp rate 30.0 - - us/V
Deep Power Down Mode Timing
t [52
ENTRPD | Time to Enter DPD mode - - 3 -
Time to Exit DPD mode
— (HL256T / HS256T) B B 520/570 Hs
(HL512T / HS512T) 380/430 Fi 2
(HLO1GT / HS01GT) 430 /430 'gure 6
tcsppp | Chip Select Pulse Width to Exit DPD 0.02 - 3
Reset Timingl[46:47]
trs Reset Setup - RESET# High before CS# Low 50 - - ns
Fﬁfggggl/sagzc;lg{)RESET# Low to CS# Low 550 / 600
trH (HL512T / HS512T) 450 /500 - - us Figure 55
(HLO1GT / HS01GT) 500/ 500
trp RESET# Pulse Width 200 - - ns
Notes

43.Full V¢ range and CL = 15pF.

44.0utput HI-Z is defined as the point where data is no longer driven.
45. Applicable across all operating temperature options.

46.If Reseti is asserted during the end of tpy, the device will remain in the reset state and tgy will determine when CS# may go Low.
47.Sum of tpp and tgy must be equal to or greater than tgpy.

48.Typical program and erase times assume the following conditions: 25°C, V¢ = 1.8V and 3.0V; checkerboard data pattern.

49.The programming time for any OTP programming transaction is the same as tpp. This includes PRSSR_4_1.

50. The programming time for the PRPPB_4_0 transaction is the same as tpp. The erase time for ERPPB_0_0 transaction is the same as tg.

51.Values are guaranteed by characterization and not 100% tested in production.

52.Guaranteed by design.

53.The Joint Electron Device Engineering Council (JEDEC) standard JESD22-A117 defines the procedural requirements for performing valid endurance
and retention tests based on a qualification specification. This methodology is intended to determine the ability of a flash device to sustain repeated
data changes without failure (program/erase endurance) and to retain data for the expected life (data retention). Endurance and retention qualifica-
tion specifications are specified in JESD47 or may be developed using knowledge-based methods as in JESD94.
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256Mb/512Mb/1Gb SEMPER™ Flash 1
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Timing characteristics

Table 85 Timing characteristics!*®! (Continued)
. . Reference
Symbol Parameter Min Typ Max Unit figure
Internal Device Reset from Software Reset Transaction
tsr (256T /512T / 01GT) - - 90/83/83 us -
CS# Signaling Reset Timing
tesiw | Chip Select Low 500 - -
ns
tcsug | Chip Select High 500 - -
Internal device reset /
(HL256T / HS256T) _ _ 550/600 .
tRESET | (HL512T / HS512T) 450 /500 Hs Figure 60
(HLO1GT / HSO1GT) 500/ 500
tsuy Data in Setup Time (w.r.t CS#) 50 - -
ns
thpy Data in Hold Time (w.r.t CS#) 50 - -
Embedded Algorithm (Erase, Program and Data Integrity Check) Performancel#® 49 50531
tw nonvolatile Register Write Time - 44 357.5 ms
. 256B Page Programming (4KB Sector / 256KB Sector) - 430/ 480 2175/1700
us
PP | 512B Page Programming (4KB Sector / 256KB Sector) - 680/570 |  2175/1700
Sector Erase Time (4KB physical sectors) - 42 335
Sector Erase Time (256KB Infineon® Endurance Flex _ 773 2677
tse architecture disabled) ms
Sector Erase Time (256KB Infineon® Endurance Flex
architecture enabled) - 73 5869
Chip Erase Time (256Mb) - 101 348
tge Chip Erase Time (512Mb) - 201 696 sec
Chip Erase Time (1Gb) - 398 1381
Evaluate Erase Status Time for 4KB physical sectors
(HL256T / HS256T) B s
(HL512T / HS512T) 16176 H
(HLO1GT / HS01GT) /
tees - - 45 51/51
Evaluate Erase Status Time for 256KB physical sectors 53/56
(HL256T / HS256T) B _
(HL512T / HS512T)
(HLO1GT / HSO01GT)
¢ Data Integrity Check Calculation Setup Time _ 50/50/ _ .
DIC_SETUP | (256T / 512T / 01GT) 17 M
Data Integrity Check Calculation Rate (Calculation rate over a
tpic raTES | large 55/55/56 65 - MBps
B (>1024-byte) block of data) (256T / 512T / 01GT / 01GT)
Sector Erase Count Time
t (HL256T / HS256T) _ 55 87/87 s
SEC | (HL512T / HS512T) 63/63 H
(HLO1GT / HSO1GT) 70/70
tgecy Blank Check single 256KB sector - 13 17
ms
tgec2 Blank Check single 4KB sector - 1 2 -
tpassworp | Password Comparison Time 80 100 120 us

Program, Erase, or Data Integrity Check Suspend/Resume Timing

Notes
43.Full V¢ range and CL = 15pF.
44.0utput HI-Z is defined as the point where data is no longer driven.
45. Applicable across all operating temperature options.
46.If Reseti# is asserted during the end of tpy, the device will remain in the reset state and tgy will determine when CS# may go Low.
47.Sum of tgp and tgy must be equal to or greater than tgpy.
48.Typical program and erase times assume the following conditions: 25°C, V¢ = 1.8V and 3.0V; checkerboard data pattern.
49.The programming time for any OTP programming transaction is the same as tpp. This includes PRSSR_4_1.
50.The programming time for the PRPPB_4_0 transaction is the same as tpp. The erase time for ERPPB_0_0 transaction is the same as tg.
51.Values are guaranteed by characterization and not 100% tested in production.
52.Guaranteed by design.
53.The Joint Electron Device Engineering Council (JEDEC) standard JESD22-A117 defines the procedural requirements for performing valid endurance
and retention tests based on a qualification specification. This methodology is intended to determine the ability of a flash device to sustain repeated
data changes without failure (program/erase endurance) and to retain data for the expected life (data retention). Endurance and retention qualifica-
tion specifications are specified in JESD47 or may be developed using knowledge-based methods as in JESD94.
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Table 85 Timing characteristics!*®! (Continued)
Symbol Parameter Min Typ Max Unit Reffi;'ler:ce
tpEDS Program/Erase/Data Integrity Check Suspend - - 80
Program/Erase/Data Integrity Check Resume to next 100/100 us -
tpeprs | Program/Erase/Data Integrity Check Suspend 250/ /- -
(256T /512T / 01GT) /100

Notes
43.Full V¢ range and CL = 15pF.

44.0utput HI-Z is defined as the point where data is no longer driven.

45. Applicable across all operating temperature options.

46. If Reset# is asserted during the end of tp), the device will remain in the reset state and tgy; will determine when CS# may go Low.

47.Sum of tgp and tgy must be equal to or greater than tgpy.

48.Typical program and erase times assume the following conditions: 25°C, V¢ = 1.8V and 3.0V; checkerboard data pattern.
49.The programming time for any OTP programming transaction is the same as tpp. This includes PRSSR_4_1.

50.The programming time for the PRPPB_4_0 transaction is the same as tpp. The erase time for ERPPB_0_0 transaction is the same as tg.
51.Values are guaranteed by characterization and not 100% tested in production.

52.Guaranteed by design.

53.The Joint Electron Device Engineering Council (JEDEC) standard JESD22-A117 defines the procedural requirements for performing valid endurance
and retention tests based on a qualification specification. This methodology is intended to determine the ability of a flash device to sustain repeated
data changes without failure (program/erase endurance) and to retain data for the expected life (data retention). Endurance and retention qualifica-
tion specifications are specified in JESD47 or may be developed using knowledge-based methods as in JESD94.
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Timing characteristics

8.1 Timing waveforms

8.1.1 Key to timing waveform
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Figure 71 Waveform element meaning
8.1.2 Timing reference levels
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Timing characteristics

8.1.3 Clock timing
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8.1.4 Input / output timing
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Timing characteristics
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Device identification

9 Device identification
9.1 JEDEC SFDP Rev D
9.1.1 JEDEC SFDP Rev D header table
Table 86 JEDEC SFDP Rev D header table
SFDP byte address SFDP DWORD name Data Description
00h 53h This is the entry point for Read SFDP (5Ah) command i.e., location zero within SFDP
space ASCII “S”
01h 46h ASCII “F”
02h 44h ASCII “D”
03h 50h ASCII “P”
04h SFDP Header 08h SFDP Minor Revision (08h = JEDEC JESD216 Revision D)
05h 01h SFDP Major Revision (01h = JEDEC JESD216 Revision D)
06h 05h Number of Parameter Headers (zero based, 05h = 6 parameters)
07h FEh xSPINOR Profilechtal, (£§D,8D,8D) operation, 4-byte addressing for SFDP command,
8 WAIT states (Booting up in 15-1S-1S mode)
08h 00h Parameter ID LSB (00h = JEDEC SFDP Basic SPI Flash Parameter)
09h 00h Parameter Table Minor Revision (00h = JEDEC JESD216 Revision D)
0Ah 01h Parameter Table Major Revision (01h = JEDEC JESD216 Revision D)
0Bh 14h Parameter Table Length (14h =20 DWORDs are in the Parameter table)
och 1st Parameter Header ooh Parameter Table Pointer Byte 0 (DWORD = 4 byte aligned)
JEDEC Basic SPI Flash parameter byte offset = 0100h address
0Dh 01h Parameter Table Pointer Byte 1
OEh 00h Parameter Table Pointer Byte 2
OFh FFh Parameter ID MSB (FFh = JEDEC defined Parameter)
10h 84h Parameter ID LSB (84h = 4-Byte Address Instruction Table)
11h 00h Parameter Table Minor Revision (00h = JEDEC JESD216 Revision D)
12h 01h Parameter Table Major Revision (01h = JEDEC JESD216 Revision D)
13h 02h Parameter Table Length (2h =2 DWORDs are in the Parameter table)
14h 2nd Parameter Header 50h Parameter Table Pointer Byte 0 (DWORD = 4-byte aligned)
4-Byte Address Instruction Table byte offset = 0150h address
15h 01h Parameter Table Pointer Byte 1
16h 00h Parameter Table Pointer Byte 2
17h FFh Parameter ID MSB (FFh = JEDEC defined Parameter)
18h 05h Parameter ID LSB (05h = JEDEC xSPI Profile 1.0)
19h 00h Parameter Table Minor Revision (00h = JEDEC JESD216 Revision D)
1Ah 01h Parameter Table Major Revision (01h = JEDEC JESD216 Revision D)
1Bh 05h Parameter Table Length (5h =5 DWORDs are in the Parameter table)
ich 3rd Parameter Header 58h Parameter Table Pointer Byte 0 (DWORD = 4-byte aligned)
JEDEC xSPI Profile 1.0 = 0158h address
1Dh 01h Parameter Table Pointer Byte 1
1Eh 00h Parameter Table Pointer Byte 2
1Fh FFh Parameter ID MSB (FFh = JEDEC defined Parameter)
20h 87h Parameter ID LSB (87h = JEDEC Status, Control and Configuration Register Map)
21h 00h Parameter Table Minor Revision (00h = JEDEC JESD216 Revision D)
22h 01h Parameter Table Major Revision (01h = JEDEC JESD216 Revision D)
23h 1Ch Parameter Table Length (1Ch =28 DWORDs are in the Parameter table)
24h 4th Parameter Header 6Ch Parameter Table Pointer Byte 0 (DWORD = 4-byte aligned)
JEDEC Status, Control and Configuration Register Map = 016Ch address
25h 01h Parameter Table Pointer Byte 1
26h 00h Parameter Table Pointer Byte 2
27h FFh Parameter ID MSB (FFh = JEDEC defined Parameter)
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Device identification

Table 86 JEDEC SFDP Rev D header table (Continued)
SFDP byte address SFDP DWORD name Data Description

28h 0Ah Parameter ID LSB (0Ah = Command Sequences to change to Octal DDR (8D-8D-8D)
mode)

29h 00h Parameter Table Minor Revision (00h = JEDEC JESD216 Revision D)

2Ah 01h Parameter Table Major Revision (01h = JEDEC JESD216 Revision D)

2Bh 04h Parameter Table Length (4h =4 DWORDs are in the Parameter table)

5th Parameter Header

2Ch DCh Parameter Table Pointer Byte 0 (DWORD = 4-byte aligned)
Command Sequences to Change to Octal DDR (8D-8D-8D) Mode = 1DCh address

2Dh 01h Parameter Table Pointer Byte 1

2Eh 00h Parameter Table Pointer Byte 2

2Fh FFh Parameter ID MSB (FFh = JEDEC defined Parameter)

30h 81h Parameter ID LSB (81h = JEDEC Sector Map)

31h 00h Parameter Table Minor Revision (00h = JEDEC JESD216 Revision D)

32h 01h Parameter Table Major Revision (01h = JEDEC JESD216 Revision D)

33h 16h Parameter Table Length (16h = 22 DWORDs are in the Parameter table)

34h 6th Parameter Header Ech Parameter Table Pointer Byte 0 (DWORD = 4-byte aligned)
JEDEC Sector Map = 1ECh address

35h 01h Parameter Table Pointer Byte 1

36h 00h Parameter Table Pointer Byte 2

37h FFh Parameter ID MSB (FFh = JEDEC defined Parameter)
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Table 87 JEDEC SFDP Rev D parameter table
SFDP byte address SFDP DWORD name Data Description
Bits 7:5=unused = 111b
Bit4=1b
100h F7h Bit 3 = Block Protect Bits are nonvolatile / volatile = 0b
Bit 2 = Program Buffer > 64 Bytes = 1b
Bits 1:0 = Uniform 4KB erase is unavailable = 11b
101h 21h Bits 15:8 = 4KB erase instruction =21h
JEDEC Basic Flash Bit 23 = Unused = 1b
Parameter DWORD-1 Bit 22 = (1-1-4) Fast Read NOT supported = 0b
Bit 21 = (1-4-4) Fast Read NOT supported = 0b
Bit 20 = (1-2-2) Fast Read NOT supported = 0b
10zh 8Ah Bit19 = Supports DDR, Yes = 1b
Bit 18:17 = 3- or 4-Byte addressing (for example, defaults to 3-Byte mode; enters
4-Byte mode on command) = 01b
Bit 16 = (1-1-2) Fast Read NOT supported = 0b
103h FFh Bits 31:24 = Unused = FFh
104h FFh
105h FFh
; Density in bits, zero based, 256Mb = OFFFFFFFh
106h JEDEC Basic Folash FFh Density in bits, zero based, 512Mb = 1FFFFFFFh
Parameter DWORD-2 = - %~ = ™| Density in bits, zero based, 1Gb = 3FFFFFFFh
107h 1Fh for 512M
3Fh for 1G
108h 00h
109h JEDEC Basic Flash 00h
10Ah Parameter DOWORD-3 00h Not Supported
10Bh 00h
10Ch 00h
10Dh JEDEC Basic Flash 00h
10Eh Parameter DOWORD-4 00h Not Supported
10Fh 00h
Bits 7:5 = Reserved = 111b
Bit 4 = Not Supported = 0b
110h EEh Bit 3:1 = Reserved =111b
JEDEC Basic Flash Bits 0 = Not Supported = 0b
111h Parameter DWORD-5 FFh
112h FFh Reserved
113h FFh
114h FFh
Reserved
115h JEDEC Basic Flash FFh
116h Parameter DWORD-6 00h
Not Supported
117h 00h
118h FFh
Reserved
119h JEDEC Basic Flash FFh
11Ah Parameter DWORD-7 00h
Not Supported
11Bh 00h
11Ch 0Ch Erase Type 1 Size, 4KB erase instruction = Erase type size = 2AN (where N=12) =0Ch
11Dh JEDEC Basic Flash 21h Erase Type 1 Instruction
11Eh Parameter DWORD-8 00h Erase Type 2 Not Supported
11Fh FFh Erase Type 2 Not Supported
120h 00h Erase Type 3 Not Supported
121h JEDEC Basic Flash FFh Erase Type 3 Not Supported
122h Parameter DWORD-9 12h Erase Type 4 Size, 256KB erase instruction = Erase type size =2"N (where N=18) =12h
123h DCh Erase Type 4 Instruction
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Device identification

Table 87 JEDEC SFDP Rev D parameter table (Continued)
SFDP byte address SFDP DWORD name Data Description
124h 23h Bits 31:30 = Erase type 4 Erase, Typical time units (00b: 1 ms, 01b: 16 ms, 10b: 128 ms,
11b:1s)=128 ms=10b
125h FAh Bits 29:25 = Erase type 4 Erase, Typical time count =00101b (typ erase time = count
126h FFh +1* units=6*128 ms =768 ms)

Bits 24:23 = Erase type 3 Erase, Typical time units (00b: 1 ms, 01b: 16 ms, 10b: 128 ms,
11b:1s)=1S=11b (RFU)

; Bits 22:18 = Erase type 3 Erase, Typical time count = 11111b (RFU)
JEDEC Basic Flash Bits 17:16 = Erase type 2 Erase, Typical time units (00b: 1 ms, 01b: 16 ms, 10b: 128 ms,
Parameter DWORD-10 11b:1s)=1S=11b (RFU)
Bits 15:11 = Erase type 2 Erase, Typical time count = 11111b (RFU)
Bits 10:9 = Erase type 1 Erase, Typical time units (00b: 1 ms, 01b: 16 ms, 10b: 128 ms,
11b:1s)=16ms=01b
Bits 8:4 = Erase type 1 Erase, Typical time count = 00010b (typ erase time = count +1
*units=3*16 ms=48 ms)
Bits 3:0 = Count = (Max Erase time / (2 * Typical Erase time))- 1=0011b

128h 82h Bits 31 = Reserved = 1b
Bits 30:29 = Chip Erase Typical time units (00b: 16 ms, 01b: 256 ms, 10b: 4 s, 11b: 64
129h E7h s)=11b (256M, 512M, and 1G)
12Ah FFh g(i)tlslzost;z(ig)chip Erase Typical time count =00001b (256M), 00011b (512M), and
; Bits 23:19 = Byte Program Typical Time, additional byte =11111b
JEDEC Basmglash Bits 18:14 = Byte Program Typical Time, first byte =11111b
Parameter DWORD-11 | ..\ ' =c\1 | Bits 13 = Page Program Typical Time unit (0: 8 s, 1: 64 is) = 64 ps = 1b
Bits 12:8 = Page Program Typical Time Count = 00111 (typ Program time = count +1 *
12Bh E3h for 512M units =8 * 64 pis = 512 ps)
E6hfor1G | Bits 7:4 = Page Size (256B) = 2N bytes = 1000h
Bits 3:0 = Count = [Max page program time / (2 * Typical page program time)] - 1 =

127h 8Bh

0010b
12Ch ECh Bit 31 = Suspend and Resume supported = 0b

Bits 30:29 = Suspend in-progress erase max latency units (00b: 128ns, 01b: 1us, 10b:
12Dh 23h 8us, 11b: 64us) = 8 us = 10b
12Eh 19h Bits 28:24 = Suspend in-progress erase max latency count = 01001b, max erase

suspend latency = count +1 * units

=10*8us=80us

Bits 23:20 = Erase resume to suspend interval count = 0001b, interval = count +1 * 64
MS=2*64 us=128 us

Bits 19:18 = Suspend in-progress program max latency units (00b: 128ns, 01b: 1ps,
10b: 8ys, 11b: 64us)

=8 us=10b

Bits 17:13 = Suspend in-progress program max latency count=01001b, max program
suspend latency = count +1 * units

=10*8 us=80us

JEDEC Basic Flash Bits 12:9 = Program resume to suspend interval count = 0001b, interval = count +1 *
Parameter DWORD-12 64us=2*64us=128 us
Bit 8 = Reserved = 1b
12Fh 49h Bits 7:4 = Prohibited operations during erase suspend

=xxx0b: May not initiate a new erase anywhere (erase nesting not permitted)
+xx1xb: May not initiate a page program in the erase suspended sector size
+x1xxb: May not initiate a read in the erase suspended sector size

+ 1xxxb: The erase and program restrictions in bits 5:4 are sufficient

=1110b

Bits 3:0 = Prohibited Operations During Program Suspend

=xxx0b: May not initiate a new erase anywhere (erase nesting not permitted)
+xx0xb: May not initiate a new page program anywhere (program nesting not
permitted)

+x1xxb: May not initiate a read in the program suspended page size

+ 1xxxb: The erase and program restrictions in bits 1:0 are sufficient

=1100b
130h 7Ah Bits 7:0 = Program Resume Instruction = 7Ah (1S-1S-1S)
131h JEDEC Basic Flash BOh Bits 15:8 = Program Suspend Instruction = BOh
132h Parameter DWORD-13 7Ah Bits 23:16 = Erase Resume Instruction = 7Ah (15-15-1S)
133h BOh Bits 31:24 = Erase Suspend Instruction = BOh

Bits 7:4 =RFU =Fh

Bit 3:2 = Status Register Polling Device Busy = 01b: Legacy status polling supported =
134h F7h Use legacy polling by reading the Status Register with 05h instruction and checking
WIP bit[0] (0 = ready; 1 = busy).

Bits 1:0=RFU =11b

135h JEDEC Basic Flash 66h Bit 31 = DPD Supported = supported =0
136h Parameter DWORD-14 soh Bits 30:23 = Enter DPD Instruction = BSh
Bits 22:15 = Exit DPD Instruction not supported = 00h
Bits 14:13 = Exit DPD to next operation delay units = (00b: 128 ns, 01b: 1 ps, 10b: 8 s,
11b: 64 us) =64 us=11b
137h 5Ch Bits 12:8 = Exit DPD to next operation delay count =00110, Exit DPD to next operation
delay
= (count+1) * units= (6 + 1) * 64 us =448 us
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Table 87 JEDEC SFDP Rev D parameter table (Continued)
SFDP byte address SFDP DWORD name Data Description
138h 00h
13%h i 00h Bits 31:24 = Reserved = FFh
P JEDEC Ba;\IACI Fi_j;h Bit 23 = Hold or RESET Disable = Not Supported = 0b
13Ah arameter DWORD-15 00h Bits 22:0 = Not supported = 000000h
13Bh FFh
Bit 7=Reserved = 1
Bits 6:0 = Volatile or Nonvolatile Register and Write Enable Instruction for Status
Register 1
xxx_xxx1b: Nonvolatile Status Register 1, powers-up to last written value, use
instruction 06h to enable write.
+xxx_1xxxb: Nonvolatile/Volatile Status Register 1 powers-up to last written value in
the nonvolatile status register, use instruction 06h to enable write to nonvolatile
13Ch Foh status register. Volatile status register may be activated after power-up to override
the nonvolatile status register, use instruction 50h to enable write and activate the
volatile status register.
+xx1_xxxxb: Status Register 1 contains a mix of volatile and nonvolatile bits. The 06h
instruction is used to enable writing of the register.
+ x1x_xxxxb: Reserved
+ 1Ixx_xxxxb: Reserved
=1111001b
13Dh JEDEC Basic Flash 10h Bits 23:14 = Exit 4-Byte Addressing
Parameter DWORD-16 = xx_xx1x_xxxxb: Hardware reset
+ xX_X1xx_xxxxb: Software reset (see bits 13:8 in this DOWORD)
+xx_1xxx_xxxxb: Power cycle
+x1_xxxx_xxxxb: Reserved
+ 1X_Xxxx_xxxxb: Reserved
13Eh Fsh =.11_1110_0000b
Bits 13:8 = Soft Reset and Rescue Sequence Support
+x1_xxxxb: issue reset enable instruction 66h, then issue reset instruction 99h. The
reset enable, reset sequence may be issued on 1, 2, or 4 wires depending on the
device operating mode.
=010000b
Bits 31:24 = Enter 4-byte Addressing
+xx1x_xxxxb: Supports dedicated 4-Byte address instruction set. Refer the vendor
13Fh AOh datasheet for the instruction set definition
+ 1xxx_xxxxb: Reserved
=1010_0000b
140h 00h
141h JEDEC Basic Flash 00h
142h Parameter DOWORD-17 00h Not Supported
143h 00h
144h 00h Bit 31 = High byte and low byte of 16-bit words are in the same order when read in
1-1-1 mode and 8-8-8 mode = 0b
145h 00h Bit 30:29 = The Command Extension is the same as the Command = 00b
146h ) BCh Bit 28 = Reserved =0b
JEDEC Basic Flash Bit 27:26 = Not supported = 00b
Parameter DWORD-18 Bits 25:24 = First rising edge of DS in the middle of the first data bit, start of first data
bit aligned with the first falling edge of DS = 10b
147h 02h Bit 23 = JEDEC SPI Protocol Reset Supported = 1b
Bit22:18=01111b
Bits 17:0 = Reserved = 00000h
148h 00h
149h JEDEC Basic Flash 00h
14Ah Parameter DWORD-19 00h Not Supported
14Bh 00h
14Ch FFh . X X L .
Bits 31:28 = Maximum operation speed of device in 8D-8D-8D mode when utilizing
14Dh FFh Data Strobe = 1000b (200MHz) / 0111b (166MHz)
; Bits 27:24 = 8D-8D-8D mode without using Data Strobe is not characterized = 1110b
14Eh JEDEC Basic Flash 8Ehfor HS-T | Bits 23:20 = Maximum operation speed of device in 85-85-8S mode when utilizing
Parameter DWORD-20 | 7Eh for HL-T | Data Strobe = 1000b (200MHz) / 0111b (166MHz)
8Eh for HS-T | Bits 19:16 = 85-85-8S mode without using Data Strobe is not characterized = 1110b
14Fh Bit 15:0 = Not supported = FFFFh
TEh for HL-T
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Table 87

JEDEC SFDP Rev D parameter table (Continued)

SFDP byte address

SFDP DWORD name

Data

Description

150h

151h

152h

153h

JEDEC 4-Byte Address
Instructions Parameter
DWORD-1

41h

12h

OFh

FEh

Supported = 1, Not Supported =0

Bits 31:25=Reserved =1111_111b

Bit 24 = Support for (1-8-8) Page Program Command, Instruction = 8Eh = 0b

Bit 23 = Support for (1-1-8) Page Program Command, Instruction = 84h = 0b

Bit 22 = Support for (1-8-8) DTR READ Command, Instruction = FDh = 0b

Bit 21 = Support for (1-8-8) FAST_READ Command, Instruction = CCh = 0b

Bit 20 = Support for (1-1-8) FAST_READ Command, Instruction = 7Ch = 0b

Bit 19 = Support for nonvolatile individual sector lock write command, Instruction =
E3h=1b

Bit 18 = Support for nonvolatile individual sector lock read command, Instruction =
E2h=1b

Bit 17 = Support for volatile individual sector lock Write command, Instruction =E1lh
=1b

Bit 16 = Support for volatile individual sector lock Read command, Instruction = EOh
=1b

Bit 15 = Support for (1-4-4) DTR_Read Command, Instruction = EEh = 0b

Bit 14 = Support for (1-2-2) DTR_Read Command, Instruction = BEh = 0b

Bit 13 = Support for (1-1-1) DTR_Read Command, Instruction = 0Eh = 0b

Bit 12 = Support for Erase Command - Type 4 = 1b

Bit 11 = Support for Erase Command - Type 3 =0b

Bit 10 = Support for Erase Command - Type 2 =0b

Bit 9 = Support for Erase Command - Type 1=1b

Bit 8 = Support for (1-4-4) Page Program Command, Instruction =3Eh =0b

Bit 7 = Support for (1-1-4) Page Program Command, Instruction = 34h = 0b

Bit 6 = Support for (1-1-1) Page Program Command, Instruction = 12h =1b

Bit 5 = Support for (1-4-4) FAST_READ Command, Instruction = ECh = 0b

Bit 4 = Support for (1-1-4) FAST_READ Command, Instruction = 6Ch = 0b

Bit 3 = Support for (1-2-2) FAST_READ Command, Instruction = BCh = 0b

Bit 2 = Support for (1-1-2) FAST_READ Command, Instruction = 3Ch = 0b

Bit 1 = Support for (1-1-1) FAST_READ Command, Instruction = 0Ch = 0b

Bit 0 = Support for (1-1-1) READ Command, Instruction = 13h = 1b

154h

155h

156h

157h

JEDEC 4-Byte Address
Instructions Parameter
DWORD-2

21h

FFh

FFh

DCh

Bits 31:24 = DCh = Instruction for Erase Type 4
Bits 23:16 = Instruction for Erase Type 3: RFU
Bits 15:8 = Instruction for Erase Type 2: RFU
Bits 7:0 = 21h = Instruction for Erase Type 1

158h

159h

15Ah

15Bh

JEDEC xSPI Profile 1.0
DWORD-1

00h

Bits 7:0 = Read Fast Wrapped command not supported = 00h

EEh

Bits 15:8 = Read Fast command = EEh (DDR Read)

80h

Bit 23 = Number of Additional Modifier Bytes Used for Write any Register command =
4 bytes=1b

Bit 22 = Number of Data Bytes Used for Write Register command = 1 byte =0b

Bits 21:16 = Reserved = 000000b

0Bh

Bit 31 =xSPI Support, Device implements the SFDP command in 8D-8D-8D protocol
mode as defined in the Jedec

xSPI spec =0b

Bit 30 = SFDP Command in 8D-8D-8D mode — Dummy Cycles = 8 bytes = 0b

Bit 29 = Number of Additional Modifier Bytes Used for Read Status Register command
=0 bytes=0b

Bit 28 = Initial Latency (CK cycles) for Read Status Register command =3 CK Cycle = 0b
Bit 27 = Number of Additional Modifier Bytes Used for Read Register command = 4
bytes =1b

Bit 26 = Initial Latency (CK cycles) for Read Volatile Register command = 4CK = 0b
Bit 25 = Initial Latency (CK cycles) for Read Volatile Non-Register command = 8 CK
cycles=1b

Bit 24 = Number of Additional Modifier Bytes Used for Write Status-Cfg Register
command=4 bytes = 1b

15Ch

15Dh

15Eh

15Fh

JEDEC xSPI Profile 1.0
DWORD-2

71h

Write Nonvolatile Register command

71h

Write Volatile Register command

65h

Read NV Register command

65h

Read Volatile Register command
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Table 87 JEDEC SFDP Rev D parameter table (Continued)
SFDP byte address SFDP DWORD name Data Description
160h 00h Bits 7:0 = Reserved = 00h
161h BOh Bit 31 = Read SFDP 8D-8D-8D command supported = 1b
Bit 30 = Read Fast Wrapped command not supported = 0b
162h FFh Bit 29 = Setup Read Wrap command not supported = 0b
Bit 28 = Erase 4KB command supported = 1b
Bit 27 = Erase 32KB command not supported = 0b
Bit 26 = Erase Chip command supported = 1b
Bit 25 = Read Configuration Register command supported = 1b
Bit 24 = Read Flag Status Register command not supported = 0b
Bit 23 = Read Register command supported = 1b
. Bit 22 = Read Volatile Register command supported = 1b
JEDEC xSPI Profile 1.0 Bit 21 = Read NV Register command supported = 1b
DWORD-3 Bit 20 = Write Status-Configuration Register command supported = 1b
Bit 19 = Clear Flag Status Reg command supported = 1b
163h 96h Bit 18 = Write Register command supported = 1b
Bit 17 = Write volatile register command supported = 1b
Bit 16 = Write NV register command supported = 1b
Bit 15 = Enter Deep Power Down command not supported = 1b
Bit 14 = Exit Deep Power Down command not supported = 0b
Bit 13 = Soft Reset command supported = 1b
Bit 12 = Reset Enable command supported = 1b
Bit 11 = Soft Reset and Enter default protocol mode command supported = 0b
Bit 10 = Enter default protocol mode command not supported = 0b
Bits 9:8 = Reserved = 00b
164h Ah Bits 31:12=00000h
165h EDE Pl Profile 1. 0Bh Bits 11:7 = 200MHz operation: number of dummy cycles required =23 =10111b
JEDEC xSPI Profile 1.0 Bit 6:2 = 200MHz operation: configuration bit pattern to set this number of dummy
166h DWORD-4 00h cycles=01010b
167h 00h Bits 1:0 = Reserved = 00b
168h 0Ch Bits 31:27 = 166MHz operation: number of dummy cycles required =20 = 10100b
Bit 26:22 = 166MHz operation: configuration bit pattern to set this number of dummy
169h 55h cycles =01000b
16Ah ) 1Ch Bits 21:17 = 133MHz operation: number of dummy cycles required = 14 =01110b
JEDEC xSPI Profile 1.0 Bit 16:12 = 133MHz operation: configuration bit pattern to set this number of dummy
DWORD-5 cycles=00101b
Bits 11:7 = 100MHz operation: number of dummy cycles required = 10 =01010b
16Bh A2h Bit 6:2 = 100MHz operation: configuration bit pattern to set this number of dummy
cycles=00011b
Bits 1:0 = Reserved = 00b
16Ch 00h
16Dh Status, Control and 0oh
Configuration Register Bits 31:0 = Address offset for volatile registers = 00800000h
16Eh Map DWORD-1 80h
16Fh 00h
170h 00h
171h Status, Control and 0oh
Configuration Register Bits 31:0 = Address offset for nonvolatile registers = 00000000h
172h Map DWORD-2 00h
173h 00h
174h COh Bit 31 = Generic Addressable Read Status/Control register command for volatile
registers supported for some (or all) registers = 1b
175h cch Bit 30 = Generic Addressable Write Status/Control register command for volatile
176h FFh registers supported for some (or all) registers = 1b
Bits 29:28 = Number of address bytes used for Generic Addressable Read/Write
Status/Control register commands for volatile registers = 3 byte (default) = 10b
Status. Control and Bit 27:26 = Number of dummy bytes used for Generic Addressable Read
N . Status/Control register command for volatile registers in (15-1S-1S) mode = 10b
Configuration Register Bit 25:14 = Not supported = FFFh
Map DWORD-3 Bit 13:10 = Number of dummy cycles used for Generic Addressable Read
177h EBh Status/Control register command for volatile registers in (85-85-8S) mode =3=0011b
Bit 9:6 = Number of dummy cycles used for Generic Addressable Read Status/Control
register command for volatile registers in (8D-8D-8D) mode =3 =0011b
Bit 5:4 = Reserved = 00b
Bit 3:0 =Number of dummy cycles used for Generic Addressable Read Status/Control
register command for volatile registers in (15-15-1S) mode = 0000b
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Table 87 JEDEC SFDP Rev D parameter table (Continued)
SFDP byte address SFDP DWORD name Data Description
178h 88h Bit 31 = Generic Addressable Read Status/Control register command for nonvolatile
registers supported for some (or all) registers = 1b
179h FBh Bit 30 = Generic Addressable Write Status/Control register command for nonvolatile
17Ah FFh registers supported for some (or all) registers = 1b
Bits 29:28 = Number of address bytes used for Generic Addressable Read/Write
Status/Control register commands for nonvolatile registers = 3 byte (default) = 10b
Bit 27:26 = Number of dummy bytes used for Generic Addressable Read
Status. Control and Status/Control register command for nonvolatile registers in (15-1S-1S) mode = 10b
L . Bit 25:14 = Not supported = FFFh
Configuration Register Bit 13:10 = Number of dummy cycles used for Generic Addressable Read
Map DWORD-4 Status/Control register command for nonvolatile registers in (85-85-8S) mode =20 =
17Bh EBh 1110b (Max available option is 14 cycles)
Bit 9:6 = Number of dummy cycles used for Generic Addressable Read Status/Control
register command for nonvolatile registers in (8D-8D-8D) mode =20 = 1110b (Max
available option is 14 cycles)
Bit 5:4 = Reserved = 00b
Bit 3:0=Number of dummy cycles used for Generic Addressable Read Status/Control
register command for nonvolatile registers in (15-1S-1S) mode = 1000b
17Ch 00h Bits 7:0 = Command used for write access = read only = 00h
17Dh 65h Bits 15:8 = Command used for read access = 65h
17Eh Status, Control and 00h Bits 23:16 = Address of register where WIP is located = 00h (status reg -1 volatile)
Configuration Register Bit 31 = Write In Progress (WIP) bit is supported = 1b
Map DWORD-5 Bit 30 = Write In Progress polarity, WIP = 1 indicates write is in progress = 0b
17Eh 90h Bits 29 = Reserved = 0b
Bits 28 = Bit is set /cleared by commands using address = 1b
Bit 27 = Not supported = 0b
Bits 26:24 = Bit location of WIP bit in register = bit [0] = 000b
180h 06h Bits 7:0 = Command used for write access
181h 05h Bits 15:8 = Command used for read access
182h Status, Control and 00h Bits 23:16 = Address of register where WEL is located = 00h (status reg -1 volatile)
Configuration Register Bit 31 = Write Enable (WEL) bit is supported = 1b
Map DWORD-6 Bit 30 = Write Enable polarity, WEL = 1 means write is in progress = 0b
183h Alh Bits 29 = Write command is a direct command to wet WEL bit = 1b
Bits 28 = Bit is accessed by direct commands to set WEL bit = 1b
Bit 27 = Local address for WEL bit is found in last byte of the address = 0b
Bits 26:24 = Bit location of WEL bit in register = bit [1] = 001b
184h 00h Bits 7:0 = Command used for write access = read only = 00h = Read Only
185h 65h Bits 15:8 = Command used for read access = 65h
Bits 23:16 = Address of register where Program Error is located = 00h (status reg -1
186h 00h olatile)
Status, Control and votatl
Configuration Register Bit 31 = Program Error bit supported = 1b
Map DWORD-7 Bit 30 = Positive polarity (Program Error = 0 indicates no error, Program Error =1
indicates last Program operation created an error) = 0b
187h 96h Bit 29 = The device has separate bits for Program Error and Erase Error = 0b
Bits 28 = Bit is set/cleared by commands using address = 1b
Bit 27 = Not Supported = 0b
Bits 26:24 = Bit location of Program Error bit in register = bit [6] = 110b
188h 00h Bits 7:0 = Command used for write access = read only = 00h = Read Only
189h 65h Bits 15:8 = Command used for read access = 65h
18Ah 00h Bits 23:16 = Address of register where Erase Error is located = 00h
Status, Control and EMIL=E c bt red=1b
. . - it 31 = Erase Error bit supported =
Configuration Register Bit 30 = Positive polarity Erase Error = 0 indicates no error, Erase Error = 1 indicates
Map DWORD-8 last erase operation created an error) = 0b
18Bh 95h Bit 29 = The device has separate bits for Program Error and Erase Error = 0b
Bits 28 = Bit is set/cleared by commands using address = 1b
Bit 27 = Not Supported = 0b
Bits 26:24 = Bit location of erase Error bit in register = bit [5] = 101b
18Ch 71h Bits 7:0 = Command used for write access = read only = 71h
18Dh 65h Bits 15:8 = Command used for read access = 65h
18Eh Status, Control and 03h Address of register where wait states bits are located = 03h (Configuration Reg - 2
. . . Nonvolatile)
Configuration Register
Map DWORD-9 Bit 31 = Variable number of dummy cycles supported = 1b
Bits 30:29 = Number of physical bits used to set wait states - 4 bit = 10b
18Fh DOh Bits 28 = Bit is set/cleared by commands using address = 1b
Bit 27 = Not Supported = 0b
Bits 26:24 = Bit location of LSB of physical bits in register = bit [0] = 000b
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Table 87 JEDEC SFDP Rev D parameter table (Continued)
SFDP byte address SFDP DWORD name Data Description
190h 71h Bits 7:0 = Command used for write access = 71h
191h 65h Bits 15:8 = Command used for read access = 65h
192h Status, Control and 03h ﬁgg\rl%sl:glfer)egister where wait states bits are located = 03h (Configuration Reg - 2
Configuration Register
Map DWORD-10 Bit 31 = Variable number of dummy cycles supported = 1b )
Bits 30:29 = Number of physical bits used to set wait states - 4 bit=10b
193h DOh Bits 28 = Bit is set/cleared by commands using address = 1b
Bit 27 = Not Supported = 0b
Bits 26:24 = Bit location of LSB of physical bits in register = bit [0] = 000b
194h A4h Bit 31 =30 dummy cycles supported = 0b
Bit 30:26 = Bit pattern used to set 30 dummy cycles = 00000b
195h 6Bh Bit 25 =28 dummy cycles supported = 1b
196h FBh Bit 24:20 = Bit pattern used to set 28 dummy cycles =01111b
Status, Control and Bit 19 = 26 dummy cycles supported = 1b
Configuration Register Bit 18:14 = Bit pattern used to set 26 dummy cycles =01101b
Map DWORD-11 Bit 13 =24 dummy cycles supported = 1b
197h 02h Bit 12:8 = Bit pattern used to set 24 dummy cycles = 01011b
Bit 7 =22 dummy cycles supported = 1b
Bit 6:2 = Bit pattern used to set 22 dummy cycles =01001b
Bits 1:0 = Reserved = 00b
198h 90h Bit 31 =20 dummy cycles supported = 1b
Bit 30:26 = Bit pattern used to set 20 dummy cycles = 01000b
199h ASh Bit 25 =18 dummy cycles supported = 1b
19Ah 79h Bit 24:20 = Bit pattern used to set 18 dummy cycles =00111b
Status, Control and Bit 19 = 16 dummy cycles supported = 1b
Configuration Register Bit 18:14 = Bit pattern used to set 16 dummy cycles = 00110b
Map DWORD-12 Bit 13 = 14 dummy cycles supported = 1b
198h A2h Bit 12:8 = Bit pattern used to set 14 dummy cycles =00101b
Bit 7=12 dummy cycles supported = 1b
Bit 6:2 = Bit pattern used to set 12 dummy cycles = 00100b
Bits 1:0 = Reserved = 00b
19Ch 00h Bit 31 =10 dummy cycles supported = 1b
Bit 30:26 = Bit pattern used to set 10 dummy cycles =00011b
19Dh 40h Bit 25 =8 dummy cycles supported = 1b
19Eh 28h Bit 24:20 = Bit pattern used to set 8 dummy cycles = 00010b
Status, Control and Bit 19 = 6 dummy cycles supported = 1b
Configuration Register Bit 18:14 = Bit pattern used to set 6 dummy cycles = 00001b
Map DWORD-13 Bit 13 =4 dummy cycles supported = 0b
19Fh SEh Bit 12:8 = Bit pattern used to set 4 dummy cycles = 00000b
Bit 7 =2 dummy cycles supported = 0b
Bit 6:2 = Bit pattern used to set 2 dummy cycles = 00000b
Bits 1:0 = Reserved = 00b
1A0h 00h
1A1h Status, Control and 0oh
Configuration Register Not Supported
1A2h Map DWORD-14 FFh
1A3h 00h
1A4h 00h
1A5h Status, Control and 0oh
Configuration Register Not Supported
1A6h Map DWORD-15 FFh
1A7h 00h
1A8h 71h Bits 7:0 = Command used for write access = 71h
1A9h 65h Bits 15:8 = Command used for read access = 65h
Bits 23:16 = Address of register where Octal Mode Enable volatile bit is located =
1AAh 06h 800006h
Status, Control and (Configuration Reg - 5 volatile)
Configuration Register Bit 31 = Octal Mode Enable volatile bit supported = 1b
Map DWORD-16 Bits 30 = Octal Mode Enable volatile bit polarity: Positive (Octal Mode Enable bit=1
indicates Octal mode is enabled) = 0b
1ABh 90h Bits 29 = Reserved = 0b
Bits 28 = Bit is set/cleared by commands using address = 1b
Bit 27 = Not supported = 0b
Bits 26:24 = Bit location of Octal Mode enable bit in register = bit [0] = 000b
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Table 87 JEDEC SFDP Rev D parameter table (Continued)
SFDP byte address SFDP DWORD name Data Description
1ACh 71h Bits 7:0 = Command used for write access = 71h
1ADh 65h Bits 15:8 = Command used for read access = 65h
1AER 06h Address of register where Octal Mode Enable nonvolatile bit is located = 06h (Config-
Status. Control and uration Reg - 5 nonvolatile)
Configuration Register Bit 31 = Octal Mode Enable nonvolatile bit supported = 1b
Map DWORD-17 Bits 30 = Octal Mode Enable nonvolatile bit polarity: Positive (Octal Mode Enable bit
=1lindicates Octal mode is enabled) = 0b
1AFh 90h Bit 29 =No OTP Bit=0b
Bits 28 = Bit is set/cleared by commands using address = 1b
Bit 27 = Not supported = 0b
Bits 26:24 = Bit location of Octal Mode enable bit in register = bit [0] = 000b
1BOh 00h
1B1h Status, Control and 0oh
Configuration Register Not Supported
1B2h Map DWORD-18 00h
1B3h 00h
1B4h 00h
1B5h Status, Control and 0oh
Configuration Register Not Supported
1B6h Map DWORD-19 00h
1B7h 00h
1B8h 71h Bits 7:0 = Command used for write access = 71h
1BSh 65h Bits 15:8 = Command used for read access = 65h
1BAh 06h Address of register where STR Octal Mode Enable bit is located = 800006h (Configu-
Status, Control and ration Reg - 5 Volatile)
Configuration Register Bit 31 = STR Octal Mode Enable volatile bit supported = 1b
Map DWORD-20 Bits 30=STROctal Mode Enable volatile bit polarity: Inverted (STR Octal Mode Enable
=0 indicates STR Octal Mode is enabled) = 1b
1BBh Dih Bit 29 = Reserved = 0b
Bits 28 = Bit is set/cleared by commands using address = 1b
Bit 27 = Not supported = 0b
Bits 26:24 = Bit location of STR Octal Mode Enable bit in register = bit [1] = 001b
1BCh 71h Bits 7:0 = Command used for write access = 71h
1BDh 65h Bits 15:8 = Command used for read access = 65h
1BEh 06h Address of register where STR Octal Mode Enable bit is located = 06h (Configuration
Reg - 5 Nonvolatile)
status, Control and Bit 31 = STR Octal Mode Enabl latile bit ted = 1b
. : ; it31= ctal Mode Enable nonvolatile bit supported =
Configuration Register Bits 30 = STR Octal Mode Enable nonvolatile bit polarity: Inverted (STR Octal Mode
Map DWORD-21 Enable =0 indicates STR Octal Mode is enabled) = 1b
1BFh D1h Bit 29 =No OTP Bit=0b
Bits 28 = Bit is set/cleared by commands using address = 1b
Bit 27 = Not supported = 0b
Bits 26:24 = Bit location of STR Octal Mode Enable nonvolatile bit in register = bit [1]
=001b
1Coh 71h Bits 7:0 = Command used for write access = 71h
1C1lh 65h Bits 15:8 = Command used for read access = 65h
1C2h 06h Address of register where DTR Octal Mode Enable volatile bit is located = 800006h
Status. Control and (Configuration Reg - 5 Volatile)
Configuration Register Bit 31 =DTR Octal Mode Enable volatile bit supported = 1b
Map DWORD-22 Bits 30 = DTR Octal Mode Enable volatile bit polarity positive (DSTR Octal Mode
Enable = 1 indicates DTR Octal Mode is enabled) = 0b
1C3h 91h Bit 29 = Reserved = 0b
Bits 28 = Bit is set/cleared by commands using address = 1b
Bit 27 = Not supported = 0b
Bits 26:24 = Bit location of DTR Octal Mode Enable volatile bitin register=bit[1] =001b
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Table 87 JEDEC SFDP Rev D parameter table (Continued)
SFDP byte address SFDP DWORD name Data Description
1C4h 71h Bits 7:0 = Command used for write access = 71h
1C5h 65h Bits 15:8 = Command used for read access = 65h
1C6h 06h Address of register where DTR Octal Mode Enable nonvolatile bit is located = 06h
Status. Control and (Configuration Reg - 5 nonvolatile)
Configuration Register Bit 31 =DTR Octal Mode Enable nonvolatile bit supported = 1b
Map DWORD-23 Bits 30 = DTR Octal Mode Enable nonvolatile bit polarity positive (DSTR Octal Mode
Enable = 1 indicates DTR Octal Mode is enabled) = 0b
1C7h 91h Bit 29 =No OTP Bit=0b
Bits 28 = Bit is set/cleared by commands using address = 1b
Bit 27 = Not supported = 0b
Bits 26:24 = Bit location of DTR Octal Mode Enable bit in register = bit [1] = 001b
1C8h 00h
1C9h Status, Control and 0oh
Configuration Register Not Supported
1CAh Map DWORD-24 FFh
1CBh 00h
1CCh 00h
1CDh Status, Control and 0oh
Configuration Register Not Supported
1CEh Map DWORD-25 FFh
1CFh 00h
1D0h 71h Bits 7:0 = Command used for write access = 71h
1D1h 65h Bits 15:8 = Command used for read access = 65h
1D2h 05h Address of register where Output Driver Strength volatile bits are located = 800005h
Status, Control and (Configuration Reg - 4 Volatile)
Configuration Register Bits 31: 30 = Number of physical bits used to set Output Driver Strength =3 bits=11b
Map DWORD-26 Bit 29 = Reserved = 0b
1D3h D5h Bits 28 = Bit is set/cleared by commands using address = 1b
Bit 27 = Not Supported = 0b
Bits 26:24 = Bit location of Least Significant Output Driver Strength bit in register = bit
[5]1=101b
1D4h 71h Bits 7:0 = Command used for write access = 71h
1D5h 65h Bits 15:8 = Command used for read access = 65h
1D6h 05h Address of register where Output Driver Strength nonvolatile bits are located = 05h
Status, Control and (Configuration Reg - 4 non- volatile)
Configuration Register Bits 31: 30 = Number of physical bits used to set Output Driver Strength =3 bits=11b
Map DWORD-27 Bit 29 = Reserved = 0b
1D7h D5h Bits 28 = Bit is set/cleared by commands using address = 1b
Bit 27 = Not Supported = 0b
Bits 26:24 = Bit location of Least Significant Output Driver Strength bit in register = bit
[5]1=101b
1D8h 00h Bit 7:0 = Reserved = 00h
1D%h 00h Bit 15:8 = Reserved = 00h
1DAh Stafcus, Ct?ntrol a.nd AOh Bits 31:29 = Bit pattern to support Driver type 0 = 45 Ohms = 000b
Configuration Register Bits 28:26 = Bit pattern to support Driver type 1 =30 Ohm = 101b
Map DWORD-28 Bits 25:23 = Bit pattern to support Driver type 2 =60 Ohm =011b
1DBh 15h Bits 22:20 = Bit pattern to support Driver type 3 =90 Ohm =010b
Bits 19:17 = Bit pattern to support Driver type 4 = Not supported = 000b
Bit 16 = Reserved = 0b
1DCh 00h Bits 7:0 = Byte 3 of first command sequence
Command Sequences
1DDh to Change to Octal DDR 00h Bits 15:8 = Byte 2 of first command sequence
1DEh (8D-8D-8D) mode 06h Bits 23:16 = Byte 1 of first command sequence
DWORD -1 X N
1DFh 01lh Bits 31:24 = Length of first command sequence = 1 byte
1EOh 00h Bits 7:0 = Byte 7 of first command sequence
Command Sequences
1Elh to Change to Octal DDR 00h Bits 15:8 = Byte 6 of first command sequence
1E2h (8D-8D-8D) mode 00h Bits 23:16 = Byte 5 of first command sequence
DWORD -2 X N
1E3h 00h Bits 31:24 = Byte 4 of first command sequence
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Table 87 JEDEC SFDP Rev D parameter table (Continued)
SFDP byte address SFDP DWORD name Data Description
1E4h 00h Bits 7:0 = Byte 3 of second command sequence - volatile register address
Command Sequences
1E5h to Change to Octal DDR 80h Bits 15:8 = Byte 2 of second command sequence - volatile register address
1E6h (8D-8D-8D) mode 71h Bits 23:16 = Byte 1 of second command sequence
DWORD -3
1E7h 05h Bits 31:24 = Length of second command sequence =5 bytes
1E8h 00h Bits 7:0 = Byte 7 of second command sequence
Command Sequences
1ESh to Change to Octal DDR 00h Bits 15:8 = Byte 6 of second command sequence
1EAh (8D-8D-8D) 43h Bits 23:16 = Byte 5 of second command sequence
de DWORD -4
1EBh mode 06h Bits 31:24 = Byte 4 of second command sequence - volatile register address

Sector map parameter table notes

Table 88 provides a means to identify how the device address map is configured and provides a sector map for
each supported configuration. This is done by defining a sequence of commands to read out the relevant config-
uration register bits that affect the selection of an address map. When more than one configuration bit must be
read, all the bits are concatenated into an index value that is used to select the current address map.

To identify the sector map configuration in device the following configuration bits are read in the following MSb
to LSb order to form the configuration map index value:

« CFR3V[3] - 0 = Hybrid Architecture, 1 = Uniform Architecture

« CFR1V[2] - 0 = 4KB parameter sectors at bottom, 1 = 4KB sectors at top

+ CFR1V[6] - 0 = 4KB parameter grouped together, 1 = 4KB sectors split between bottom and top

+ The value of some configuration bits may make other configuration bit values not relevant (don’t care), hence
not all possible combinations of the index value define valid address maps. Only selected configuration bit
combinations are supported by the SFDP Sector Map Parameter table (see Table 89). Other combinations must
notbe used in configuring the sector address map when using this SFDP parameter table to determine the sector
map. The following index value combinations are supported.

Table 88 Sector map parameter
CFR3V[3] CFR1V[6] CFR1V[2] Index value Description
0 0 0 00h 4KB sectors at bottom with remainder 256KB sectors
0 0 1 01h 4KB sectors at top with remainder 256KB sectors
0 1 0 02h 4KB sectors split between top and bottom with remainder 256KB sectors
1 0 0 04h Uniform 256KB sectors
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Table 89 JEDEC SFDP Rev D, sector map parameter table
SFDP byte A
address SFDP DWORD name Data Description
1ECh FCh Config. Detect -1 Uniform 256KB Sectors or Hybrid Sectors
Bits 31:24 = Read data mask = 0000_1000b: Select bit 3 of the data byte for UNHYSA value 0
1EDh 65h = Hybrid map with 4KB parameter sectors 1= Uniform map
1EEh JEDEC Sector Map FFh Bits 23:22 = Configuration detection command address length = 11b: Variable length
Parameter DWORD-1 Bits 21:20 =RFU = 11b - :
- Bits 19:16 = Configuration detection command latency = 1111b: variable latency
Config. Detect-1 Bits 15:8 = Configuration detection instruction = 65h: Read any register
1EFh 08h Bits 7:2=RFU=111111b
Bit 1 =Command Descriptor =0
Bit 0 = Not the end descriptor =0
1FOh 04h
1F1h JEDEC Sector Map 0oh
Parameter DWORD-2 Bits 31:0 = Address Value Configuration Register 3 (bit 3) = 00800004h
1F2h Config. Detect-1 80h
1F3h 00h
1F4h FCh Config. Detect-2 4KB Hybrid Sectors Split between Top and Bottom
Bits 31:24 = Read data mask = 0100_0000b: Select bit 60f the data byte for SP4KBS value
1FSh 65h 0 = 4KB parameter sectors are grouped together
1F6h FFh 1=4KB parameter sectors are split between High and Low Addresses
JEDEC Sector Map Bits 23:22 = Configuration detection command address length = 11b: Variable length
Parameter DWORD-3 Bits 21:20=RFU =11b
Config. Detect-2 Bits 19:16 = Configuration detection command latency = 1111b: variable latency
1F7h 20h Bits 15:8 = Configuration detection instruction = 65h: Read any register
Bits 7:2=RFU=111111b
Bit 1 = Command Descriptor =0
Bit 0 = Not the end descriptor =0
1F8h 02h
1F9h JEDEC Sector Map 00h
Parameter DWORD-4 Bits 31:0 = Address Value Configuration Register 1 (bit 6)= 00800002h
1FAh Config. Detect-2 80h
1FBh 00h
1FCh FDh Config Detect-3 4KB Hybrid Sectors on Top or Bottom
Bits 31:24 = Read data mask = 0000_0100b: Select bit 2 of the data byte for TB4KBS value
1FDh 65h 0 = 4KB parameter sectors at bottom
1FEh FFh 1=4KB parameter sectors at top
JEDEC Sector Map Bits 23:22 = Configuration detection command address length = 11b: Variable length
Parameter DWORD-5 Bits 21:20=RFU =11b
Config. Detect-3 Bits 19:16 = Configuration detection command latency = 1111b: variable latency
1FFh 04h Bits 15:8 = Configuration detection instruction = 65h: Read any register
Bits 7:2=RFU=111111b
Bit 1 = Command Descriptor=0
Bit 0 = End of command descriptor=1
200h 02h
201h JEDEC Sector Map 0oh ‘ . . ‘ .
Parameter DWORD-6 Bits 31:0 = Address Value Configuration Register 1 (bit 2)= 00800002h
202h Config. Detect-3 80h
203h 00h
204h FEh Configuration Index 00h 4KB sectors at bottom with remainder 256KB
Bits 31:24 = RFU =FFh
205h JEDEC Sector Map 00h Bits 23:16 = Region count (DWORDs -1) = 02h: Three regions
206h Parameter DWORD-7 02h Bits 15:8 = Configuration ID = 00h, 4KB sectors bottom with remainder 256KB
Config-0 Header Bits 7:2=RFU =111111b
207h FEh Bit 1 = Map Descriptor =1
Bit 0 = Not the end descriptor =0
208h F1h Region 0 of 4KB sectors
Bits 31:8 = Region size (32 4KB) = 0001FFh: Region size as count-1 of 256 Byte units =32 x 4KB
209h FFh sectors = 128KB Count = 128KB/256 = 512, value = count -1 = 512-1=511 = 1FFh
20Ah JEDEC Sector Map o1h Bits 7:4 = RFU = Fh Erase Type not supported =0/ supported = 1
Parameter DWORD-8 Bit 3 = Erase Type 4 support = 0b ---Erase Type 4 is not defined
. . Bit 2 = Erase Type 3 support = 0b ---Erase Type 3 is 256KB erase and is not supported in the
Config-0 Region-0 4KB sector region
20Bh 00h Bit 1 = Erase Type 2 support = 0b ---Erase Type 2 is 64KB erase and is not supported
Bit 0 = Erase Type 1 support = 1b ---Erase Type 1 is 4KB erase and is supported in the 4KB
sector region
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Table 89 JEDEC SFDP Rev D, sector map parameter table (Continued)
SFDP byte s e
address SFDP DWORD name Data Description
20Ch F8h Region 1 of 128KB sector
Bits 31:8 = Region size = 0001FFh: Region size as count-1 of 256 Byte units = 1 x 128KB sectors
20Dh FFh = 128KB Count = 128KB/256 = 512, value = count -1 =512-1=511 = 1FFh
20Eh JEDEC Sector Map 01h Bits 7_:4 =RFU =Fh Erase Ty|:1e rl;ot supported =0/ supported = 1 g dinth
Parameter DWORD-9 SBétC?o—rEéz;sigr;rype4support— 1b---Erase Type 4 is 256KB erase and is supported in the 128KB
Config-0 Region-1 Bit 2 = Erase Type 3 support = 0b ---Erase Type 3 is not defined
20Fh 00h Bit 1 = Erase Type 2 support = 0b ---Erase Type 2 is not defined
Bit 0 = Erase Type 1 support =0b --- Erase Type 1 is 4KB erase and is not supported in the 4KB
sector region
210h F8h Region 2 Uniform 256KB sectors
Bits 31:8 =512Mb device Region size = 03FBFFh:
211h FFh Region size as count-1 of 256 Byte units = 255 x 256KB sectors = 65,280KB Count =
212h FBh 65,280KB/256 = 261,120 value = count -1 = 261,120-1= 261119 =3FBFFh
Bits 31:8 = 1Mb device Region size = 01FEFFh: Region size as count-1 of 256 Byte units =511
x 256KB sectors = 130,816KB Count = 130,816KB/256 = 523,364, value = count -1 = 523,364-1
JEDEC Sector Map =523263 = 07FBFFh
Parameter DWORD-10 Bits 7:4 = RFU = Fh Erase Type not supported =0 / supported = 1
Config-0 Region-2 Bit 3=Erase Type 4 support=1b ---Erase Type 4 is 256KB erase and is supported in the 256KB
213h 03h (512Mb) | sector
07h (1Mb) region . .
Bit 2 = Erase Type 3 support = 0b ---Erase Type 3 is not defined
Bit 1 = Erase Type 2 support = 0b ---Erase Type 2 is not defined
Bit 0 = Erase Type 1 support = 0b --- Erase Type 1 is 4KB erase and is not supported in the
256KB sector region
214h FEh Configuration Index 01h 4KB sectors at Top with remainder 256KB
Bits 31:24 = RFU = FFh
215h JEDEC Sector Map 01h Bits 23:16 = Region count (DWORDs -1) = 02h: Three regions
216h Parameter DWORD-11 02h Bits 15:8 = Configuration ID = 01h: 4KB sectors at top with remainder 256KB sectors
Config-3 Header Bits 7:2=RFU = 111111b
217h FFh Bit 1 =Map Descriptor =1
Bit 0 = Not the end descriptor =0
218h F8h Region 0 Uniform 256KB sectors
Bits 31:8 =512Mb device Region size = 03FBFFh:
219h FFh Region size as count-1 of 256 Byte units = 255 x 256KB sectors = 65,280KB Count =
21Ah FBh 65,280KB/256 = 261,120 value = count -1 = 261,120-1= 261119 =3FBFFh
Bits 31:8 = 1Gb device Region size = 07FBFFh: Region size as count-1 of 256 Byte units =511
x 256KB sectors = 130,816KB Count = 130,816KB/256 = 523,264, value = count -1 = 523,364-1
B e ot g -0 sppored =3
) its 7:4 = = rase Type not supported =0/ supported =
Paramgter DWQRD 12 Bit 3=Erase Type 4 support=1b ---Erase Type 4 is 256KB erase and is supported in the 256KB
Config-3 Region-0 sector
03h (512Mb) N
21Bh region
07h (1Mb) Bit 2 = Erase Type 3 support = 0b ---Erase Type 3 is not defined
Bit 1 = Erase Type 2 support = 0b ---Erase Type 2 is not defined
Bit 0 = Erase Type 1 support = Ob ---Erase Type 1 is 4KB erase and is not supported in the
256KB sector
region
21Ch F8h Region 1 of 128KB sector
Bits 31:8 = Region size = 0001FFh: Region size as count-1 of 256 Byte units = 1 x 128KB sectors =
21Dh FFh 128KB Count = 128KB/256 = 512, value = count -1=512-1=511 = 1FFh
21Eh o1h Bits 7:4 = RFU = Fh Erase Type not supported =0/ supported = 1
JEDEC Sector Map Bit 3=Erase Type 4 support=1b---Erase Type 4 is 256KB erase and is supported in the 128KB
Parameter DWORD-13 ?ggg;
Config-3 Region-1 Bit 2 = Erase Type 3 support = 0b ---Erase Type 3 is not defined
21Fh 00h Bit 1 = Erase Type 2 support = 0b ---Erase Type 2 is not defined
Bit 0 = Erase Type 1 support = 0b ---Erase Type 1 is 4KB erase and is not supported in the 4KB
sector
region
220h F1h Region 2 of 4KB sectors
Bits 31:8 = Region size (32 4KB) = 0001FFh: Region size as count-1 of 256 Byte units =32 x 4KB
221h FFh sectors = 128KB Count = 128KB/256 = 512, value = count -1 = 512-1=511 = 1FFh
222h JEDEC Sector Map o1h Bits 7:4 = RFU = Fh Erase Type not supported =0/ supported = 1
Parameter DWORD-14 Bit 3 = Erase Type 4 support = 0b ---Erase Type 4 is not defined
) ; Bit 2 = Erase Type 3 support = 0b ---Erase Type 3 is 256KB erase and is not supported in the
Config-3 Region-2 4KB sector region
223h 00h Bit 1 = Erase Type 2 support = 0b ---Erase Type 2 is 64KB erase and is not supported
Bit 0 = Erase Type 1 support = 1b ---Erase Type 1 is 4KB erase and is supported in the 4KB
sector region
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Table 89

JEDEC SFDP Rev D, sector map parameter table (Continued)

SFDP byte
address

SFDP DWORD name

Data

Description

224h
225h
226h

227h

JEDEC Sector Map
Parameter DWORD-15
Config-1 Header

FEh

02h

04h

FFh

Configuration Index 02h 4KB sectors split between Bottom and Top with remainder 256KB
Bits 31:24 = RFU =FFh

Bits 23:16 = Region count (DWORDs -1) = 04h: Five regions

Bits 15:8 = Configuration ID = 02h: 4KB sectors split between bottom and top with remainder
256KB sectors

Bits 7:2=RFU=111111b

Bit 1 =Map Descriptor=1

Bit 0 = Not the end descriptor =0

228h
22%h
22Ah

22Bh

JEDEC Sector Map
Parameter DWORD-16
Config-1 Region-0

F1h

FFh

00h

00h

Region 0 of 4KB sectors

Bits 31:8 =Region size (16 x 4KB) = 0000FFh: Region size as count-1 of 256 Byte units = 16 x 4KB
sectors = 64KB Count = 64KB/256 = 256, value = count -1 = 256-1 =255 = FFh

Bits 7:4 = RFU = Fh Erase Type not supported =0 / supported = 1

Bit 3 = Erase Type 4 support = 0b ---Erase Type 4 is not defined

Bit 2 = Erase Type 3 support = 0b ---Erase Type 3 is 256KB erase and is not supported in the
4KB sector region

Bit 1 = Erase Type 2 support = 0b ---Erase Type 2 is 64KB erase and is not supported

Bit 0 = Erase Type 1 support = 1b ---Erase Type 1 is 4KB erase and is supported in the 4KB
sector region

22Ch
22Dh
22Eh

22Fh

JEDEC Sector Map
Parameter DWORD-17
Config-1 Region-1

F8h

FFh

02h

00h

Region 1 of 192KB sector

Bits 31:8 = Region size = 0002FFh: Region size as count-1 of 256 Byte units =1 x 192KB sectors
=192KB Count = 192KB/256 = 768, value = count -1 = 768-1 =767 = 2FFh

Bits 7:4 = RFU = Fh Erase Type not supported =0 / supported =1

Bit 3=Erase Type 4 support=1b ---Erase Type 4 is 256KB erase and is supported in the 192KB
sector

region

Bit 2 = Erase Type 3 support = 0b ---Erase Type 3 is not defined

Bit 1 = Erase Type 2 support = 0b ---Erase Type 2 is not defined

Bit 0=Erase Type 1 support =0b --- Erase Type 1 is 4KB erase and is not supported in the 4KB
sector

region

230h
231h
232h

233h

JEDEC Sector Map
Parameter DWORD-18
Config-1 Region-2

F8h

FFh

F7h

03h (512Mb)
07h (1Mb)

Region 2 Uniform 256KB sectors

Bits 31:8 =512Mb device Region size = 03F7FF:

Region size as count-1 of 256 Byte units = 254 x 256KB sectors = 65,024KB Count =
65,024KB/256 = 260,096 value = count -1 = 260,096-1 = 260,095 = 3F7FFh

Bits 31:8 = 1Gb device Region size = 07F7FFh: Region size as count-1 of 256 Byte units =510 x
256KB sectors = 130,560KB Count = 130,560KB/256 = 522,240, value = count -1 = 522,240-1 =
522,239 = 7F7FFh

Bits 7:4 = RFU = Fh Erase Type not supported =0 / supported = 1

Bit 3=Erase Type 4 support =1b ---Erase Type 4 is 256KB erase and is supported in the 256KB
sector

region

Bit 2 = Erase Type 3 support = 0b ---Erase Type 3 is not defined

Bit 1 = Erase Type 2 support = 0b ---Erase Type 2 is not defined

Bit 0 = Erase Type 1 support = 0b ---Erase Type 1 is 4KB erase and is not supported in the
256KB sector

region

234h
235h
236h

237h

JEDEC Sector Map
Parameter DWORD-19
Config-1 Region-3

F8h

FFh

02h

00h

Region 3 of 192KB sector

Bits 31:8 = Region size = 0002FFh: Region size as count-1 of 256 Byte units = 1 x 192KB sectors
=192KB Count = 192KB/256 = 768, value = count -1 = 768-1 = 767 = 2FFh

Bits 7:4 = RFU = Fh Erase Type not supported =0/ supported = 1

Bit 3=Erase Type 4 support =1b ---Erase Type 4 is 256KB erase and is supported in the 192KB
sector

region

Bit 2 = Erase Type 3 support = 0b ---Erase Type 3 is not defined

Bit 1 = Erase Type 2 support = 0b ---Erase Type 22 is not defined

Bit 0 = Erase Type 1 support =0b ---Erase Type 1 is 4KB erase and is not supported in the 4KB
sector

region

238h
23%9h
23Ah

23Bh

JEDEC Sector Map
Parameter DWORD-20
Config-1 Region-5

F1lh

FFh

00h

00h

Region 5 of 4KB sectors

Bits 31:8 =Region size (16 x 4KB) = 0000FFh: Region size as count-1 of 256 Byte units = 16 x 4KB
sectors = 64KB Count = 64KB/256 = 256, value = count -1 = 256-1 =255 = FFh

Bits 7:4 = RFU = Fh Erase Type not supported =0/ supported = 1

Bit 3 = Erase Type 4 support = 0b ---Erase Type 4 is not defined

Bit 2 = Erase Type 3 support = 0b ---Erase Type 3 is 256KB erase and is not supported in the
4KB sector region

Bit 1 = Erase Type 2 support = 0b ---Erase Type 2 is 64KB erase and is not supported

Bit 0 = Erase Type 1 support = 1b ---Erase Type 1 is 4KB erase and is supported in the 4KB
sector region

23Ch
23Dh
23Eh

23Fh

JEDEC Sector Map
Parameter DWORD-21
Config-4 Header

FFh

04h

00h

FFh

Configuration Index 04h Uniform 256KB sectors

Bits 31:24 = RFU = FFh

Bits 23:16 = Region count (DWORDs -1) = 00h: One region
Bits 15:8 = Configuration ID = 04h: Uniform 256KB sectors
Bits 7:2=RFU=111111b

Bit 1 =Map Descriptor=1

Bit 1= End of map descriptor=1
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Table 89 JEDEC SFDP Rev D, sector map parameter table (Continued)
SFDP byte s e
address SFDP DWORD name Data Description
240h F8h Region 0 Uniform 256KB sectors
EE— Bits 31:8 =512Mb device Region size = 03FFFFh:
241h FFh Region size as count-1 of 256 Byte units = 256 x 256KB sectors = 65,536KB Count =
242h FFh 65,280KB/256 = 262,144 value = count -1 =262,144-1 = 262,143 = 3FFFFh

Bits 31:8 = 1Mb device Region size = 07FFFFh: Region size as count-1 of 256 Byte units =512
X 256KB sectors = 131,072KB Count = 131,072KB/256 = 524,288, value = count -1 = 524,288-1

JEDEC Sector Map =‘524,'28_7 = YFEFFh . i
Parameter DWORD-22 Bits 7:4 = RFU = Fh Erase Type not supported =0/ supported = 1

) ; Bit 3=Erase Type 4 support =1b ---Erase Type 4 is 256KB erase and is supported in the 256KB
Config-4 Region-0 03h (512Mb) | Sector

243h region
07h (1Mb) Bit 2 = Erase Type 3 support = 0b ---Erase Type 3 is not defined
Bit 1 = Erase Type 2 support = 0b ---Erase Type 2 is not defined
Bit 0=Erase Type 1 support=0b---Erase Type 1 is 4KBerase and is not supported in the 256KB
sector
region
9.2 Manufacturer and device ID
Table 90 Manufacturer and device ID
Byte address Data Description
00h 34h Manufacturer ID for CYPRESS™
01h 5Ah (HL-T) / 5Bh (HS-T) Device ID MSB - Memory Interface Type
02h 19h (256Mb) / 1Ah (512Mb)/ | Device ID LSB - Density
1Bh (1Mb)
03h OFh ID Length - number bytes following. Adding this value to the current location of 03h gives the address of
the last valid location in the ID legacy address map.
Physical Sector Architecture ) ) ) N )
04h 03h (Default Configuration) ;r:cetgrz/L-T family may be configured with or without 4KB parameter sectors in addition to the uniform
03h = Uniform 256KB with thirty-two 4KB Parameter Sectors)
05h 90h (HL-T/HS-T Family) Family IDs
9.3 Unique device ID
Table 91 Unique device ID
Byte address Data Description
00h to 07h 8-Byte Unique Device ID 64-bit unique ID number
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Package diagrams

10 Package diagrams

D1]
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INDEX MARK ; E D
PIN Al A [B] A
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A SIDE_VIEW C]
24X @b
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DIMENSIONS NOTES:
SYMBOL
MIN. NOM. MAX. 1. DIMENSIONING AND TOLERANCING METHODS PER ASME Y14.5M-1994.
A - - 1.00 2. ALL DIMENSIONS ARE IN MILLIMETERS.
Al 020 - - 3. BALL POSITION DESIGNATION PER JEP95, SECTION 3, SPP-020.
8.00 BSC
4. "e" REPRESENTS THE SOLDER BALL GRID PITCH.
6.00 BSC
o 200B5C 5. SYMBOL "MD" IS THE BALL MATRIX SIZE IN THE "D" DIRECTION.
o 20055C SYMBOL "ME" IS THE BALL MATRIX SIZE IN THE "E" DIRECTION.
VD p N IS THE NUMBER OF POPULATED SOLDER BALL POSITIONS FOR MATRIX SIZE MD X ME.
ME 5 A DIMENSION "b" IS MEASURED AT THE MAXIMUM BALL DIAMETER IN A PLANE PARALLEL TO DATUM C.
N 24 A "SD" AND "SE" ARE MEASURED WITH RESPECT TO DATUMS A AND B AND DEFINE THE
gb 035 040 045 POSITION OF THE CENTER SOLDER BALL IN THE OUTER ROW.
eE
1.008sC WHEN THERE IS AN ODD NUMBER OF SOLDER BALLS IN THE OUTER ROW "SD" OR "SE" = 0.
eD 1.00 BSC
WHEN THERE IS AN EVEN NUMBER OF SOLDER BALLS IN THE OUTER ROW, "SD" = eD/2 AND "SE" = eE/2.
SD 0.00 BSC
o 0.00BSC 8. "+ INDICATES THE THEORETICAL CENTER OF DEPOPULATED BALLS.

A1 CORNER TO BE IDENTIFIED BY CHAMFER, LASER OR INK MARK, METALLIZED MARK INDENTATION

OR OTHER MEANS.
10. JEDEC SPECIFICATION NO. REF: N/A

002-15550 *A

Figure 81 Ball grid array 24-ball 6 x 8 mm (VAA024)

Datasheet 132 0f 138 002-18216 Rev. *W
2022-01-18



o _.
256Mb/512Mb/1Gb SEMPER™ Flash 1
Octal interface, 1.8V/3.0V I n fl n eon .

Package diagrams
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DIMENSIONS NOTES:
SYMBOL
MiIN. NOM. MAX. 1. DIMENSIONING AND TOLERANCING METHODS PER ASME Y14.5M-1994.
A - - 1.00 2. ALL DIMENSIONS ARE IN MILLIMETERS.
Al 020 - - 3. BALL POSITION DESIGNATION PER JEP95, SECTION 3, SPP-020.
D 8.00 BSC
4. "e" REPRESENTS THE SOLDER BALL GRID PITCH.
E 8.00 BSC
o 200B5C 5. SYMBOL "MD" IS THE BALL MATRIX SIZE IN THE "D" DIRECTION.
o T00B5G SYMBOL "ME" IS THE BALL MATRIX SIZE IN THE "E" DIRECTION.
oD 5 N IS THE NUMBER OF POPULATED SOLDER BALL POSITIONS FOR MATRIX SIZE MD X ME.
VE 5 A DIMENSION "b" IS MEASURED AT THE MAXIMUM BALL DIAMETER IN A PLANE PARALLEL TO DATUM C.
N 2 A "SD" AND "SE" ARE MEASURED WITH RESPECT TO DATUMS A AND B AND DEFINE THE
gb 035 040 045 POSITION OF THE CENTER SOLDER BALL IN THE OUTER ROW.
eE 1.00 BSC
WHEN THERE IS AN ODD NUMBER OF SOLDER BALLS IN THE OUTER ROW "SD" OR "SE" = 0.
eD 1.00 BSC
WHEN THERE IS AN EVEN NUMBER OF SOLDER BALLS IN THE OUTER ROW, "SD" = eD/2 AND "SE" = eE/2.
sD 0.00 BSC
v 500 BSC 8. "+ INDICATES THE THEORETICAL CENTER OF DEPOPULATED BALLS.
A1 CORNER TO BE IDENTIFIED BY CHAMFER, LASER OR INK MARK, METALLIZED MARK INDENTATION
OR OTHER MEANS.
10. JEDEC SPECIFICATION NO. REF: N/A 002_22282 * %

Figure 82 Ball grid array 24-ball 8 x 8 mm (VAC024)
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Ordering information

11 Ordering information

The ordering part number is formed by a valid combination of the following:

S28HL
S28HS 512 T GA B H M 00 O

Packing type[54]

0=Tray
3=13"Tape &Reel

— Model number

01 =x1 Default Boot, 6 x8 mm package
03 =x1 Default Boot, 8 x8 mm package

——» Temperature range

| =Industrial (-40°C to +85°C)

V =Industrial Plus (-40°C to +105°C)

A= Automotive, AEC-Q100 Grade 3 (-40°C to +85°C)
B =Automotive, AEC-Q100 Grade 2 (-40°C to +105°C)
M =Automotive, AEC-Q100 Grade 1 (-40°C to +125°C)

—— > Package material
H=Halogen-Free, Lead (Pb)-free

» Package type
B =24-ball BGA, 1.0-mm pitch

» Perfomance

GA=200MHz SDRand 200 MHz DDR
FP =166 MHz SDR and 166 MHz DDR
GZ =166 MHz SDR and 200 MHz DDR

» Technology
T=45-nm MIRRORBIT™ Process Technology

> Density
256 =256 Mb
512=512Mb
01G=1Gb

» Device Family
S28HL 3.0 VSEMPER™ Flash Octal Interface
S28HS 1.8 V SEMPER™ Flash Octal Interface

Note
54. See Packing and Packaging Handbook on www.cypress.com for further information.
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256Mb/512Mb/1Gb SEMPER™ Flash
Octal interface, 1.8V/3.0V

Ordering information

11.1

confirm availability of specific valid combinations and to check on newly released combinations.

Valid combinations — standard grade
Table 92 lists configurations planned to be supported in volume for this device. Contact your local sales office to

Infineon

Table 92 Valid combinations — standard grade!®°!
Base ordering Speed | Packageand | Temperature Model Packing Ordering part number Package
part number option materials range number type (x = Packing type) marking

S28HL512TFPBHIO1x 28HL512TPIO1

S28HL512T FP BH 1,V 01 0,3
S28HL512TFPBHV01x 28HL512TPVO1
S28HS512TGABHI01x 28HS512TAIO1

S28HS512T GA BH I,V 01 0,3
S28HS512TGABHVO1x 28HS512TAVO01
S28HLO1GTFPBHI03x 28HLO1GTPIO3

S28HLO1GT FP BH I,V 03 0,3
S28HLO1GTFPBHV03x 28HLO1GTPV03
S28HS01GTFPBHI03x 28HS01GTPIO3

S28HS01GT FP BH I,V 03 0,3
S28HSO01GTFPBHV03x 28HS01GTPVO3
[55] S28HS01GTGABHI03x 28HS01GTAIO3

S28HSO01GT GA BH 1,V 03 0,3
S28HS01GTGABHVO03x 28HS01GTAV03
S28HS01GZGABHI03x 28HS01GTZI03

S28HS01GT GZ BH I,V 03 0,3
S28HS01GZGABHV03x 28HS01GTZV03

Note

55. The characterization of 200MHz, S28HS01GT devices is in progress. Contact your local sales office to confirm availability of specific 200MHz device.
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Ordering information

11.2 Valid combinations — automotive grade / AEC-Q100

Table 93 lists configurations that are Automotive Grade / AEC-Q100 qualified and are planned to be available in
volume. The table will be updated as new combinations are released. Contact your local sales representative to
confirm availability of specific combinations and to check on newly released combinations.

Production Part Approval Process (PPAP) support is only provided for AEC-Q100 grade products.

Products to be used in end-use applications that require ISO/TS-16949 compliance must be AEC-Q100 grade
products in combination with PPAP. Non-AEC-Q100 grade products are not manufactured or documented in full
compliance with ISO/TS-16949 requirements. AEC-Q100 grade products are also offered without PPAP support
for end-use applications that do not require ISO/TS-16949 compliance.

Table 93 Valid Combinations — automotive grade / AEC-Q100!%¢!
Base ordering Speed | Package and Temperature Model Packing Ordering part number Package
part number option materials range number type (x = Packing type) marking
S28HL512TFPBHAO1x 28HL512TPAO1
S28HL512T FP BH A,B,M 01 0,3 S28HL512TFPBHBO1x 28HL512TPBO1
S28HL512TFPBHMO1x 28HL512TPMO1
S28HS512TGABHAO1X 28HS512TAA0L
S28HS512T GA BH A,B,M 01 0,3 S28HS512TGABHBO1x 28HS512TABO1
S28HS512TGABHMO1x 28HS512TAMO1
S28HLO1GTFPBHAO3x 28HLO1GTPAO3
S28HLO1GT FP BH A,B,M 03 0,3 S28HLO1GTFPBHBO3x 28HLO1GTPB03
S28HLO1GTFPBHMO03x 28HLO1GTPMO03
S28HSO01GTFPBHAO03x 28HS01GTPAO3
S28HS01GT FP BH A, B,M 03 0,3 S28HSO01GTFPBHBO3x 28HS01GTPB03
S28HS01GTFPBHMO03x 28HS01GTPMO3
S28HS01GTGABHAO3x 28HS01GTAA03
S28HS01GT GAD®! BH A,B,M 03 0,3 S28HS01GTGABHBO3x 28HS01GTABO3
S28HS01GTGABHMO3x 28HS01GTAMO3
S28HS01GTGZBHAO3x 28HS01GTZA03
S28HS01GT GZ BH A,B,M 03 0,3 S28HS01GTGZBHBO3x 28HS01GTZB03
S28HS01GTGZBHMO3x 28HS01GTZMO03
Note

56. The characterization of 200MHz, S28HS01GT devices is in progress. Contact your local sales office to confirm availability of specific 200MHz device.

Datasheet

136 0f 138

002-18216 Rev. *W
2022-01-18



o _.
256Mb/512Mb/1Gb SEMPER™ Flash 1
Octal interface, 1.8V/3.0V I n fl n eon .

Revision history

Revision history

Document | Date of
version release

*N 2019-07-03 | Finalizing document for S28HS512T and S28HL512T devices description.

Description of changes

Updated Transaction Table.
Updated Ordering Information.

Finalizing document for S28HS01GT devices.
Note: The characterization of 200MHz, S28HS01GT devices is in progress and this document will be updated
accordingly upon characterization completion.

*0 2019-09-13

P 2019-12-20 Updated Table 18, Table 83, Table 85, Table 87 (Product Information Notification), Table 89 (Product Information
Notification), and Table 90, Table 92, and Table 93.
Updated typos in Table 45, Table 50, and Table 60.
*Q 2020-01-29 | Finalizing document for S28HLO1GT devices.

Updated Sales information and Copyright year.
*R 2020-03-23 | Updated Table 83 based on Final Characterization results.

Updated Table 9 and Table 58.
Updated Table 87 and Table 89 (Product Information Notification).

Updated Selected options for CFR3N[7:6], CFR3V[7:6 in Table 50.

Updated RDPLB_4_0, RDIDN_4_0, RDSR1_4_0, and RDSR2_4_0 in Table 51.

Added note in Table 51.

Updated description and data for ASPO[2] in Table 59.

Renamed ASPPAS to ASPPWD for ASPO[2] in Table 61.

Updated Input Timing Ref Voltage and Input Timing Ref Voltage to 0.5 x V¢ in Table 84.
Updated Figure 72, Figure 73, and Figure 74 in Timing reference levels.

Removed volatile register address for LEAh SFDP Byte in Table 87.

Updated from CFR3N([3], CFR1N[2], and CFR1N[6] to CFR3V[3], CFR1V[2], and CFR1V[6] in Sector map parameter table
notes.

Updated Sector map parameters in Table 88.

Updated SFDP data and description in Table 89.

Updated DC table (Table 83).
*U 2021-08-10 | Updated Ordering information on page 134.
Updated OPN tables (Table 92 and Table 93).

Updated to Infineon template.

Updated Transaction protocol on page 11, Read transactions on page 54, Program on page 60.

Added Octal output interface (Octal, 1S-1S-8S and 1S-8S-8S) (HL256T and HS256T only) on page 16, SPI
(1S-1S-8S) transaction table (HL256T and HS256T only) on page 98, SPI (1S-8S-8S) transaction table (HL256T and
HS256T only) on page 98 for new features Octal Output (1S-1S-8S), Octal Input (1S-8S-8S) HL256T and HS256T only.
Updated Table 83: Added 256Mb specifications.

Updated Table 84: Added 256Mb specifications.

Updated Table 80: Added Theta JB an Theta JC.

Updated Table 6: Changed JESD216C to JESD216D

Changed CFR3V[1:0] to CFR3V[7:6] in Read device identification transaction

W 2022-01-18 | Updated Table 85: Removed 256T / 512T / 01GT and updated max value for tpgpg

Updated Figure 73 and Figure 74: Changed Pgci to Pk

Updated Table 87: Updated data and description for 12Dh, 12Eh, and 12Fh byte addresses

*S 2020-04-22

T 2020-12-10

*V 2021-10-18
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intended for technically trained staff. It is the
responsibility of customer’s technical departments
to evaluate the suitability of the product for the
intended application and the completeness of the
product information given in this document with
respect to such application.

For further information on the product, technology,
delivery terms and conditions and prices please
contact your nearest Infineon Technologies office
(www.infineon.com).

WARNINGS

Due to technical requirements products may contain
dangerous substances. For information on the types
in question please contact your nearest Infineon
Technologies office.

Except as otherwise explicitly approved by Infineon
Technologies in a written document signed by
authorized representatives of Infineon
Technologies, Infineon Technologies’ products may
not be used in any applications where a failure of the
product or any consequences of the use thereof can
reasonably be expected to result in personal injury.


https://www.cypress.com/support
http://www.infineon.com/
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